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Foreword



 This plan was designed for senior management, the Year 2000 Team,  and Year 2000 team support within the Naval Air Warfare Center Weapons Division.   Because the Year 2000 problem is being addressed continually throughout the federal government, changes to the plan are expected.  Significant changes that impact planned courses of action will be published subsequent to the release of this document.  

i

EXECUTIVE SUMMARY

As we approach the end of the century, use of  the two-digit year will cause many systems to fail as they attempt to process the year “00” as 1900, not recognizing the year as 2000.  To effectively solve the Year 2000 problem, we need both technical expertise and systematic, comprehensive, and thorough planning.   The allocation of resources, the coordination of system changes, the identification of interface requirements, the assessment of proposed solutions, and the coordination of testing and deployment require careful planning, concerted efforts, and committed follow-through.  

The basic approach for solving Year 2000 problems within the Weapons Division involves centralized management with decentralized execution.  The Information Management Department is responsible for managing the overall project.   A team of representatives from each competency has been established to coordinate all work required to bring our systems into compliance.  See Appendix A for listing of representatives. In reference (a), senior leadership (Competency leaders, Area Commanders and site commanding officers) were requested to provide full support to the team and to their efforts to bring our systems into compliance.  

The DoD mandated deadline for making systems compliant is 31 December 1998.  Given the limited amount of time available to solve Year 2000 problems, it is important that we immediately identify all systems and establish priorities based on criticality, urgency of resolution,  impact on mission operations, and assessment of risks.  After establishing priorities, we must develop strategies for correcting the problems, establish coordination for systems and data, and follow appropriate processes for renovation, testing, validation, and implementation. 

To monitor progress toward meeting the Year 2000 goal, a schedule and baseline of systems status has been provided in Appendices B and C.   Changes from the baseline will be continually monitored to ensure progress.

This plan defines roles, responsibilities, problem status, timelines, and guidance for Weapons Division Year 2000 problem resolution efforts. 

ii

PRIVATE 
1   DESCRIPTIONtc  \l 1 "1   DESCRIPTION"
PRIVATE 


tc  \l 2 ""

PRIVATE 
1.1   Purposetc  \l 2 "1.1  Purpose"
ThePRIVATE 


tc  \l 3 "" purpose of the Weapons Division Year 2000 project is to ensure that all hardware, software, and firmware systems are Year 2000 compliant before any disruption is caused by the two-digit year.  Year 2000 compliance is defined as fault-free performance in the processing of date-related data (including date calculation and sequencing) by all hardware and software products, individually and in combination.  Year 2000 compliance requires that products, programs, files, databases, and processes have, or produce, no logical or arithmetic inconsistencies when handling dates outside the range of 1900 to 1999.    

PRIVATE 


tc  \l 3 ""

PRIVATE 
1.2   Scopetc  \l 2 "1.2   Scope"
This project covers all systems supported and used by the Naval Air Warfare Center Weapons Division, (including information systems, command and control systems, and weapon systems), tactical and non-tactical hardware, software, and firmware.   Specific areas include (but are not limited to) administrative, business, scientific, engineering, and management applications; tactical and embedded computer resources; mission critical computer resources; weapon systems; operating systems; database management systems; network systems; security access systems; commercial off-the-shelf (COTS) software; custom applications (operational, under development, under test, or planned); data (active and archived); desktop systems and servers; communications hardware/software; and other date-dependent systems.

PRIVATE 
1.3   Background tc  \l 2 "1.3  Background "
Since the early days of computing, it has been common practice to store and use only the last two digits of the year.  The first two digits, indicating century, have traditionally been omitted due primarily to economic considerations.  System memory was expensive, storage costs were high, processor speeds were slow, data entry costs were high, and system life expectancy was short.  Throughout the years, millions of dollars were saved and a de facto date standard resulted from use of the two-digit year.  

Systems using the two-digit year are the crux of the Year 2000 problem.  When dates in the 1900s and 2000s are mixed, errors of varying degrees with unintended and potentially catastrophic consequences are likely outcomes.   The year 1999 creates an additional problem for systems using "99" or "00" to indicate end-of-file, no expiration, or a trigger for some other action.  To add to the problem, many systems have faulty date logic that identifies Year 2000 as a non-leap year.  Finally, many hardware and operating systems do not roll over correctly from 1999 to 2000.  The potential for a system to fail to function correctly at, or near, 1 January 2000 is commonly called the Year 2000 problem.

PRIVATE 
2   ROLES AND RESPONSIBILITIEStc  \l 1 "2   ROLES AND RESPONSIBILITIES"
PRIVATE 
2.1   The Weapons Division Senior Leadershiptc  \l 2 "2.1   The Weapons Division Senior Leadership"
PRIVATE 


tc  \l 3 ""In reference (a), all Competency Leaders, Area Commanders and site Commanding Officers in Naval Aviation Systems Team organizations were requested to provide their full support to bringing systems into Year 2000 compliance.  This includes planning, funding, allocating resources, reporting, and resolving Year 2000 problems under Weapons Division purview.

PRIVATE 


tc  \l 2 ""

PRIVATE 
2.2   The Weapons Division Year 2000 Teamtc  \l 2 "2.2   The Weapons Division Year 2000 Team"
A Weapons Division Year 2000 Team was assigned by each Level 1 Competency Leader to ensure that all systems within the Weapons Division are Year 2000 compliant.  Team members with guidance from their team leader are tasked to coordinate efforts of support personnel responsible for solving Year 2000 problems within their assigned competencies.   See Appendix A for a listing of Weapons Division team members.

PRIVATE 


tc  \l 3 ""The team leader has overall responsibility for coordinating and reporting on Year 2000 efforts for the Weapons Division.  These responsibilities include, but are not limited to:

.  Providing generic tools and sources of information for ensuring Year 2000 compliance 

.  Giving briefings and providing status reports to management

.  Coordinating team efforts to eliminate duplication 

.  Summarizing data for reporting

.  Participating on the NAVAIR Information Management Year 2000 team

.  Leading the Weapons Division Year 2000 team

.  Coordinating team responses to data calls and requests from management 

.  Providing guidance to team members

.  Monitoring the progress of team efforts

.  Facilitating the sharing of information

.  Developing and executing top-level plans for meeting Year 2000 goals and objectives

Weapons Division Team Members are responsible for:

.  Coordinating Year 2000 efforts within their competencies

.  Summarizing Year 2000 competency data for reporting

.  Reporting status of Year 2000 efforts 

.  Participating on the Weapons Division Year 2000 team

.  Providing guidance to competency support personnel

.  Monitoring the progress of competency support efforts

.  Facilitating the sharing of information

.  Providing support to the Weapons Division Year 2000 team leader

.  Communicating problem status, resource requirements, and budget shortfalls to sponsors

.  Ensuring that systems are modified before disruption occurs

PRIVATE 
2.3   Competency Support Personnel tc  \l 2 "2.3  Competency Support Personnel "are responsible for:

.  Identifying all hardware, software, and firmware systems that impact the Weapons Division mission

.  Completing data for reporting on all systems

.  Working with team members assigned to the competency

.  Analyzing systems to identify Year 2000 problems

.  Modifying systems to solve Year 2000 problems

.  Verifying and validating the accuracy of modified systems

.  Coordinating the implementation of system modifications

PRIVATE 
2.4   Year 2000 Team Interfacestc  \l 2 "2.4   Year 2000 Team Interfaces"
The Weapons Division team is a sub-team of the Information Management (IM) Year 2000 team established to provide guidance to all Naval Aviation Systems Team organizations.  The IM team provides top-level planning and guidelines to be used in bringing NAVAIR systems into compliance.  Other interfaces established throughout the federal government to ensure Year 2000 compliance include (but are not limited to):

.  Department of the Navy Chief Information Officer (DoN CIO)

.  NAVAIR Chief Information Officer (NAVAIR CIO)

.  Department of Navy Year 2000 Action Officer at the Navy Information Systems Management Center (NISMC)

.  Assistant Secretary of the Navy (Research, Development and Acquisition) (ASN(RD&A))

.  Office of Management and Budget (OMB)

.  Department of Defense Y2K Work Group

.  Year 2000 Interagency Committee

.  Joint Program Office for Test and Evaluation

.  General Accounting Office (GAO)

.  Assistant Deputy Under Secretary of Defense (Logistics Business Systems and Technology Department) (DUSD(L))

.  Assistant Secretary of Defense (Command, Control, Communications) ASD(C3I)

.  Defense Information Systems Agency (DISA)

.  Office of the Secretary of Defense (OSD)

.  General Services Administration (GSA)

.  United States House of Representatives, Government Reform and Oversight Committee, Subcommittee on Government Management, Information and Technology
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3    PLANNED ACTIONStc  \l 1 "3    PLANNED ACTIONS"
PRIVATE 
3.1  Special Considerationstc  \l 2 "3.1  Special Considerations"
Although the technical difficulty of fixing Year 2000 problems is complex, the management of Year 2000 efforts presents an even greater challenge.   At no time in history have we been faced with having to review and possibly change all of our systems at one time.  Aside from having an enormous impact, the Year 2000 problem is also complex for the following reasons:

Pervasive Code.   Date-dependent code is pervasive.

No Single Solution.   We have no automated way to fix or fully assess the extent of the problem.  "Find and fix" solutions are myriad and require considerable time and manpower.

Coordinated Fixes.  The timing of fixes between systems must be coordinated.

Leap Year Calculations.   The problem involves both incorrect century and incorrect leap year calculations.  Century years are leap years only if evenly divisible by 400.

Testing.  Non-production testing must be thorough and must not impact production operations.

Funding.  Funding estimates for correcting problems are high, and funding has not been provided.

Hidden Dates.  Date computations are embedded in controllers, firmware microcode, real-time clocks, and other less than obvious system level resources.

Limited Time.  The time available for solving the Year 2000 problem is limited. 

PRIVATE 
3.2  Management Approach and Scheduletc  \l 2 "3.2  Management Approach and Schedule"
The approach for solving Year 2000 problems within the Weapons Division involves centralized management with decentralized execution.  The Information Management Department is responsible for managing the overall project.   A team of representatives from each competency has been established to coordinate all work required to bring our systems into compliance. 

This approach  is based on a five-phase resolution process, modeled after the DoD Year 2000 process, and consistent with the plan developed by the IM Year 2000 Team.   DoD phases of resolution are:  awareness, assessment, renovation, validation, and implementation where each phase is defined as follows:

Phase 1.  Awareness    -
Educate and maintain visibility about the Year 2000 problem.

Phase 2.  Assessment   -
Identify costs and prepare plans to solve the problem.

Phase 3.  Renovation   -
Solve the problem.

Phase 4.  Testing/Validation - Test, validate, and verify the solution. 

Phase 5.  Implementation     -  Field the solution for operational use.

Equivalent actions adopted by the IM Year 2000 team are:

Awareness

Inventory Identification

Assessment

Renovation/Testing

Validation/Implementation

Compliance

See Appendix B for the schedule for completion of planned actions.
PRIVATE 
3.3   Planned Actionstc  \l 2 "3.3   Planned Actions"
PRIVATE 
3.3.1   Awareness 
tc  \l 3 "3.3.1   Awareness 
"




June 1996 to December 1999

Awareness involves developing a basic understanding of the problem, conveying the significance of its impact, and obtaining necessary support for problem resolution.  It consists of defining the problem and areas likely to be impacted, defining goals and objectives in solving the problem, defining roles and responsibilities, identifying constraints and assumptions, and defining the management organization and reporting structure.

Actions:

___Establish a general awareness to facilitate an understanding of the problems

___Define the Year 2000 problem and identify areas likely to be impacted

___Define goals and objectives in solving the problem

___Define roles and responsibilities of competencies and other affected organizations

___Identify sponsors, system owners and support personnel responsible for solving Year 2000 problems

___Document assumptions and constraints within which to operate

___Brief the Division Executive Board on the Year 2000 problem

___Contact Level 1 Competency Leaders for assignment of Year 2000 team members

___Brief competency coordinators within each Level 1 Competency

___Brief system owners, support teams, and other Weapons Division personnel

___Establish regular meetings with Weapons Division team members

___Brief  new team members assigned to replace existing team members

___Define the reporting structure for internal and external reporting

___Maintain open lines of communication with the  IM Year 2000 Team

___Establish an ongoing presence to emphasize the importance of Year 2000 compliance

___Publish a Year 2000 action plan for ensuring compliance within the Weapons Division 

___Report Year 2000 status as required

___Participate in Year 2000 team meetings 

PRIVATE 
3.3.2  Inventory Identification
tc  \l 3 "3.3.2  Inventory Identification
"

November 1996 to March 97

Inventory identification involves identifying all tactical and non-tactical hardware, software, and firmware systems used within the Weapons Division.  Each Year 2000 team member is tasked to ensure that all systems that display, store, process, calculate, compare, or exchange dates are identified.  See section 1.2 for scope.  These include, but are not limited to, commercial software, custom-developed software systems, network systems, systems in operation, systems under development, systems planned, and interfacing, or external, systems.  Interfacing systems that are not Year 2000 compliant have the potential of corrupting Weapons Division systems that are Year 2000 compliant.           

Actions:

___Identify all hardware, software, and firmware systems likely to be impacted by the Year 2000 problem

___Identify sponsors, maintenance organizations, and organizations responsible for internal and external systems

___Obtain general information about each identified system

PRIVATE 
3.3.3  Assessment 
tc  \l 3 "3.3.3  Assessment 
"




November 1996 to May 1997

These actions include an assessment of the total environment in which the system operates, including the communications devices the system uses and the application software itself. Because the amount of time for problem resolution is limited, priorities must be established.   Considerations for establishing priorities include the criticality of systems, the urgency of resolution, the degree of system interdependencies, the involved risks, and the time horizon of the problem, that is, when the problem will begin occurring.  After the impact on mission operations is assessed, alternatives must be analyzed, and strategies must be developed based on feasibility.

Funding and the availability of resources must be addressed and workloads must be adjusted to accommodate Year 2000 deadlines.  Plans and schedules for migration, system replacement, language conversions, field expansions, and phase-out must be coordinated with responsible organizations whether internal or external to the Weapons Division.  Such plans include decisions regarding whether the system, the data, or both are to be corrected.  

The assessment phase also includes plans for correcting Year 2000 system deficiencies.  Analyses must be conducted to determine if the system should be repaired, retired, rehosted, replaced, modified, outsourced, or retained.  For reporting to ASN(RD&A), Weapons Division team members use the following status codes:

A:  Assessment complete; no known problem with Year 2000

B:  Known problem; fix already in place

C:  Known problem; fix in next release

D:  Known problem; fix under development

E:  Known problem; will fix before Year 2000

F:  Known problem;  fix dependent on tools (software engineering environment)

G:  Known problem; fix dependent on Commercial Off-the-Shelf (COTS)


 (hardware or software) upgrade

H:  Known problem; will not fix

I:   System to be terminated before fiscal Year 2000

J:   Assessment not completed  

These status codes can be mapped to the actions as follows:

Awareness


Includes all systems identified to date, status codes A through J

Assessment


Includes status code J only

Renovation/Validation

Includes status codes C, D, E, F, and G

Implementation

Includes status codes B only

Termination


Includes status codes H and I

Systems in categories A, B, H and I require no further action unless follow-up is required.  Systems in categories C, D, E, F, and G require action until the fix is in place.  Category J is used for systems that have not yet been assessed.   The ten categories will be used during reporting to ASN(RD&A) to measure progress toward ensuring the compliance of Weapons Division systems.  

Actions:

___Establish priorities for resolving Year 2000 problems

___Analyze alternatives for resolving Year 2000 problems

___Identify funding and resources for problem resolution

___Develop a specific strategy for each identified system

___Include necessary contract language for Year 2000 problem resolution

___Include information about vendor compliance within strategy  

___Contact all sponsors of interfacing, or external systems, for coordination

___Consider tools available for Year 2000 problem resolution 

___Schedule corrective actions for systems to be renovated

___Establish an ongoing presence to emphasize the importance of Year 2000 compliance

PRIVATE 
3.3.4  Renovationtc  \l 3 "3.3.4  Renovation"





November 1996 to 31 December 1998

In this phase system fixes are accomplished.  Each system to be fixed should have a project plan based upon a selected implementation strategy.  The suggested plan would  include the following elements:

.   A brief summary of system, the problem, and the technical approach selected

.   A work breakdown structure that defines tasks to be performed

.   A list of deliverables associated with the project, due dates, and responsibility assignments

.   A detailed schedule that defines milestones and dependency relationships between tasks

.   A budget for performing each task

.   An organization chart with a description of responsibilities

.   The risks associated with the execution of the project

.   A definition of the configuration management process that will be used

.   A definition of the quality assurance, or certification, process that will be used

.   Updated documentation and procedures for the renovated system 

Unanticipated difficulties are common in this phase.  Since it is not easy to identify all the problems that might occur, difficulties can be expected as we delve more heavily into system details.  As work on Year 2000 problems progresses, defined courses of action may require modification to address problems and potential risks, not initially considered.  An up-to-date project plan will aid in keeping track of changes and in determining the impact of those changes on the rest of the project.  

Actions:

___Resolve data and systems issues with system owners

___Implement migration, replacement, and phase-out strategies for renovation of internal and external systems 

___Determine, schedule and coordinate all corrective actions

___Develop detailed project plans for changing files, databases, and documentation

___Ensure compliance with applicable directives, standards, and disciplines 

___Develop backup/recovery plans

___Determine archive considerations

PRIVATE 
3.3.5  Testing/Validationtc  \l 3 "3.3.5  Testing/Validation"




November 1996 to December 1998

Although testing can be considered as part of the renovation phase, it is separate in this plan to emphasize its importance.  Industry estimates show that testing will constitute approximately 50 percent of the entire Year 2000 problem resolution.

Testing and verification procedures must be established, coordinated, and maintained for each system.  Systems may be confirmed as Year 2000 compliant only after testing and certification.  The type of testing (such as integration testing, regression testing, and simulated Year 2000 testing), the amount of user involvement, test coverage requirements, interface coordination requirements, and test resource requirements must be defined.  Because Year 2000 changes can have far-reaching consequences, system testing must be thorough and testing of system interfaces must be carefully coordinated.     

Because of the magnitude of the Year 2000 problem, the goal requires testing, verification, and validation to be completed by 31 December 1998.  This allows a full year of operating with the renovated system before January 1, 2000.

Actions:

___Develop and execute test plans and establish validation criteria

___Synchronize testing with interfacing systems

___Certify that renovated Weapons Division systems are Year 2000 compliant 

___Create isolated test environment

___Conduct scheduled tests, including regression testing

PRIVATE 
3.3.6  Implementation/Compliancetc  \l 3 "3.3.6  Implementation/Compliance"



November 1996 to December 1998

During this phase, certified systems can be moved into production.  The challenge is to ensure that interfaces continue to function as expected when corrected systems and databases are deployed into the same operational environment as systems that have not been modified. 

Because of the limited amount of time available for problem resolution, emphasis will be placed on certifying systems with known Year 2000 problems.  If time remains, certification will be performed on  systems assessed with problem status A.  It is expected that additional certification procedures will be provided for all NAVAIR organizations. 

Actions:

___Schedule implementation of compliant systems

PRIVATE 
4    PROBLEM STATUStc  \l 1 "4    PROBLEM STATUS"
A total of 8180 systems have been identified within the Weapons Division.  Of that total, 6602 are desktops and 1578 are non-desktop systems.   Of the 8180, 4326 have no known problems with Year 2000, 773 have problems that will be fixed, 420 have problems that will not be fixed, and 2661 systems have not been assessed.  The following table provides a breakout by competency.  See Appendix C for details.

PRIVATE 
Competency
Total # of Systems

# of Desktops 

vs

 Non-Desktop  Systems

# of Systems with No Problems
# of Systems  that Will Be Fixed
# of Systems that Will   Not to Be Fixed
# of Systems Not Assessed

1.0
82

60
22
82
0
0
0

2.0
256

250
6
1
1
2
252

3.0
1068

564
504
384
503
96
85

4.0
1827

1570
257
1695
16
110
6

5.0
2379

1670
709
1772
233
189
185

7.0
2181

2110
71
31
16
1
2133

8.0D
379

378
1
357
2
20
0

8.0E
8

?
8
4
2
2
0

Total
8180

6602
1578
4326
773
420
2661

Table 1.  Weapons Division Problem Status
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tc  \l 2 ""
PRIVATE 
5   GENERAL GUIDANCEtc  \l 1 "5   GENERAL GUIDANCE"
PRIVATE 
Contract Languagetc  \l 2 "Contract Language"
The newly-revised Federal Acquisition Regulation (FAR) includes regulations appropriate for addressing Year 2000.  Federal Acquisition Circular 90-45, an interim rule, became effective 1 January 1997.  Also, see the NISMC home page or the GSA home page for sample contract language and compliance requirements for commercial off-the-shelf and developed hardware, firmware, and software.  Language on the GSA home page is recommended by the Interagency Y2K Committee for government-wide use.

PRIVATE 


tc  \l 2 ""

PRIVATE 
Defense Integration Systems Tool (DIST)tc  \l 2 "Defense Integration Systems Tool (DIST)"
ASD(C3I) requires that all Department of Defense systems be registered in the DIST, a repository of data for documenting system interfaces and Year 2000 information.   Systems not registered in the DIST will be flagged for possible reduction or elimination of funds in the budget process.    

PRIVATE 
External Systemstc  \l 2 "External Systems"
Since external, or interface, systems can corrupt our Weapons Division internal systems, each must be considered in ensuring Year 2000 compliance.  Identified external systems are:

APADE (NAVSUP)

AUTOSERDS (Army)

MEARS (Army)

ILS

NALCOMIS (NAVMASSO)

NIFMS

STARS/FRS  (DFAS)

DAMES (DFAS)

IFCDRS  (DFAS)

UADPS (NAVSUP)

DCPDS (known problem; fix already in place)

NITE/STAR Pro (NISMC system; known problem; will fix before Year 2000)

EMPRS ( BUPERS system; Electronic Military Personnel Records System which uses database software, Informix version 7.0, requires a four-digit entry for the year and has already been determined to be Year-2000 compliant.)

PRIVATE 
Factors to Consider in Assessments of Software Applicationstc  \l 2 "Factors to Consider in Assessments of Software Applications"
Some factors to consider in determining whether applications should be modified, replaced or discontinued:
.  The relative importance of the application and its functionality

.  User satisfaction with the performance and ease-of use of the system

.  The life expectancy of the system

.  The backlog and nature of maintenance and enhancement projects

.  Existing and planned system interfaces

.  The levels of complexity and flexibility of the application

.  Resource availability and expertise

.  Commercial software alternatives

.  Quantified risks, time, and costs for each feasible solution
PRIVATE 
Fundingtc  \l 2 "Funding"
It cannot be assumed that funding will be made available by Congress, therefore shortfalls must be identified and borne by organizations with responsibilities for ensuring systems are Year 2000 compliant.  Specifically, the Weapons Division must work with Program Managers, Air (PMAs) and Integrated Program Teams (IPTs) to determine resource requirements for their systems.

PRIVATE 
Information Sharingtc  \l 2 "Information Sharing"
Information on Year 2000 problems, best practices, and lessons learned will be shared to the maximum extent possible.  This sharing of information and experiences must occur among team members and from team members to their competency support members.

PRIVATE 
Internet Sourcestc  \l 2 "Internet Sources"
Primary sources of Year 2000 information available on the Internet World Wide Web (WWW) can be accessed at Web site addresses shown below:

Commercial Off the Shelf (COTS) Compliance


DISA           


http://www.mitre.org/research/cots/compliance_cat.html


MITRE COTS Considerations 


http://www.mitre.org:80/research/y2K/docs/cots.html 


Air Force Communications Agency


http://infosphere.safb.af.mil/~jwid/fadl/world/valida.htm#valover

Datamation Year 2000 Information








http://www.datamation.com/plugin/issues/1997/jan/01dependframe.html

Defense Information Systems Agency (DISA)

http://www.disa.mil/cio/y2k/cioosd.html

Defense Integration Support Tools (DIST)

http://www.dist.disa.mil/dist.html

Department of the Navy Year 2000


http://www.nismc.navy.mil/horizon/year2000/year2000.htm

Frequently Asked Questions 

http://www.year2000.com/pub/year2000/y2kfaq.txt

GAO Assessment Guide

http://www.gao.gov

Government Computer News Y2K Compliance Benchmark Tests

http://www.gcn.com

Government Information Technology Executive Council Year 2000 Status for Vendor Products  http://www.ssa.gov/year2000/y2klist.htm

IBM Year 2000 Overview



http://www.s390.ibm.com/stories/tran2000.html

Information Technology Association of America Year 2000 Overview 

http://www.itaa.org/yr2000-1.htm

Software Technology Support Center (and CrossTalk magazine)

http://www.stsc.hill.af.mil






Year 2000 Best Practices

http://www.itpolicy.gsa.gov/mks/yr2000/y207best.htm

Year 2000 Bibliography


http://www.deweerd.org/year2000/biblio.html

http://www.ttuhsc.edu/pages/year2000/y2k_bib.htm

Year 2000 General Information

http://www.comlinks.com/gov

PRIVATE 
Information Technology Management Reform Act (ITMRA)tc  \l 2 "Information Technology Management Reform Act (ITMRA)"
The ITMRA of 1996 (also known as the Clinger-Cohen Act of 1996)  is relevant to this plan because ASN(RD&A) requires reporting of Year 2000 cost reporting for all information technology systems defined under ITMRA.   Office of Management and Budget (OMB) Circular A-11 Exhibit 43, Information Technology (IT) Y2K Compliancy Cost Reporting, must show funded Year 2000 support and shortfalls.  Reported costs must be consistent with those provided in  the Weapons Division A-11 budget and related budgets.  Since weapons systems do not fall under the ITMRA, budget data is not required for weapon systems reported to ASN(RD&A).

PRIVATE 
Leap Year 2000tc  \l 2 "Leap Year 2000"
Year 2000 is a leap year.  Since many systems have faulty logic for determining leap year, it is important to review leap year calculations.  According to the National Institute of Science and Technology, century years such as 1900 and 2000 are only considered leap years if they are evenly divisible by 400.  

PRIVATE 
Locating Date-Related Data and Codetc  \l 2 "Locating Date-Related Data and Code"
Date-related data is not always obvious in the code.  Contract numbers, job order numbers, reserved characters (such as 00 and 99) in year fields, and date thresholds are examples of  that might not be apparent.

In addition to system code, direct and indirect references to date-related data and formats must be reviewed.  Some areas for review are date variables, date functions or routines, date-related character strings, constants, and comments.  Other areas are:

.  Data entry forms, screen display formats, report formats

.  Definitions of date fields, records, structures, files, and databases

.  Source code, computer program listings, cross-references

.  Command languages

.  Data indexes and catalogs, table sizes

.  Data dictionaries

.  Date/time routines

.  Sort routines

 Some documents for review are:

.  Requests for Proposal

.  Statements of Work

.  Planning documents that describe future system needs

.  Available studies about the current system

.  Software development standards and process documents

.  Software quality assurance requirements

.  System requirements specifications

.  System design specifications

.  Program specifications

.  User instructions and procedures

PRIVATE 
Reporting Requirementstc  \l 2 "Reporting Requirements"
The Weapons Division is currently required to report to ASN( RD&A) semiannually for data calls scheduled in January and July of each year through 1999.  Quarterly reports will soon be instituted to increase the frequency of reporting to ASN.  Reporting requirements, to DoN CIO, NAVAIR CIO, DISA, GAO, OPNAV, and others will be met as required.

PRIVATE 
Standard Date Formattc  \l 2 "Standard Date Format"
The Department of Defense standard date format is YYYYMMDD,  where YYYY represents “year,” MM represents “month,” and DD represents “day.” This format should be used, if feasible, especially in information interfaces.             

PRIVATE 
Test and Evaluation (T&E) Readinesstc  \l 2 "Test and Evaluation (T&E) Readiness"
Unlike others who need to correct Year 2000 problems before Year 2000 arrives, the T&E community must prepare beforehand.  They must be able to support customers who need T&E capabilities to determine and verify their own Year 2000 compliance. 

PRIVATE 
Tests for Desktop Systemstc  \l 2 "Tests for Desktop Systems"
Some desktop systems may not have the capability to set or roll over the system clock beyond the Year 2000.  Although many experts have suggested various tests, such tests should be used with caution.  Some software with date checking may reset and not allow access after the test.  Some programs create reference files and likely will fail after resetting.  Passwords and some software licenses may expire if you turn the clock past a certain date.  

PRIVATE 
Tools for Solving Year 2000 Problemstc  \l 2 "Tools for Solving Year 2000 Problems"
Many vendors offer tools to assist with Year 2000 date changes.  Although most of the available tools are designed for software written in COBOL, the list of products and services is rapidly increasing.  Among the categories of products available are system date simulators, code analyzers, pre-written add-on date functions, language upgrades, and database converters.  However, the applicability and availability of Year 2000 products varies from system to system. 

PRIVATE 
Vendor Compliancetc  \l 2 "Vendor Compliance"
In assessing systems for Year 2000 compliance, not only must the application software be compliant, but all the operating system software and program products surrounding the application software must also be compliant.   Vendor compliance lists are available for determining whether the vendor product is Year 2000 compliant.

PRIVATE 
Weapon Systemstc  \l 2 "Weapon Systems"
Weapon systems are of special concern in the resolution of Year 2000 problems.  For weapon systems, consider embedded weapon systems software (deployed and in the maintenance life cycle phase), embedded weapon systems software under development (new or enhanced), mission planning software (for example, data loaders), support software used by the developer at the Software Support Activity, firmware embedded in black boxes, T&E hardware and software, trainers, and other related areas.  For Year 2000  reporting on weapon systems, information gathered in the field should be reported by the field.

Appendix A

Weapons Division Year 2000 Team Members

Weapons Division Year 2000 team members are: 

1.0(4.0)   Program Management 
Randy Ray


Phone: DSN 351-6371










Fax (805) 484-6720

2.0   Contracts



Mike Calimlin


Phone: DSN 469-3316










Fax: (619) 939-3270


3.0   Logistics



Lily Gonzalez


Phone: DSN 351-6710










Fax: (805) 484-6723/6449

4.0  Research and Engineering

Allen Dahl


Phone: DSN 351-9405










Fax: (805) 989-9510

5.0   Test and Evaluation

Charles Ferguson

Phone: DSN 351-5634










Fax: (805) 488-8321

7.0   Corporate Operations

P.J. Robles


Phone: DSN 351-4704










Fax: (805) 989-0185


8.0   China Lake NAWS   

Electa Russell


Phone: DSN 437-3214










Fax: (619) 927-1105

8.0   Point Mugu NAWS

Kyle Foster


Phone: DSN 351-1731










Fax: DSN 351-1728


Weapons Division Team Leader 
Ernestine Hernandez

Phone: DSN 351-4746










Fax: (805) 989-0185
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Weapons Division Schedule for Planned Actions

Appendix C

Weapons Division Problem Status
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