Tactical Automated Mission �Planning System (TAMPS)

 6.2 





INTEGRATED TEST PLAN



�



October 1997

	

Distribution authorized to U.S. Government agencies and their contractors only; by specific authority of the Commander, Naval Air Warfare Center Weapons Division.  Other requests for this document shall be referred to:  Commander, Naval Air Warfare Center Weapons Division, Code 4KLEEOE, Point Mugu, CA.



DESTRUCTION NOTICE: Destroy by any method that will prevent disclosure of contents or reconstruction of this document.

�Tactical Automated Mission �Planning System (TAMPS)

 6.2 





INTEGRATED TEST PLAN

October 1997

Prepared for:

Program Executive Officer for Tactical Aircraft PEO (T)�PMA-233

Prepared by:

Naval Air Warfare Center – Weapons Division�Code 4KL200E�Point Mugu, CA 93042

		

Distribution authorized to U.S. Government agencies and their contractors only; by specific authority of the Commander, Naval Air Warfare Center Weapons Division.  Other requests for this document shall be referred to:  Commander, Naval Air Warfare Center Weapons Division, Code 4KLEEOE, Point Mugu, CA.



DESTRUCTION NOTICE: Destroy by any method that will prevent disclosure of contents or reconstruction of this document.















































�SIGNATURE SHEET

Reviewed by:	TAMPS 6.2 Lead Test, Mr. M. Hale, NAWCWPNS,�Point Mugu, CA, Code B.A.I.

												

(Signature)	(Date)

Reviewed by:	TAMPS 6.2 System Engineer, Mr. D. Pearson, NAWCWPNS �Point Mugu, CA, Code 452100E

												

 (Signature)	 (Date)

Approved by:	TAMPS 6.2 SSA, IPT Lead, Mr. R. Anderson, NAWCWPNS�China Lake, CA, Code 41130TD

												

 (Signature)	(Date)

Approved by:	TAMPS Class Desk, CDR J. Weidman, TAMPS Program Office, Washington, D.C., Code AIR 4.5

												

 (Signature)	(Date)

Approved by:	TAMPS 6.2 IPT Lead, LCDR D. Dober, TAMPS Program Office, Washington, D.C., Code PMA-233

												

 (Signature)	(Date)



�









































This page intentionally left blank.





�CHANGE SHEET FOR TAMPS 6.2 ITP



PAGE�REV�DESCRIPTION�DATE��All�1.0�Review�10/3/97����������������������������������������������������������������������������������

�









































This page intentionally left blank.



�TABLE  OF  CONTENTS

Section	Page

� TOC \o "1-7" �SECTION 1.0 INTRODUCTION	� GOTOBUTTON _Toc401047803  � PAGEREF _Toc401047803 �1��

1.1 Introduction	� GOTOBUTTON _Toc401047804  � PAGEREF _Toc401047804 �1��

1.2 Background	� GOTOBUTTON _Toc401047805  � PAGEREF _Toc401047805 �1��

1.3 Document Overview	� GOTOBUTTON _Toc401047806  � PAGEREF _Toc401047806 �1��

1.4 Relationship to Other Plans	� GOTOBUTTON _Toc401047807  � PAGEREF _Toc401047807 �2��

1.5 REFERENCES	� GOTOBUTTON _Toc401047808  � PAGEREF _Toc401047808 �3��

1.5.1 Specifications	� GOTOBUTTON _Toc401047809  � PAGEREF _Toc401047809 �3��

1.5.2 Standards	� GOTOBUTTON _Toc401047810  � PAGEREF _Toc401047810 �3��

1.5.3 Other Test Plans	� GOTOBUTTON _Toc401047811  � PAGEREF _Toc401047811 �3��

1.5.4 Other Publications	� GOTOBUTTON _Toc401047812  � PAGEREF _Toc401047812 �3��

SECTION 2.0 SYSTEM DESCRIPTION	� GOTOBUTTON _Toc401047813  � PAGEREF _Toc401047813 �5��

2.1 Software Configuration	� GOTOBUTTON _Toc401047814  � PAGEREF _Toc401047814 �5��

2.1.1 TAMPS CORE CSCI	� GOTOBUTTON _Toc401047815  � PAGEREF _Toc401047815 �5��

2.1.1.1 Tactical Database CSC	� GOTOBUTTON _Toc401047816  � PAGEREF _Toc401047816 �6��

2.1.1.2 Generic Display Manager CSC	� GOTOBUTTON _Toc401047817  � PAGEREF _Toc401047817 �7��

2.1.1.3 Aircraft Mission Planning CSC	� GOTOBUTTON _Toc401047818  � PAGEREF _Toc401047818 �7��

2.1.1.4 Avionics Mission Planning CSC	� GOTOBUTTON _Toc401047819  � PAGEREF _Toc401047819 �7��

2.1.1.5 Weapons Mission Planning CSC	� GOTOBUTTON _Toc401047820  � PAGEREF _Toc401047820 �7��

2.1.1.6 Environment CSC	� GOTOBUTTON _Toc401047821  � PAGEREF _Toc401047821 �8��

2.1.1.7 Communications CSC	� GOTOBUTTON _Toc401047822  � PAGEREF _Toc401047822 �8��

2.1.1.8 Products CSC	� GOTOBUTTON _Toc401047823  � PAGEREF _Toc401047823 �8��

2.1.1.9 System Functions CSC	� GOTOBUTTON _Toc401047824  � PAGEREF _Toc401047824 �8��

2.1.2 Aircraft CSCI	� GOTOBUTTON _Toc401047825  � PAGEREF _Toc401047825 �9��

2.1.3 AH-1W MPM CSCI	� GOTOBUTTON _Toc401047826  � PAGEREF _Toc401047826 �9��

2.1.4 C-2A MPM CSCI	� GOTOBUTTON _Toc401047827  � PAGEREF _Toc401047827 �9��

2.1.5 COMPASS MPM CSCI	� GOTOBUTTON _Toc401047828  � PAGEREF _Toc401047828 �10��

2.1.6 E-2C MPM CSCI	� GOTOBUTTON _Toc401047829  � PAGEREF _Toc401047829 �10��

2.1.7 F-14 MPM CSCI	� GOTOBUTTON _Toc401047830  � PAGEREF _Toc401047830 �11��

2.1.8 F/A-18 MPM CSCI	� GOTOBUTTON _Toc401047831  � PAGEREF _Toc401047831 �11��

2.1.9 FAMP MPM CSCI	� GOTOBUTTON _Toc401047832  � PAGEREF _Toc401047832 �12��

2.1.10 HARM MPM CSCI	� GOTOBUTTON _Toc401047833  � PAGEREF _Toc401047833 �12��

2.1.11 HH-60H MPM CSCI	� GOTOBUTTON _Toc401047834  � PAGEREF _Toc401047834 �12��

2.1.12 JSOW/JDAM COMMON MPM CSCI	� GOTOBUTTON _Toc401047835  � PAGEREF _Toc401047835 �12��

2.1.13 SH-60B MPM CSCI	� GOTOBUTTON _Toc401047836  � PAGEREF _Toc401047836 �13��

2.1.14 SH-60F MPM CSCI	� GOTOBUTTON _Toc401047837  � PAGEREF _Toc401047837 �13��

2.1.15 SLAM/SLAM ER MPM CSCI	� GOTOBUTTON _Toc401047838  � PAGEREF _Toc401047838 �14��

2.1.16 TAMMAC CSCI	� GOTOBUTTON _Toc401047839  � PAGEREF _Toc401047839 �14��

2.1.17 TERPES CSCI	� GOTOBUTTON _Toc401047840  � PAGEREF _Toc401047840 �14��

2.1.18 UH-1N MPM CSCI	� GOTOBUTTON _Toc401047841  � PAGEREF _Toc401047841 �15��

2.2 TAMPS 6.2 Hardware Configuration	� GOTOBUTTON _Toc401047842  � PAGEREF _Toc401047842 �16��

2.2.1 Stand-Alone Ultra 2 Configuration	� GOTOBUTTON _Toc401047843  � PAGEREF _Toc401047843 �16��

2.2.2 Enterprise 4000 Server Configuration	� GOTOBUTTON _Toc401047844  � PAGEREF _Toc401047844 �18��

2.2.3 Ultrasparc Back-up Server Configuration	� GOTOBUTTON _Toc401047845  � PAGEREF _Toc401047845 �20��

2.2.4 PC Workstation	� GOTOBUTTON _Toc401047846  � PAGEREF _Toc401047846 �21��

SECTION 3.0 TEST DESCRIPTION	� GOTOBUTTON _Toc401047847  � PAGEREF _Toc401047847 �22��

3.1 Test Process Overview	� GOTOBUTTON _Toc401047848  � PAGEREF _Toc401047848 �22��

3.2 Development Phase	� GOTOBUTTON _Toc401047849  � PAGEREF _Toc401047849 �25��

3.2.1 SOR Unit Testing	� GOTOBUTTON _Toc401047850  � PAGEREF _Toc401047850 �25��

3.2.2 SOR/STR Functional Testing	� GOTOBUTTON _Toc401047851  � PAGEREF _Toc401047851 �25��

3.2.3 Development Test	� GOTOBUTTON _Toc401047852  � PAGEREF _Toc401047852 �26��

3.2.3.1 Development Test Objectives	� GOTOBUTTON _Toc401047853  � PAGEREF _Toc401047853 �26��

3.2.3.2 Planned Development Tests	� GOTOBUTTON _Toc401047854  � PAGEREF _Toc401047854 �26��

3.2.3.3 Reporting Results	� GOTOBUTTON _Toc401047855  � PAGEREF _Toc401047855 �27��

3.3 Verification	� GOTOBUTTON _Toc401047856  � PAGEREF _Toc401047856 �27��

3.3.1 Verification Test Objectives	� GOTOBUTTON _Toc401047857  � PAGEREF _Toc401047857 �28��

3.3.2 Planned Tests	� GOTOBUTTON _Toc401047858  � PAGEREF _Toc401047858 �28��

3.3.3 Reporting Results	� GOTOBUTTON _Toc401047859  � PAGEREF _Toc401047859 �29��

3.3.6 SITRR	� GOTOBUTTON _Toc401047860  � PAGEREF _Toc401047860 �29��

3.4 Validation	� GOTOBUTTON _Toc401047861  � PAGEREF _Toc401047861 �29��

3.4.1 Test Objectives	� GOTOBUTTON _Toc401047862  � PAGEREF _Toc401047862 �30��

3.4.2 Planned Tests	� GOTOBUTTON _Toc401047863  � PAGEREF _Toc401047863 �30��

3.4.2.1 Core Validation Testing	� GOTOBUTTON _Toc401047864  � PAGEREF _Toc401047864 �31��

As part of Core regression testing, TAMPS interfaces to external data sources will be tested.  The following sections briefly describe these interfaces.	� GOTOBUTTON _Toc401047865  � PAGEREF _Toc401047865 �31��

3.4.2.1.1 JMCIS	� GOTOBUTTON _Toc401047866  � PAGEREF _Toc401047866 �31��

3.4.2.3.2 JSIPS-N	� GOTOBUTTON _Toc401047867  � PAGEREF _Toc401047867 �31��

3.4.2.3.3 SIPRNET	� GOTOBUTTON _Toc401047868  � PAGEREF _Toc401047868 �32��

3.4.2.3.4 NAVSSI	� GOTOBUTTON _Toc401047869  � PAGEREF _Toc401047869 �32��

3.4.2.3.5 PFPS	� GOTOBUTTON _Toc401047870  � PAGEREF _Toc401047870 �32��

3.4.2.3.6 Topscene	� GOTOBUTTON _Toc401047871  � PAGEREF _Toc401047871 �32��

3.4.2.2 MPM Validation Testing	� GOTOBUTTON _Toc401047872  � PAGEREF _Toc401047872 �32��

3.4.3 Reporting Results	� GOTOBUTTON _Toc401047873  � PAGEREF _Toc401047873 �33��

3.4.4 Entry Criteria	� GOTOBUTTON _Toc401047874  � PAGEREF _Toc401047874 �33��

3.4.5 Exit Criteria	� GOTOBUTTON _Toc401047875  � PAGEREF _Toc401047875 �34��

3.4.6 Development Assist Testing	� GOTOBUTTON _Toc401047876  � PAGEREF _Toc401047876 �34��

3.4.7 Test Resources Required for CORE Testing	� GOTOBUTTON _Toc401047877  � PAGEREF _Toc401047877 �34��

3.4.8 Responsibilities	� GOTOBUTTON _Toc401047878  � PAGEREF _Toc401047878 �35��

3.5 MPM/CSCI Testing	� GOTOBUTTON _Toc401047879  � PAGEREF _Toc401047879 �35��

3.5.1 Aircraft MPMs	� GOTOBUTTON _Toc401047880  � PAGEREF _Toc401047880 �35��

3.5.2 AH-1W / UH-1N MPMs	� GOTOBUTTON _Toc401047881  � PAGEREF _Toc401047881 �35��

3.5.3 C-2A MPM	� GOTOBUTTON _Toc401047882  � PAGEREF _Toc401047882 �35��

3.5.4 COMPASS MPM	� GOTOBUTTON _Toc401047883  � PAGEREF _Toc401047883 �36��

3.5.5 E-2C MPM	� GOTOBUTTON _Toc401047884  � PAGEREF _Toc401047884 �36��

3.5.6 F-14 MPM	� GOTOBUTTON _Toc401047885  � PAGEREF _Toc401047885 �36��

3.5.7 F/A-18 MPM	� GOTOBUTTON _Toc401047886  � PAGEREF _Toc401047886 �36��

3.5.8 FAMP MPM	� GOTOBUTTON _Toc401047887  � PAGEREF _Toc401047887 �37��

3.5.9 GPS  Functional Testing	� GOTOBUTTON _Toc401047888  � PAGEREF _Toc401047888 �37��

3.5.10 HARM MPM	� GOTOBUTTON _Toc401047889  � PAGEREF _Toc401047889 �38��

3.5.11 HH-60H / SH-60B MPMs	� GOTOBUTTON _Toc401047890  � PAGEREF _Toc401047890 �38��

3.5.12 JSOW/JDAM COMMON MPM	� GOTOBUTTON _Toc401047891  � PAGEREF _Toc401047891 �38��

3.5.13 SH-60F MPM	� GOTOBUTTON _Toc401047892  � PAGEREF _Toc401047892 �38��

3.5.14 SLAM AND SLAM ER MPM	� GOTOBUTTON _Toc401047893  � PAGEREF _Toc401047893 �39��

3.5.15 TERPES	� GOTOBUTTON _Toc401047894  � PAGEREF _Toc401047894 �40��

3.6 Operational Test (OT)	� GOTOBUTTON _Toc401047895  � PAGEREF _Toc401047895 �40��

3.6.1 OTRR Entry Criteria	� GOTOBUTTON _Toc401047896  � PAGEREF _Toc401047896 �41��

3.6.2 OTRR Exit Criteria	� GOTOBUTTON _Toc401047897  � PAGEREF _Toc401047897 �41��

3.7 Independent Testing	� GOTOBUTTON _Toc401047898  � PAGEREF _Toc401047898 �41��

3.7.1 CORE/MPM Independent  Testing	� GOTOBUTTON _Toc401047899  � PAGEREF _Toc401047899 �41��

3.7.2 Development Assist Testing (DT Assist)	� GOTOBUTTON _Toc401047900  � PAGEREF _Toc401047900 �41��

APPENDIX A TAMPS 6.2 TEST AND EVALUATION POINTS OF CONTACT	� GOTOBUTTON _Toc401047901  � PAGEREF _Toc401047901 �1��

APPENDIX B LIST OF ACRONYMS	� GOTOBUTTON _Toc401047902  � PAGEREF _Toc401047902 �1��

APPENDIX C ITP DISTRIBUTION LIST	� GOTOBUTTON _Toc401047903  � PAGEREF _Toc401047903 �2��

APPENDIX D VALIDATION TEST RESPONSIBILITIES	� GOTOBUTTON _Toc401047904  � PAGEREF _Toc401047904 �1��

�

�

LIST  OF  FIGURES

Figure 	Page

� TOC \t "Figure Title" \c �Figure 2.2-1.  Stand-Alone Ultra 2 Configuration	� GOTOBUTTON _Toc401048398  � PAGEREF _Toc401048398 �17��

Figure 2.2-2.  Stand-Alone Ultra 2 Block Diagram	� GOTOBUTTON _Toc401048399  � PAGEREF _Toc401048399 �18��

Figure 3.1-1.  BRR Process	� GOTOBUTTON _Toc401048400  � PAGEREF _Toc401048400 �23��

Figure 3.1-2.  TAMPS 6.2 Test Flow Chart	� GOTOBUTTON _Toc401048401  � PAGEREF _Toc401048401 �24��

�



LIST  OF  TABLES

Table	Page

� TOC \f T \t "Table Title" \c �Table  A-1. Test And Evaluation Points Of  Contact	A-� GOTOBUTTON _Toc398534222  � PAGEREF _Toc398534222 �1��

Table  B-1. List of Acronyms	B-1

Table  C-1. TAMPS 6.2 Integrated Test Plan Distribution List	C-1

Table  D-1. TAMPS 6.2  Validation Test Plan Summary	D-1

�

















�SECTION 1.0�INTRODUCTION� TC "SECTION 1.0" \f C \l "1" �

1.1	Introduction� TC "1.1	Introduction" \f C \l "2" �

The purpose of the Tactical Automated Mission Planning System (TAMPS) Version 6.2 Integrated Test Plan (ITP) is to describe and manage the testing required to successfully enter the Operational Test and Readiness Review (OTRR) for the TAMPS 6.2 product.  This document outlines testing requirements beginning with the Software Development phase and continuing through the Software Validation phase.  Specific test requirements for CORE and Mission Planning Modules (MPMs) are detailed in individual test plans and software test descriptions.

1.2	Background

TAMPS was introduced into the Fleet as the Navy common mission planning system with the TAMPS nomenclature in 1986.  As such, it must support all DON aircraft and weapons, including certain avionics functionalities once appropriate software applications have been developed.  It must also be interoperable with various other systems to ensure integrated mission planning can be accomplished.  

The TAMPS architecture philosophy utilizes, to the maximum extent possible, non-developmental item (NDI) hardware and software and commercial off-the-shelf (COTS) support software.  As TAMPS evolves, the hardware and software continues to be updated to remain compatible with emerging technologies.

TAMPS 6.2 builds on earlier versions of TAMPS 6.X, using UNIX-based open architecture as it’s core, to provide the fleet with necessary mission planning and support capabilities.  The TAMPS 6.X series started with TAMPS 6.0, which included many of the basic Mission Planning, System Administration (SA) and Database Administration (DBA) functions available in current TAMPS systems.  Subsequent versions, including TAMPS 6.0.3, 6.0.4, 6.0.5 and 6.1 added additional functionality as specified by fleet user requirements.  TAMPS 6.2 will expand those capabilities in several areas to meet current and projected fleet needs.  Currently TAMPS is a post Milestone III ACAT IV(T) program.

1.3	Document Overview

The TAMPS 6.2 ITP is organized into three primary sections; Introduction, System Description and Test Description.  In addition, several appendices are attached to the back of the document to provide additional pertinent information.

Section 1 (Introduction) provides a brief description of the test scope, some program background information, a summary of the ITP contents and a description of the ITP’s relationship to other documents. 

Section 2 (System Description) consists of a description of the 6.2 software including new functionality introduced in TAMPS 6.2, and a description of the TAMPS 6.2 hardware configuration.  

Section 3 (Test Description) describes the test process and a summary of the testing required for each of the test phases.

1.4	Relationship to Other Plans

The TAMPS 6.2 ITP is the governing document for the TAMPS 6.2 software test program.  This document was written as a test management tool which references more detailed individual CORE and MPM test agency test plans.  Processes outlined in this plan are more thoroughly defined in the TAMPS 6.2 Software Development Plan.

�
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�SECTION 2.0�SYSTEM DESCRIPTION� TC "SECTION 2.0  SYSTEM DESCRIPTION" \f C \l "1" �

2.1	Software Configuration

TAMPS 6.2 was developed using TAMPS 6.1 CORE and MPM software, with software changes and additions incorporating new system requirements.  TAMPS 6.2, a Fleet Release software version, consists of eighteen (18) Computer Software Configuration Items (CSCIs): CORE, Aircraft, AH-1W, C-2A, COMPASS, E-2C, F-14, F/A-18, FAMP, HARM, HH-60H, JSOW/JDAM, SH-60B, SH-60H, SLAM/SLAM ER, Tactical Aircraft Moving Map Capability (TAMMAC), Tactical Electronic Reconnaissance Processing & Evaluation System (TERPES) and UH-1N.  

The Aircraft CSCI contains several of the aircraft MPMs available in TAMPS 6.1, including P-3C, S-3B, A-6E, AV-8B, EA-6B, CH-46E, CH-53D, CH-53E, and KC-130T/R/F.  The following sections describe TAMPS functions associated with each of these CSCIs.

2.1.1	TAMPS CORE CSCI

The TAMPS CORE CSCI performs the majority of TAMPS 6.2 processing tasks and provides a variety of mission planning functions that MPMs can utilize.  In general, mission planning capabilities which apply to several MPMs are coded in CORE, while MPM-specific functions are coded within the MPM itself.  In addition, core provides all of the system administration and database administration functionality necessary to load, operate and maintain the TAMPS system.  Individual MPMs are designed to utilize as much of CORE processing as necessary, with additional MPM-specific capabilities and/or differences in processing incorporated within the MPM as needed.

The TAMPS CORE CSCI includes the following Computer Software Components (CSCs):

Tactical Database

Generic Display Manager

Aircraft Mission Planning

Avionics Mission Planning

Weapon Mission Planning

Environment

Communications

Products

System Functions

2.1.1.1	Tactical Database CSC� TC "2.1.1.1	Tactical Database CSC" \f C \l "4" �

The Tactical Database CSC provides the following functions:

Data Load and Update.

Query Processing.

Database Administration.

Configuration System Generator.

TAMPS 6.2 utilizes information from the following products or databases:

Defense Mapping Agency (DMA) Products.

-	Arc Digitized Raster Graphics (ADRG).

-	Compressed Arc Digitized Raster Graphics (CADRG).

-	Digital Aeronautical Flight Information File (DAFIF).

-	Control Image Base (CIB).

-	Digital Terrain Elevation Data (DTED).

-	Digital Chart of the World (DCW).

-	DMA VPF Products.

Imagery Products.

-	SPOT (SPOT Image Corp.).

-	LANDSAT (Earth Orbit Satellite Corp.).

-	Arc Digitized Raster Imagery (ADRI)

-	National Imagery Transmission Format (NITF).

-	CIB

-	JSIPS-N Interface

Intelligence Data Base Products.

-	Modern Integrated Data Base (MIDB) 2.0.

-	ELINT Parameters Limits list (EPL).

-	Electronic Compatibility Analysis Center (ECAC).

-	Electronic Warfare Integrated Reprogrammable (EWIR) Data.

-	Naval Intelligence Database (NID).

Targets data.

Aircraft Performance data.

Stores Ballistics Modeling Parameters.

Stores Limitations data.

Avionics.

-	GPS Almanac data.

-	Joint Tactical Information Distribution System (JTIDS) Network Library (JNL).

-	Multi-functional Information Distribution System (MIDS/JNL).

Environmental data.

Radar aimpoints data.

Upper Air Gridded Climatology (UAGC) data.

Mine data.

2.1.1.2	Generic Display Manager CSC

The Generic Display Manager CSC consists of the following functions:

Operator Interface.

Mapping.

Planning Tools.

Custom Menus.

Multiple Symbol Sets.

2.1.1.3	Aircraft Mission Planning CSC

The Aircraft Mission Planning Libraries CSC utilizes generic system-wide capabilities to support aircraft mission planning composed of the following functions:

Initialization.

Aircraft Definition.

Launch/recovery Definition.

Aircraft Loadout.

Route Construction.

Mission Analysis.

Mission Reports.

Close Air Support.

2.1.1.4	Avionics Mission Planning CSC

The Avionics Mission Planning CSC provides an interface enabling a mission planner to utilize the following systems:

GPS Waypoints.

JTIDS.

Tactical Air Reconnaissance Pod System (TARPS).

ARC-210.

MIDB/JNL Initialization

2.1.1.5	Weapons Mission Planning CSC

The Weapons Mission Planning Libraries CSC supports the following functions:

Stores Loading.

Target Analysis.

Launch Weapon Flight Event.

2.1.1.6	Environment CSC

The Environment CSC supports the following functions:

Climatology.

Integrated Tactical Environmental Subsystem/Tactical Environmental Support System (NITES/TESS) Interface.

Message Interfaces.

Environmental Processing.

Overlay Preparation.

UAGC Data.

2.1.1.7	Communications CSC

The Communication CSC supports the following functions:

General and Joint Maritime Command Information System (JMCIS) Initialization.

Routing and Line Configuration.

Message Processing.

Air Tasking Order (ATO) Parser.

Mission Planning LAN between workstations and server system.

2.1.1.8	Products CSC

The Products CSC supports the following functions:

Systems Reports.

Aircrew Reports/Products.

-	Strip Charts.

-	Kneeboard Cards.

-	Radar Predictions.

Smartpack Briefing Tool. (Supports AH-1W/UH-1N).

Strike Planner Briefing Tool.

2.1.1.9	System Functions CSC

The Systems Function CSC supports the following functions:

System Administration.

On-Line Performance Support Tools.

System Utilities.

2.1.2	Aircraft CSCI

The Aircraft CSCI supports the following aircraft MPMs: A-6E, EA-6B, AV-8B, S�3B, CH-46E, CH-53E, P-3C, CH-53D, and KC-130F/R/T.  The following functions are used by the Aircraft CSCI:

Initialization.

Platform Definition.

Launch/Recovery Definition.

Platform Loadout.

Route Construction.

Mission Analysis.

Air Crew Planner Products.

MDL Loading.

Table Based Performance.

2.1.3	AH-1W MPM CSCI

The following functions are used by the AH-1W:

Initialization.

Platform Definition.

Launch/Recovery Definition.

Route Construction.

Mission Analysis.

Smartpack Briefing Tool.

Air Crew Planner Products.

MDL 

Table Based Performance.

Platform Loadout.

TACDB Last Minute Threat/Activity Update.

2.1.4	C-2A MPM CSCI

The following functions are used by the C-2A MPM:

Initialization.

Platform Definition.

Launch/Recovery Definition.

Platform Loadout.

Route Construction.

Mission Analysis.

Air Crew Planner Products.

MDL

GPS Almanac.

Table Based Performance.

2.1.5	COMPASS MPM CSCI

The Common Operational Modeling, Planning and Simulation Strategy (COMPASS) CSCI will add the capability of distributed collaborative combat mission planning and simulated rehearsal using existing mission planning systems, modeling systems, local area networks and wide area networks to the TAMPS 6.2 family of MPMs.

The COMPASS MPM CSCI is composed of the following functions:

Video/Audio Teleconferencing (Commercial-Off-The-Shelf (COTS)).

-	View and converse with other planning conference participants.

Shared Whiteboard

-	Exchange pixel-based text, graphics, screen snapshots, etc.

Session Management.

-	Join, monitor, leave, and rejoin a planning conference.

Shared Overlay Management.

-	Exchange geo-registered annotations, routes, and weapons effects.

Composite Route Preview.

-	View animated, synchronized display of the multiple element plans that comprise a mission plan.

DIS-based Mission Rehearsal.

-	View animated display of multiple element plans as they are executed by DIS-capable models and simulations.

2.1.6	E-2C MPM CSCI

The following functions are used by the E-2C MPM:

Initialization.

Aircraft Definition.

Launch/Recovery Definition.

Route Construction.

Mission Analysis.

Air Crew Planner Products.

Polynomial Base Performance.

Multi-Function Control and Display Unit (MFCDU) Load Capability.

E-2C MPM-unique processing will be as follows: 

Enhanced Main Display Unit (EMDU) Processing.

JTIDS.

Tape Transport Cartridge (TTC) Processing.

TAMPS Interface Device (TID) connection to TAMPS host via either a RS-232  and/or a SCSI interface.

2.1.7	F-14 MPM CSCI

The F-14 MPM CSCI provides mission planning capability for F-14A, F-14B Upgrade, and F-14D aircraft.  The following functions are used by the F-14 MPM:

Initialization.

Aircraft Definition.

Launch/Recovery Definition.

Aircraft Loadout.

Route Construction.

Tactical Waypoint Definition.

Mission Analysis.

Mission Reports.

Strip Charts.

Close Air Support.

JTIDS Data Storage Unit (DSU) Loading.

TARPS.

Polynomial Performance.

JTIDS/Tactical Waypoints/GPS/MDL Loading.

2.1.8	F/A-18 MPM CSCI

The following functions are used by the F/A-18 MPM:

F/A-18 mission initialization and planning by aircraft, engine, and OFP type.

Route Planning and Definition (includes Launch/Recovery, waypoint definition, and CAS).

F/A-18 Memory Unit (MU) load file generation and loading.

Bulk Data Files (BDF), overlays, and initialization files.

Polynomial aircraft performance data

Bulk Data File formatting and processing (pre-processor).

Stores planning and loadout.

F/A-18 aircraft planner and defaults.

Mission Report Generation.

Mission/route analysis tools.

Aircrew planner products/reports.

Database load and access.

GPS waypoint planning, retrieval and file classification.

MU download, erase, and declassification.

Maintenance data retrieval and storage.

System administration tools.

MIDS/JNL load and update capability.

2.1.9	FAMP MPM CSCI

The following functions are used by the FAMP MPM:

Initialization

Uncountered Minefield Planning Module (UMPM).

Delivery Tactics (DELTAC).

2.1.10	HARM MPM CSCI

The following functions are used by the HARM MPM:

Initialization.

Target Definition.

Launch Types.

Displays.

Products.

HARM ELINT.

Manual Threats.

2.1.11	HH-60H MPM CSCI

The following functions are used by the HH-60H MPM:

Initialization.

Platform Definition.

Launch/Recovery Definition.

Platform Loadout.

Route Construction.

Mission Analysis.

Air Crew Planner Products.

MDL

Table Based Performance.

2.1.12	JSOW/JDAM COMMON MPM CSCI

The following functions are used by the JSOW/JDAM MPM:

Initialization.

Aimpoint Definition.

Target Definition.

Route Construction.

-	Aimpoint/Impact Definition.

-	Target Definition.

-	Release Point Definition.

Launch Types.

Mission Analysis.

-	Flight Corridor Analysis (JSOW only).

-	Vertical Display.

-	LAR.

-	GPS Almanac.

Aircraft.

-	Bulk Data File Construction.

Displays.

User Profile.

Mission Creation.

Weather Data Retrieval

Environment Data Retrieval.

Output Reports.

GPS Almanac loading/processing.

User Privileges.

Release Point Definition.

Waypoint Definition (JSOW only).

Weapon Variant Definition.

2.1.13	SH-60B MPM CSCI

The following functions are used by the SH-60B MPM:

Initialization.

Platform Definition.

Launch/Recovery Definition.

Platform Loadout.

Route Construction.

Mission Analysis.

Air Crew Planner Products.

MDL

Table Based Performance.

2.1.14	SH-60F MPM CSCI

The following functions are used by the SH-60F:

Initialization.

Platform Definition.

Launch/Recovery Definition.

Platform Loadout.

Route Construction.

Mission Analysis.

Air Crew Planner Products.

MDL

Table Based Performance.

2.1.15	SLAM/SLAM ER MPM CSCI

The following functions are used by the SLAM/SLAM ER MPM:

Initialization.

Target Definition.

Route Construction.

Launch Types.

Displays.

Air Crew Planner Products.

Manual Threats.

Missile Pre-launch Data Memory Loader (MPDML).

GPS Almanac loading/processing (on-line or from disk).

GPS Crypto Key loading/processing

Mission Analysis.

User Privileges.

2.1.16	TAMMAC CSCI

The TAMMAC CSCI is a data-intensive system dependent on an automated means of collecting, correlating, and loading data for the Digital Mapping System.  TAMPS will accept and process requests from the TAMMAC Core extension software, providing on-line chart, imagery, DTED, and threat information.

2.1.17	TERPES CSCI

The TERPES CSCI provides the capability to process Digital Electronic Warfare Support (ES) and Electronic Attack (EA) data recorded by EA-6B aircraft.  This tactical information, fused in a near-real-time environment with information from other intelligence sources is used to update and maintain the tactical Orders of Battle.  It is reported to Command, Control, Communications, Computer, and Intelligence (C4I) elements of the Marine Air-Ground Task Force (MAGTF) and other users as requested for tactical mission planning.  This CSCI consists of modified TERPES code integrated with TAMPS Core which allows TAMPS software to be hosted on TERPES hardware.  No unique TERPES functionality has been introduced in TAMPS software, and normal TAMPS functionality will not be affected by this CSCI.  The TERPES CSCI consists of the following:

TERPES Electronic Intelligence (ELINT) Preprocessor (TEPP) - Processes all mission collection data from UYH-4 cassette tape, data link, or disk files.

TERPES Fusion Processor (TFP) - Processes intelligence data (to include Tactical ELINT (TACELINT), Tactical Report (TACREP), and KLIEGLITES, and presents the information in various forms for analysis.

TERPES Tactical Digital Information Link (TADIL) Processor (TTP) - Processes TADIL A/B messages (send and receive certified) using the data link processor and allows analyst to display data graphically.

Plot capability

2.1.18	UH-1N MPM CSCI

The following functions are used by the UH-1N:

Initialization.

Platform Definition.

Launch/Recovery Definition.

Route Construction.

Mission Analysis.

Smartpack Briefing Tool.

Air Crew Planner Products.

MDL 	

Table Based Performance.

Platform Loadout.	

TACDB Last Minute Threat/Activity Update.

�2.2	TAMPS 6.2 Hardware Configuration

For TAMPS 6.2, two hardware configurations will be possible.  The basic configuration will consist of a stand-alone Ultra 2 workstation which is connected to all necessary peripherals.  The CVIC client/server configuration consists of several Ultra 2 workstations networked together with a Sun Enterprise 4002 server and a backup Ultra 2300 server with 3 client PC workstations.  Each of these hardware configurations are described in more detail in the following sections.

2.2.1	Stand-Alone Ultra 2 Configuration

Figure 2.2-1 provides an illustration of the basic stand-alone Ultra 2 Configuration for TAMPS 6.2.  The standard configuration consists of: 

	An Ultra 2 CPU enclosure

	A 20” color monitor

	A standard keyboard and a trackball or mouse

	A tower unit containing magnetic media and CD-ROM storage 

	A Xerox Docuprint C55 laserprinter

The tower can also configured with a DSUR-S and a MDLR-S, as required.  

The Standalone Ultra 2 components are:

	•	256 MB of RAM 

	•	Single 200 MHz CPU

	•	18 GB Total Disk Capacity

	•	12X CD-ROM Drive

	•	3.5” Floppy Drive

	•	8mm Exabyte Tape Drive

	•	ATM Network Card

	•	Creator 24 bit Graphics, with 20” Color Monitor.

	•	Xerox C55MP Color / BW Printer

	•	Appropriate Data Load Devices (including new PCMCIA)

A block diagram of the Standalone Ultra 2 Configuration is provided in figure 2.2.1-1.

��

Figure 2.2-1.  Stand-Alone Ultra 2 Configuration



�

Figure 2.2-2.  Stand-Alone Ultra 2 Block Diagram

2.2.2	Enterprise 4000 Server Configuration

The primary CVIC client/server configuration shall consist of one Sun Enterprise 4000 Model 4002 series server connected via the shipboard ATM Local Area Network (LAN) to remote planner workstations (Sun Ultra-2).  The server will also connect to other systems (JMCIS, JSIPS, etc.) as required over the ATM LAN.  The server will be equipped with dual OC-3 ATM interfaces, with each physical link connecting to one of the two main ATM switches on the shipboard LAN.  Each interface will have a different IP address, allowing dynamic network load balancing and interface redundancy.  Figure 2.2.2-1 provides an illustration of the High-End Server.  The Sun Enterprise 4002 server configuration consists of the following components:

•	1 GB of RAM 

•	Four 250 MHz CPUs

•	2 Serial Ports

•	One Fast/Wide Single-ended SCSI-2 interface (20 MB/sec)

•	One 10/100 base T Ethernet interface.

•	Creator 24-bit graphics with 17” Monitor

•	SSA Model 114 Disk Array with 126 GB storage (100 GB useable) at RAID level 5 and fiber interface.

•	One 8 mm, 14 GB Exabyte tape drive

•	Two Quantum DLT4000 40 GB SCSI tape drives

•	Two Sbus ATM network interface cards

•	One 12X CD-ROM drive

•	One 3.5” high density floppy drive

•	Xerox C55MP Color/BW Laser Printer

•	HP 6MP Color/BW Laser Printer



�

Figure 2.2-3. TAMPS Server Hardware Configuration

2.2.3	Ultrasparc Back-up Server Configuration

The TAMPS 6.2 CVIC configuration will also consist of a Sun Ultra 2 Model 2300 connected with fiberoptic cable to the Sun Enterprise 4002 server.  In the event that the Enterprise 4002 becomes non-operational, this system will act as a back-up server, with access to the disk array on the Enterprise 4002.  This back-up server configuration consists of the following components:

	•	512 MB of RAM 

	•	Dual 300 MHz Processor

	•	Two 9 GB Hard Drives

	•	Fiber Interface connection to Primary server RAID array

	•	12X CD-ROM Drive

	•	3.5” Floppy Drive

	•	One 8 mm, 14 GB Exabyte tape drive

	•	Two ATM network interface cards

	•	Creator 24 Bit Graphics, with 20” Color Monitor

	•	Xerox C55MP Color / BW Laser Printer

	•	HP 6MP Color/ BW Laser Printer

	•	Appropriate Data Load Devices (including new PCMCIA)



2.2.4	PC Workstation

In the TAMPS 6.2 CVIC configuration, 3 PC workstations will be connected to the Ultrasparc back-up server through an ETHERNET “hub” as additional TAMPS terminals.  PCs will be Intergraph Model TD225 consisting of:

	•	17” Monitor

	•	3.5 GB Hard Drive

	•	80 MB of RAM

	•	PCMCIA Interface

	•	Pentium II with MMX

	•	12X CD-ROM

	•	Ethernet Adapter

	•	3.5” Floppy Disk Drive
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3.1	Test Process Overview

This test plan describes the test/development process for TAMPS 6.2 software, beginning Development and ending with Validation. This process is composed of three (3) major components which represent three of the seven (7) phases of software development as outlined in the Software Development Plan (SDP).  The seven phases of development are as follows:

	1) Requirements Definition

	2) Design

	3) Development

	4) Verification

	5) Validation

	6) Operational Test

	7) Fleet Use

The first phase in the test cycle, Development, is composed of several sub-phases, as follows:

	• SOR Unit Test

	• SOR/STR Functional Test

	• Development Test

The Development Phase is followed by the Verification phase and the Validation phase.  Operational.  OT Testing will be conducted prior to Fleet release.  All testing will be conducted in accordance with the TAMPS 6.2 Test and Evaluation Master Plan (TEMP).  Validation phase test results will be used to verify that all thresholds identified in the TAMPS 6.2 TEMP are satisfied.

The following sections provide more detailed descriptions of these phases.  Figure 3.1-1 shows the BRR process, which occurs at each of the BRR decision points.  Figure 3.1-2 shows an overview of the test process.





�

Figure 3.1-1.  BRR Process

�

Figure 3.1-2.  TAMPS 6.2 Test Flow Chart



3.2	Development Phase

The development phase consists of several sub-phases primarily used to test, identify and fix problems associated with both new and old code.  The process is designed to test the software incrementally as new software components are added by evaluating individual SORs first, then evaluating core software as new SORs are coded and finally evaluating the complete software package as MPMs are integrated. The following paragraphs describe the sub-phases of the Development Phase.  All code will undergo both unit and functional testing prior to delivery.  Unit level testing will be run by the developers during the coding process.  Functional tests will be run by developers and demonstrated to a test representative, when possible.

3.2.1	SOR Unit Testing

SOR Unit Test is the isolated testing of code within each SOR software module.  The objective during Unit Test is to execute all logic paths of the code. 

The appropriate developer will generate a unit level test, developed from the control flow diagrams submitted as part of the peer review package.  Developers will use these tests during their development and refine them as necessary.  The resulting tests will be run against the code by developer personnel and results documented in a test log.  Problems identified during unit test will be corrected, and the tests will be re-executed until all tests can be successfully completed.

3.2.2	SOR/STR Functional Testing

The purpose of SOR/STR Functional Test is to verify that the software satisfies the SOR software requirements identified in the SOF or corrects the STR problem, and is suitable for proceeding to BRR.

The appropriate developer performs the functional test for each SOR or STR in accordance with the approved function test plan and procedures.  The developer also performs API testing using developed API test software or a modified MPM, if applicable.  STRs are tested using the test procedure incorporated in the PEA.  The developer may also have the implementation reviewed by the test/QA organization.  When the developer is confident that the code meets requirements, he/she  will certify that the code is complete and is ready to be incorporated into a software build.

For each SOR/STR, when the exit criteria items have been satisfied, software check-in will be approved by the TAMPS 6.2 System Engineer.  When a group of SORs/STRs have been checked in, a BRR will be held to verify that a development build is suitable for release to MPM developers and CORE testers. Additional BRRs will held as required to incorporate all planned 6.2 SORs/STRs.  For the 6.2 product, at least three BRRs are planned.



3.2.3	Development Test

Following each BRR, the new SOR/STR code is placed under configuration management (CM) control, a development baseline is built and the test group verifies that the core software, MPMs and databases can be successfully loaded on the appropriate fleet representative hardware.  Upon successful completion of the installation, the test organization provides a recommendation for software release to MPM developers and other IPT lead agencies.  The test group then performs the Development test on this software build.

3.2.3.1	Development Test Objectives

The objectives of the Development Test phase are to verify SOR implementation, verify STR corrections and conduct limited regression testing to verify that other system functionality has not been affected by new software additions. SOR implementation is verified using the system test procedures developed from the test cases included in Part III of the FRD.  STR testing is performed by attempting to duplicate the problem, and verifying that it has been corrected.  Regression testing is performed by executing selected thread tests.

3.2.3.2	Planned Development Tests

SOR implementation will be tested as new functionality is added.  Only those SOTs that apply to functionality introduced in a particular build will be run on that build.  This applies to all incremental development builds except the final development build, which will be evaluated using all SOTs.  New SOTs that will be tested during the Development Test phase are as follows:

96-10	On-Line GPS

97-12	GPS Crypto Key

96-60a	Count-By Function

96-60h	Objects and Values

96-71	RECCE

97-10	TAMMAC

96-52M	PC Card Interface

96-01	MIDB 2.0

95-47	MP LAN

96-68	Remove TARPS

97-13	PFPS

97-11a	JTIM (JSIPS-N TAMPS Interface Module) Integration

97-11b	JTIM

The implementation of STR fixes on a particular build will be verified:

All applicable “6.2 STR List” STRs

DTRs written against previous builds will be checked as necessary.  DTRs that pass testing will be closed in the database :

All applicable DTRs

The following thread tests will be executed during this test phase as a minimum:

AH-1W

Display	

GPS Key	

DAFIF/GPS	

F-14D	

DBA/Sys Admin	

Threat/Intel	

3.2.3.3	Reporting Results

During this test phase, a test-fix cycle is performed on the software.  For problems found during development testing, DTR information is entered into the CM tool (CCC Harvest) along with an affected SOR/STR.  Developers are notified of the new DTR and begin coding a correction.  When completed, the test group is notified, and the correction is evaluated in the development area.  If these test results are satisfactory, the code is included in the next software build.

Results for each of the development tests will be recorded using appropriate documentation.  SOT results will be electronically recorded in the individual SOT procedures.  These procedures will show Pass/Fail results for each step and provide an overall Pass/Fail rating for each test case based on the severity of the failures.  Failed steps will describe the reason for the failure and refer to a DTR which documents the problem.

Thread test results will be electronically recorded in individual thread test procedures.  These tests will show Pass/Fail results for each step.  Failed steps will describe the reason for the failure and refer to a DTR/STR which documents the problem.

STR/DTR testing results will be documented on the appropriate electronic STR/DTR form.

Throughout the test program, test results and metrics can be generated as required using the CCC Harvest CM tool. 



3.3	Verification

Following the final development build, testing of all software changes will be performed to verify that the new software still conforms with requirements prior to conducting a complete set of regression tests in the validation phase.  

3.3.1	Verification Test Objectives

The test objectives of the Verification phase are as follows:

To perform system level  testing on each of the new SORs.  

To perform limited regression testing in order to ensure that new SORs do not interfere with the normal operation of other system software.

Verify that all approved STRs and DTRs have been corrected and are functioning satisfactorily.

Verify that the software provides a high level of confidence of passing a complete set of test procedures and regression tests in the Validation phase. 

3.3.2	Planned Tests

New SOTs that will be tested during the Verification Test phase are as follows:

96-10	On-Line GPS

97-12	GPS Crypto Key

96-60a	Count-By Function

96-60h	Objects and Values

96-71	RECCE

97-10	TAMMAC

96-52M	PC Card Interface

96-01	MIDB 2.0

95-47	MP LAN

96-68	Remove TARPS

97-13	PFPS

97-11a	JTIM (JSIPS-N TAMPS Interface Module) Integration

97-11b	JTIM

STR testing will include:

All “6.2 STR List” STRs

DTRs written against previous builds will be checked as necessary.  DTRs that pass testing will be closed in the database :

All applicable DTRs

The following thread tests will be executed during this test phase as a minimum:

AH-1W

E-2C/JTIDS

F-14D

FAMP/DELTAC

FAMP/UMPM

DAFIF/GPS

DBA/Sys. Admin.

Display

GPS Key

Strip Chart

Threat/Intel

Environment

3.3.3	Reporting Results

For problems discovered during verification testing, DTRs are entered into the CM tool as described in section 3.2.3.3.  Outside test organizations can report potential CORE software problems as described in section 3.5.

Results for each of the verification tests will be recorded using appropriate documentation.  SOT results will be electronically recorded in the individual SOT procedures.  These procedures will show Pass/Fail results for each step and provide an overall Pass/Fail rating for each test case based on the severity of the failures.  Failed steps will describe the reason for the failure and refer to a DTR which documents the problem.

Thread test results will be electronically recorded in individual thread test procedures.  These tests will show Pass/Fail results for each step.  Failed steps will describe the reason for the failure and refer to a DTR which documents the problem.

STR/DTR testing results will be documented on the appropriate electronic STR/DTR form.

Throughout the test program, test results and metrics can be generated as required using the CC Harvest CM tool. 

3.3.6	SITRR

When the Verification phase is complete, a new CD will be cut, and a quicklook evaluation will be performed to verify that the CD is satisfactory for MPM integration. A Software Integration Test Ready Review (SITRR) will be held to indicate that the Core software is complete and no additional changes are expected, in order to allow MPM integration with a stable core baseline. 

3.4	Validation

Following SITRR, the Validation phase will begin.  This Validation will be composed of several subphases, as shown in figure 3.1-2.  Immediately following SITRR, and concurrent with MPM integration, the Core Validation subphase will begin.  This  subphase consists of a complete regression test of the Core software.  Only showstoppers can be fixed at this point.  If a showstopper is identified, the correction is made, and regression testing/integration continues.  Only tests affected by the change will be repeated.  

When the MPM developers are satisfied that they are integrated with the Core software and at least 2 weeks before the MPM Readiness Review (MPMRR), the MPMs will be delivered to Core, a new CD will be cut, and a quicklook evaluation will be performed on this CD.  Following the quicklook, the MPMRR will be conducted to indicate that MPMs have completed integration and are ready for System Validation.  

Following the MPMRR, the MPM test communities will perform MPM regression testing and Core testers will continue Core regression testing.  When all regression testing has been completed (Prior to ValRR), a new CD may be cut, if required, followed by a quiklook evaluation of the CD.  When all regression testing has been completed, the Validation Readiness Review (ValRR) will be held to indicate that the System Software has been satisfactorily Validated and is ready for OT.

Following ValRR, a final validation will be performed prior to the Pre-OTRR.

3.4.1	Test Objectives

The test objectives of Core Validation testing are as follows:

Verify TAMPS 6.2 CORE CSCI functionality can perform required tasks in support of MPMs.

Verify TAMPS 6.2 system functionality is consistent with the TAMPS 6.2 ORD, TAMPS 6.2 TEMP, and TAMPS 6.2 System Specification.

Verify 6.2 SORs and STRs.

The test objectives of MPM Validation testing are as follows:

Verify MPM operation in a TAMPS system environment.

3.4.2	Planned Tests

Validation testing is planned for both Core and MPMs.

CORE Validation Testing will be conducted to demonstrate overall TAMPS 6.2 system functionality.  In addition to verifying new functionality, complete system regression testing will be accomplished by executing the test plans and procedures contained in the TAMPS 6.2 Software Test Description.  Certification of CORE will be performed by NAWCWPNS, Point Mugu, CA, Code 4KLEE0E.  Test metrics will be measured and compared with TAMPS 6.2 TEMP thresholds.

MPM testing will be conducted to verify that MPMs operate consistent with requirements in a TAMPS system environment.  MPM certification will be made by MPM technical representatives after verifying that system functionality meets requirements.

3.4.2.1	Core Validation Testing

Core Validation testing consists of a complete set of regression tests, to begin following Core Freeze.  Regression testing is composed of test cases which evaluate requirements associated with previous versions of TAMPS (6.0, 6.0.3, 6.0.4, 6.0.5, 6.1 and 6.1.1).  These tests constitute a large set of tests used to verify that all new functionality has not adversely affected existing functionality.  The tests are organized into three (3) sets of procedures: System Administration, Database Administration, and Mission Planning, which address most of the existing TAMPS requirements. Refer to the TAMPS 6.2 CORE Software Test Description for a matrix showing how each requirement is mapped into these tests. As new builds are created, only those regression tests affected by changes on that build will be repeated.  

For TAMPS 6.2, in an effort to avoid duplication of test efforts, many of the tests will be run by outside organizations, eliminating the requirement for the SSA to conduct all of the regression procedures.  Results from all tests will then be collected and used in the final System Validation report.  Appendix D shows who is responsible for each of the planned regression test procedures and threads.

As part of Core regression testing, TAMPS interfaces to external data sources will be tested.  The following sections briefly describe these interfaces.

3.4.2.1.1	JMCIS

JMCIS testing will be conducted as part of the overall system evaluation.  Testing will be performed by the Pt. Mugu SSA in the SSA Lab using a TAMPS system networked with a JMCIS Central Data Base System (CDBS).  Testing will be conducted as part of the MPLAN SOR to verify that various file types can be queried and transferred to TAMPS. 

Because it is difficult to replicate the ship environment, as final verification, testing may be conducted on-actual ship installations as necessary and when possible.  This testing will depend on availability of properly configured ships, along with schedule and test resources.

3.4.2.3.2	JSIPS-N

As part of SOR 97-11, a JSIPS-N interface with TAMPS 6.2 will be tested.  Using JTIM functions, TAMPS operators will access imagery and imagery derived products from sources residing on the MPLAN, primarily from segments within the Joint Service Imagery Processing System-Navy (JSIPS-N), and the Joint Maritime Command Information System (JMCIS). 

TAMPS will access JSIPS-N imagery and products residing via the Strike Planning Archive (SPA) server. As a SPA client, JTIM will provide TAMPS connectivity to the National & Tactical Input Segments (NIS & TIS, respectively), the Precision Targeting Workstation (PTW) and Digital Imagery Workstation Suite Afloat (DIWSA) imagery exploitation systems, and the Image Product Library (IPL). Where SPA is not available, JTIM will access imagery from other available resources connected on the MPLAN.

Testing, in the form of SOTs, to transfer JSIPS-N images to TAMPS will be accomplished by the Pt. Mugu SA using a TAMPS 6.2 system connected to a JSIPS-N system via a LAN connection.

3.4.2.3.3	SIPRNET

As part of the On-Line GPS SOR (#96-10), tests will be run to verify that GPS almanac data can be transferred to TAMPS via a SIPRNET connection.  This will be accomplished in the Pt. Mugu SSA lab using a SIPRNET connection with a TAMPS 6.2 system.  Testing will be performed by the Pt. Mugu SSA test team. 

3.4.2.3.4	NAVSSI

As part of the On-Line GPS SOR (#96-10), tests will be run to verify that GPS almanac data can be transferred to TAMPS via a NAVSSI connection.  This may be accomplished in the Pt. Mugu SSA lab using a NAVSSI emulator connected to TAMPS 6.2 system.  Testing will be performed by the Pt. Mugu SSA test team. 

3.4.2.3.5	PFPS

As part of the PFPS SOR (#97-13), tests will be run to verify that missions planned on PFPS can be transferred to and used to plan on TAMPS 6.2 systems.  Testing will be performed by the Pt. Mugu SSA test team using a PC loaded with PFPS software. 

3.4.2.3.6	Topscene

As part of the Topscene STR (6850) tests will be run to verify compatibility between TAMPS and Topscene.

3.4.2.2	MPM Validation Testing

As part of the overall system validation, individual MPM test communities will conduct independent testing of their MPM in the TAMPS 6.2 environment.  This testing includes validation of the new software introduced in 6.2 that is specific to particular MPMs and regression testing of various software carried over from TAMPS 6.1.  This testing is performed to certify each of the MPMs by verifying that new functional requirements are satisfied and existing functionality meets requirements.  CORE/MPM CSCI testing and certification responsibilities are outlined in section 3.5.  In order to eliminate duplication of test efforts and to make the most efficient use of the allotted schedule, certain regression tests will be the responsibility of a specific test organization as described in section 3.5 and in the table provided in Appendix D. 

3.4.3	Reporting Results

For problems discovered during verification testing, DTRs are entered into the CM system as described in section 3.2.3.3.  However, only showstopper DTRs can be fixed at this point.  Each candidate DTR must be reviewed by the TAMPS team, and authorization from TAMPS program management is required prior to proceeding with a correction.  Outside test organizations can report potential CORE software problems as described in section 3.5.

Results for each of the verification tests will be recorded using appropriate documentation.  SOT results will be electronically recorded in the individual SOT procedures.  These procedures will show Pass/Fail results for each step and provide an overall Pass/Fail rating for each test case based on the severity of the failures.  Failed steps will describe the reason for the failure and refer to a DTR which documents the problem.

Thread test results will be electronically recorded in individual thread test procedures.  These tests will show Pass/Fail results for each step and provide an overall percentage calculated by dividing the number of passed steps by the number of steps executed.  Failed steps will describe the reason for the failure and refer to a DTR which documents the problem.

STR testing results will be documented on the PEA for each STR correction.

Throughout the test program, test results and metrics can be generated as required using the CC Harvest CM tool. 

A System Validation final report will be prepared by the test team following test completion.  Certification letters for CORE and each of the MPMs are required for the Pre-OTRR.  Op notes will be prepared, based on problems which could not be fixed, and combined with OT results to be released to the fleet as part of the 6.2 training manuals.

3.4.4	Entry Criteria

Entry criteria for TAMPS 6.2 CORE Validation are as follows:

TAMPS 6.2 software CORE frozen (SITRR complete).

Validation/Certification test procedures developed and approved.

No known significant problems in CORE.

Entry criteria for TAMPS 6.2 MPM Validation are as follows:

TAMPS 6.2 software CORE and MPMs frozen (MPMRR complete).

Validation/Certification test procedures developed and approved.

No known significant problems in CORE and MPMs.

3.4.5	Exit Criteria

Exit criteria for TAMPS 6.2 CORE and MPM Validation are as follows:

The TAMPS System Build meets all technical threshold requirements identified in the TAMPS 6.2 TEMP and ORD.

The system is functioning in a technically acceptable manner with a high probability that it will perform successfully in an operational environment.

All technical deficiencies affecting mission accomplishment are identified and are/will be resolved prior to entering OT.

Validation testing completed; all anomalies and action items completed/resolved.

3.4.6	Development Assist Testing

VX-9 will conduct a development test assist of 6.2, as OT-IIIF Phase I.  A separate test plan will be written by VX-9 in accordance with the MOA between PMA-233 and VX�9.

3.4.7	Test Resources Required for CORE Testing

Test resources required to successfully complete the System Validation phase of core testing are as follows:

Six fleet representative Ultra 2 TAMPS systems.

One fleet representative server system.

Data Storage Unit Receptacle (DSUR) for MU cartridge loading.

SCSI GPS MDLR and MDLs.

Database tapes and CD-ROMs.

JMCIS 3.0 Central Data Base Server (CDBS) Emulator with sufficient data.

JSIPS-N device/connection.

TAMPS Interface Device (TID).

CYZ-10 with “Fill” program loaded.

SIPRNET connection or emulator for transferring crytpo keys.

PC loaded with PFPS software.

3.4.8	Responsibilities

Responsibilities for testing are as follows:

NAWCWPNS, Point Mugu, CA, Code 4KLEE0E is responsible for the testing and certification of the CORE software.

NAWCWPNS, Point Mugu, CA, Code 4KLEE0E is responsible for the testing and certification of the TAMPS 6.2 system.

3.5	MPM/CSCI Testing

MPM testing for each of the test phases will be conducted in accordance with approved test plans.  Test organizations responsible for this testing are outlined in the following sections.  For all testing conducted by outside test organizations (not Pt. Mugu SSA), problems identified as CORE software anomalies should be reported through the Pt. Mugu TAMPS STR/DTR tracking system.  An electronic copy of the problems should be sent via electronic mail to the Pt. Mugu SSA STR point of contact for entry in the system.  From this point on, the DTR will be tracked along with all other DTRs and STRs CM.  Consistent with the SDP, all anomalies identified during any of the test phases will be reported as DTRs.  Any DTRs still open when TAMPS is released to the fleet will be converted to STRs for tracking purposes.  Any problems found after fleet release will be reported and tracked as STRs.

3.5.1	Aircraft MPMs



Generic Aircraft MPM functionality encompasses basic aircraft mission planning available to any TAMPS aircraft, as identified in the TAMPS 6.2 RTDB and System Specification.  This functionality will be tested by the Pt. Mugu SSA in accordance with the TAMPS 6.2 CORE Software Test Description. Testing will be accomplished through the use of generic aircraft test procedures.



The Pt. Mugu SSA will be responsible for providing certification of the generic Aircraft MPMs as part of the overall CORE certification.

3.5.2	AH-1W / UH-1N MPMs



AH-1W and UH-1N MPM functionality includes all MPM-specific functionality available to the AH-1W and UH-1N MPMs, in addition to AH-1W and UH-1N interfaces to basic mission planning functionality provided by CORE.



An AH-1W thread test and a quicklook verification of UH-1N functionality will be executed by the Pt. Mugu SSA as part of the overall evaluation of TAMPS 6.2.  

3.5.3	C-2A MPM



C-2A MPM functionality includes all MPM-specific functionality available to the C-2A, in addition to C-2A interfaces to basic mission planning functionality provided by CORE.



A quicklook verification of C-2A functionality will be executed by the Pt. Mugu SSA as part of the overall evaluation of TAMPS 6.2.

3.5.4	COMPASS MPM



COMPASS functionality will be tested by NRAD, San Diego in accordance with approved test plans.



COMPASS regression testing will be conducted by the Pt. Mugu SSA in the Validation phase as part of the overall evaluation of TAMPS 6.2.



The NRAD, San Diego will be responsible for providing certification of the COMPASS MPM at OTRR.

3.5.5	E-2C MPM



E-2C MPM functionality includes all MPM-specific functionality available to the E-2C, in addition to E-2C interfaces to basic mission planning functionality provided by CORE.  This functionality will be tested by NRAD, San Diego in accordance with approved test plans.



An E-2C thread test will be run by the Pt. Mugu SSA as part of the overall evaluation of TAMPS 6.2.



NRAD, San Diego will be responsible for providing certification of the E-2C MPM at OTRR.

3.5.6	F-14 MPM



F-14A, B-Upgrade and D MPM functionality includes all MPM-specific functionality available to the F-14 MPMs, in addition to F-14 interfaces to basic mission planning functionality provided by CORE.  This functionality will be tested by the F-14 WSSA Pt. Mugu, CA in accordance with approved test plans.  Testing will be performed primarily using F-14 WSSA assets, however some testing will be required on the Pt. Mugu TAMPS SSA client-server hardware.



A F-14D thread test will be run by the Pt. Mugu SSA as part of the overall evaluation of TAMPS 6.2.



The F-14 WSSA Pt. Mugu, CA will be responsible for providing certification of the F-14 MPMs at OTRR.

3.5.7	F/A-18 MPM



F/A-18 MPM functionality will be tested by the China Lake F/A-18 WSSA in accordance with approved test plans.  Testing will cover mission planning related functionality, including preparation and download of files to external devices (i.e. MDL and MU).



The F/A-18 WSSA will be responsible for providing certification of the F/A-18 MPM at OTRR.

3.5.8	FAMP MPM



FAMP MPM functionality will be tested by COMINEWARCOM, Corpus Christi, TX in accordance with approved test plans.



FAMP UMPM and DELTAC thread tests will be run by the Pt. Mugu SSA as part of the overall evaluation of TAMPS 6.2.



COMINEWARCOM, Corpus Christi, TX will be responsible for providing certification of the FAMP MPM at OTRR.

3.5.9	GPS  Functional Testing



GPS Functional Testing encompasses several TAMPS 6.2 system functions, including GPS Waypoint planning, creation of MDL load sets and downloading to MDL cartridges.  These functions involve the preparation and transfer of information such as navigational data (in the form of primary and reversionary files), GPS almanac data, mag var data, flight plans and tactical waypoint data from TAMPS to various aircraft via MDL cartridges.



NAWCWPNS Pt. Mugu SSA will be responsible for providing a cursory look at GPS functionality via thread testing.  This will provide some level of assurance that GPS functionality has not deteriorated through the development process.  All testing conducted by NAWCWPNS Pt. Mugu will be conducted in accordance with this integrated test plan and the TAMPS 6.2 CORE Software Test Description.



SPAWAR Washington, DC and NOETIC Software personnel will be responsible for the following:



1) Verification that GPS-related STRs and DTRs have been corrected satisfactorily during the development phase.  These checks must be done at the Pt. Mugu SSA lab immediately after each software build has been prepared and loaded due to schedule constraints and limitations.  Test resources will be provided at the Pt. Mugu test lab in support of this requirement.



2) Full regression testing of GPS functionality.  This testing should be accomplished as early as possible in the test schedule to allow sufficient time to correct any deficiencies that may be uncovered.  Testing must be completed prior to Core Freeze in order to meet schedule and provide a stable baseline for MPM integration.



3) Certification that GPS functionality is operating in accordance with requirements prior to Pre-OTRR.



Testing will be accomplished using resources at NAWCAD Patuxent River, MD and NAWCWPNS Pt. Mugu.



All testing conducted by SPAWAR and NOETIC personnel will be conducted in accordance with this and other test plans.  

3.5.10	HARM MPM



HARM MPM functionality will be tested by the HARM SSA, NAWCWPNS China Lake, CA in accordance with approved test plans.



A quicklook verification of HARM functionality will be executed by the Pt. Mugu SSA as part of the overall evaluation of TAMPS 6.2.



The HARM SSA, NAWCWPNS China Lake, CA will be responsible for providing certification of the HARM MPM at OTRR.

3.5.11	HH-60H / SH-60B MPMs



HH-60H and SH-60B MPM functionality includes all MPM-specific functionality unique to the HH-60H and SH-60B MPMs, in addition to HH-60H and SH-60B interfaces to basic mission planning functionality provided by CORE.



A quicklook verification of HH-60H and SH-60B functionality will be executed by the Pt. Mugu SSA as part of the overall evaluation of TAMPS 6.2.

3.5.12	JSOW/JDAM COMMON MPM



JSOW/JDAM MPM functionality will be tested by TBD in accordance with approved test plans.



A quicklook verification of JSOW/JDAM functionality will be executed by the Pt. Mugu SSA as part of the overall evaluation of TAMPS 6.2.



TBD will be responsible for providing certification of the JSOW/JDAM MPM at OTRR.



3.5.13	SH-60F MPM



SH-60F MPM functionality includes all MPM-specific functionality available to the SH-60F, in addition to SH-60F interfaces to basic mission planning functionality provided by CORE.



An SH-60F thread test will be run by the Pt. Mugu SSA as part of the overall evaluation of TAMPS 6.2.

3.5.14	SLAM AND SLAM ER MPM

The Standoff Land Attack Missile (SLAM) Mission Planning Module  (MPM) provides the capability to develop missile routes, specify launch conditions, perform mission validation with the Fast Flyout Simulation (FFS), organize missions, provide reports to the mission planner, and load missions into the Missile Prelaunch Data Memory Loader (MPDML or SLAM Memory Loader (ML)), or into the F/A-18 Memory Unit (MU).  The primary goal of the SLAM MPM is to improve the efficiency and accuracy of generating valid SLAM missions while reducing the workload and time required to generate successful mission plans.

The SLAM interface uses a check-list methodology for mission planning and the Motif™ Graphical User Interface.  The SLAM MPM consists of three (3) Computer Software Configuration Items CSCIs:



1.	SLAM MPM Executive - provides the functions to plan the missile route, including waypoint placement, vertical profile planning, mission validation, mission management, threat analysis, ML interface software, control and launch aircraft planning.



2.	Fast Flyout Simulation - a 3 Degree of Freedom (DOF) simulation that performs mission validation



3.	TAMPS 6.1 core - Core CSCI sub functions include tactical database management, display management, aircraft mission planning, avionics, generic weapons, environment, communications, products, and system functions.



Functional requirements definition, software development, and Verification/Validation (V&V) testing of the SLAM mission planning modules for Baseline SLAM, SLAM Expanded Response (ER), and SLAM ER Automatic Target Acquisition (ATA) are performed under the direction of the SLAM Guidance, Missile Software, and Mission Planning (GSMP) IPT at China Lake. MPM functional requirements are documented in the SLAM Functional Requirements Document (FRD) for SLAM and SLAM ER MPM. 



After Core Freeze but prior to the MPMRR, Informal Qualification Test (IQT) is performed on the SLAM MPM at MDA St. Charles. Subsequent I/FQT(s) is/are performed under the guidance and direction of the GSMP IPT prior to commencing V&V.  Formal V&V and IV&V commences only after a successful FQT.



V&V testing is executed by the SLAM MPM Software Support Activity (SSA) at China Lake under the direction of the SLAM GSMP IPT and consists of traditional V&V testing typically applied to CSCI’s, and other tests as outlined in the SLAM Software Test Procedures (STP). V&V testing focuses on: Requirements verification/validation, Core - MPM interface testing, computational testing, boundary-value analysis/stress test, and mission planning capacity analysis. The SLAM Hardware in the Loop (HITL) and 6 DOF digital simulation are utilized to verify test results. Tests are performed on fleet representative TAMPS computers.



SLAM Independent Verification and Validation (IV&V) testing is performed at Pt. Mugu under the direction of the SLAM Test and Evaluation (T&E) IPT, and consists of requirements verification and numerical analysis. SLAM Development Test (DT) is also performed at Pt. Mugu under the direction of the T&E IPT, and consists of, Laboratory Testing, Simulation Testing, Beta Testing, and Flight Testing.



The SLAM program requests access to the TAMPS lab at Pt. Mugu to facilitate testing of the following new requirements in 6.2. Observation of testing performed by TAMPS personnel may meet testing requirements, or testing may be performed in conjunction with TAMPS build or integration testing.



On-Line GPS - 4 hours of lab time requested. Requires SIPRNET access and NAVSSI emulation to verify SOR functionality. 

MPLAN - 1 day of lab time requested. Requires client/server 

JSIPS-N/JTIM - 1 day of lab testing requested. Requires JSIPS-N emulation and MPLAN

TAMMAC PC card - 4 hrs of lab time requested



A quicklook verification of SLAM functionality will be executed by the Pt. Mugu SSA as part of the overall evaluation of TAMPS 6.2.



The SLAM MPM SSA, China Lake will be responsible for providing certification of the SLAM MPM at OTRR.

3.5.15	TERPES



TERPES functionality will be tested by the TERPES SSA, NAWCWPNS, Pt. Mugu, Ca in accordance with approved test plans.



SOTs to evaluate new TERPES functionality (Count-By Function and TERPES Objects) will be run by the Pt. Mugu SSA as part of the overall evaluation of TAMPS 6.2.



The TERPES SSA, NAWCWPNS, Pt. Mugu, Ca will be responsible for providing certification of the TERPES CSCI at OTRR.



3.6	Operational Test (OT)

VX-9 will conduct independent OT of TAMPS 6.2 as OT-IIIF Phase II.  This testing will collect data to evaluate operational effectiveness and operational suitability, and to support a recommendation for fleet introduction of TAMPS 6.2 software.  The OT plan will be written IAW the governing ORD and TEMP, and will be conducted by MOA between PMA-233 and VX-9.

3.6.1	OTRR Entry Criteria

TAMPS CORE certified ready for OT.

TAMPS MPMs certified ready for OT.

Documentation completed.

Hardware and software baselines are frozen and under Configuration Control.

3.6.2	OTRR Exit Criteria

Key items addressed.

Media available to commence OT.

Facilities and hardware are available to perform OT.

TEMP and OT Test Plan are current.

OTRR minutes approved.

PEO(T) approval to proceed to OT.



3.7	Independent Testing

Independent testing will be conducted by NAWCWPNS (Point Mugu, and China Lake CA), NAWCAD Weapons, (Patuxent River, MD), NRaD, San Diego, CA and VX-9.  Independent testing will be conducted by the Navy test team during the Validation test phase.

3.7.1	CORE/MPM Independent  Testing

CORE and MPM tester agencies will assume the responsibilities of performing independent testing from an IV&V perspective.  The CORE/MPM independent testing will be conducted during the System Validation period between MPMRR and Pre-OTRR.  Refer to Figure 3.1-2 - Test Process Overview for the current schedule.

3.7.2	Development Assist Testing (DT Assist)

VX-9 will conduct the Development Test Assist of TAMPS 6.2 as OT-IIIF Phase I.  This testing is to help identify any risk areas as early as possible in the development process.  Additionally, data collected in Phase I may be used toward Phase II OT if not invalidated by significant software or hardware changes.  Testing will be conducted by MOA between PMA-233 and VX�9.
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Table  A-1. , Test And Evaluation Points Of  Contact 



NAME�TITLE�LOCATION�CODE�PHONE��TAMPS��Dave Pearson�6.2 System Engineer�NAWCWD Point Mugu, CA�452100E�805 989-3481��Mike Hale�System Test Lead�NAWCWD Point Mugu, CA�BAI�805-989-5121��Greg Barry�Test Engineer�NAWCWD Point Mugu, CA�4KL200E�805-989-5121��Pete Chmelir�TAMPS SSA Deputy IPT Lead�NAWCWPNS, Pt. Mugu, CA�41130TE�805-989-4272��Bob Anderson�TAMPS SSA IPT Lead�NAWCWPNS, China Lake, CA�41130TD�760-939-5366��F/A-18��James Horner�TAMPS IPT Lead�NAWCWD China Lake, CA�455320D�619-939-5948��Steve Sinks�TAMPS Mission Planning T&E�NAWCWD China Lake, CA�455320D�619-939-9877��Janis Lindgren�Systems Engineer�NAWCWD China Lake, CA�455320D�619-939-5706��HARM��Tony Vigil�TAMPS Technical POC�NAWCWD China Lake, CA�471300D�619-939-3527��Greg Upright�TAMPS IPT Lead�NAWCWD China Lake, CA�471H00D�619-446-8003��Ted Firme�Lead Test Engineer�NAWCWD China Lake, CA�471300D�619-927-3220��SLAM��Cindy Stratton�Mission Planning T&E�NAWCWD Point Mugu, CA�4KL400E�805-989-0800��Darin Martin��NAWCWD China Lake, CA�472250D�805-939-8506��JSOW��Rex Roberts����DSN 664-4200 x7547��GPS��Joe Corsello�GPS Test Engineer�NOETIC SoftwareWillow Grove, PA��215-784-9580Ext. 19��John Praktish�GPS Test Manager�SPAWAR Washington, DC��703-416-2418��Deb Falley�GPS/TAMPS Manager�SPAWAR Washington, DC�PMW-187-6�703-602-2540��Aircraft Polynomial Flight Performance��Mike Caddy�Flight Performance Test Engineer�NAWCAD Pax River, MD��215-441-2332��JDAM��John Kempert�Systems Engineer�NAWCWD China Lake, CA�471E00D�619-939-8563��LT Todd Hickerson�Project Officer�NAWCWPNS, China Lake, CA�560000D�619-939-1218��Brad Weich�T&E�NAWCWD China Lake, CA�471E00D�619-939-7994��ARC-210��Mark West�ARC-210 Engineer�NAWCAD Indianapolis, IN�453100C�317-306-4176��Doug Hoeferkamp�ARC-210 Integration�NAWCAD Indianapolis, IN�453100C�317-306-7987��TERPES��Mike Garcia�TERPES, System Engineer�NAWCWD Point Mugu, CA�452200E�805-989-3429��John Hurley�TERPES�NAWCWD Point Mugu, CA�452200E�805-989-3429��COMPASS��Cheryl Putnam�Software Engineer�NRaD San Diego, CA�722�619-553-2409 619-553-1158��MIDS/JNL��Dave Hill�Test Engineer�NAWCAD-WAR��215-441-3250��AH-1W/UH-1N��Sherry Peaslee�Program Manager�NAWCWPNS, China Lake, CA�455140D�619-927-2060��E-2C��Gus Nunez�Program Manager�NRaD, San Diego, CA����Ann Gross�Software Test�NAWCWPNS, Point Mugu, CA�Veda�805-388-8332��F-14��Richard Hendricks�TAMPS IPT Lead�NAWCWPNS, Point Mugu, CA�4KK200E�805-989-8977��LT Joe D’Acquisto�TAMPS Project Officer�NAWCWPNS, Point Mugu, CA�4KK200E�805-989-8977��On-Line Performance Support Tools��Tom Olds�Test Engineer�NRaD Philadelphia, PA��215-897-1308��Susan Richards�Training Manager�PRC/NRaD Philadelphia, PA��610-668-1500��Christine Knox�TAMPS PST Lead�PRC/NRaD Philadelphia, PA��610-668-1500��Judy Jolly�TAMPS Logistics Support�NRaD Philadelphia, PA��215-897-1308��VX-9��LT Todd Kiefer�TAMPS OTD�VX-9            China Lake, CA��619-939-5750��BAI��Jim Lacey�Test Manager�Washington, DC�BAI�703-590-4060

703-604-3426

Ext. 7926��Jim Mohan�STR/DTR Manager�Point Mugu, CA�BAI�805-482-1641��C-2A��Don Bair�Program Office�San Diego, CA�PMA 221-0113�619-545-4121��FAMP��LT Brian Van Norman�FAMP OTD�COMINEWARCOM  Corpus Christi, TX�N912�512-939-4881

DSN 861-4881��JTIDS��Steve Kolbert�JTIDS T&E Manager�POSC5 San Diego, CA ��619-553-0646��JMCIS��H.J. Garner�JMCIS Test Manager�SPAWAR Washington, DC�PMW-171-3H�703-602-3703��IV&V��Dennis Ritaldato�IV&V Test Manager�NAWCAD Pax River, MD�Veda�301-863-4381��NAVAIR��Tom Craven�Assistant Manager T&E�NAVAIR Washington, DC�NAVAIR (AIR-1201D)�703-604-2300 Ext. 5455��TAMPS PROGRAM OFFICE��CDR J. Weidman�TAMPS Class Desk�Washington, DC�AIR 4.5�703-604-3290�EXT. 7803��LCDR D. Dober�6.2 IPT Lead�Washington, DC�PMA-233���C.J. Witkowski��Washington, DC�BAI�703-604-3426�EXT. 7921��
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Table  B-1 , List of Acronyms

A/C	Aircraft

ADRG	Arc Digitized Raster Graphics

ADRI	Arc Digitized Raster Imagery

AFP	AN/ARC-210 Fill Program

Ao	Operational Availability

AOB	Air Order of Battle

AOV	Area of View

ATA	 Automatic Target Acquisition for SLAM ER

ATARS	Advanced Tactical Aerial Reconnaissance System

ATO	Air Tasking Order

AUR	All Up Round

AUTODIN	Automated Digital Information Network

BAI	Brandes Associates, Inc.

BALD	Back Link Data Set

BCP	Bulk Copy

BDF	Bulk Data File

BIT	Built-in-Testing

BRR	Build Readiness Review

C3	Command, Control, and Communications

C4I	Command, Control, Communications, Computers & Intelligence

CA	California

CADOB	Consolidated Air Defense Order of Battle

CADRG	Compressed Arc Digitized Raster Graphics

CAMPS	Computer Aided Mission Planning System

CAPT	Captain

CAS	Close Air Support

CATCODE	Category Code

CC	Country Code

CD	Compact Disk

CD-ROM	Compact Disk-Read Only Memory

CDBS	Central Data Base Server

CDBS 	Central Data Base System.

CDNU	Control Display Navigation Unit

CEP	Circular Error Probability

CFE	Contractor Furnished Equipment

CIB	Controlled Image Base

CLC	HARM Command Launch Computer

CM	Configuration Management

CMA	Configuration Management Administrator

CMS	Compiler Management System

COMINEWARCOM	Commander, Mine Warfare Command

COMMS	Communications

COMNAVWARCEN-

	WPNDIV	Commander, Naval Warfare Center Weapons Division

COMOPTEVFOR	Commander, Operational Test and Evaluation Force

COMPASS	Common Operational Modeling, Planning & Simulation Strategy

COMSEC	Communications Security

CONOPS	Concept of Operations

COTS	Commercial-Off-The-Shelf

CPCI	Computer Program Configuration Item

CPU	Central Processing Unit

CRLCMP	Computer Resources Life Cycle Management Plan

CSC	Computer Software Component

CSCI	Computer Software Configuration Item

CSEP	COMSEC Education Program

CSS-PC	Coastal System Station, Panama City, FL

CSU	Computer Software Unit

CTT	Commander’s Tactical Terminal

CV/CVN	Aircraft Carrier/Aircraft Carrier (Nuclear)

CVIC	Carrier Intelligence Center

DAFID	Digital Aeronautical Flight Information Data

DAFIF	Digital Aeronautical Flight Information File

DAPS	Deployable Aircraft Planning System

DBA	Data Base Administrator/Administration

DBC	Data Bus Controller

DCW	Digital Chart of the World

DDS	Data Display System

DELTAC	Delivery Tactics (model)

DEMO	Demonstration

DFB	Dual Frame Buffer

DI	Data Item

DID	Data Item Description

DIS	Defense Information System

DIWS	Digital Imagery Workstation Suite

DIWSA 	Digital Imagery Workstation Suite Afloat

DMA	Defense Mapping Agency

DML	Data Memory Loader

DoD	Department of Defense 

DOF 	Degree of Freedom

DON	Department of Navy

DOT&E	Developmental Operational Test and Evaluation

DPS	Digital Product Server

DSCC	Defensive System Capabilities Altitude Matrix File & Characteristics

DSU	Data Storage Unit

DSUR	Data Storage Unit Receptacle

DT	Developmental Testing

DT&E	Developmental Test and Evaluation

DTC	Data Transfer Cartridge

DTD	Data Transfer Device

DTED	Digital Terrain Elevation Data

DTM	Data Transfer Module

DTP	Digital Test Port

DTR	Development Trouble Report

DUSD(T&E)	Deputy Under Secretary of Defense (Test and Evaluation)

E3	Electromagnetic Environmental Effects

EA	Electronic Attack

ECAC	Electronic Capability Analysis Center (data)

ECAMS	Enhanced Comprehensive Asset Management System

ECM	Electronic Counter Measures

EDM	Engineering Development Models

EEFI	Essential Elements of Friendly Information

ELINT	Electronic Intelligence

EMC	Electromagnetic Compatibility

EMDU	Enhanced Main Display Unit

EMI	Electromagnetic Interference

EOB	Electronic Order of Battle

EOM	Equations of Motion

EOTDA	Electro-Optical Tactical Decision Aids

EPL	ELINT Parameters Limits

ES	Digital Electronic Warfare Support

ETA	Estimated Time of Arrival

ETP	Engineering Test Plan

EW	Electronic Warfare

EWIR	Electronic Warfare Integrated Reprogrammable (data)

EWMSNSUM	Electronic Warfare Mission Summary

FAMP	Forward Area Minefield Planning

FET	Fleet Evaluation Test 

FFS 	Fast Flyout Simulation

FMC	Full Mission Capable

FUIWG	Fleet User Interface Working Group

FOC	Full Operational Capability

FOT&E	Follow-on Operational Test and Evaluation

FOV	Field of View

FPT	Fleet Project Team

FQT	Formal Qualification Testing

FRD	Functional Requirements Document

FY	Fiscal Year

GBytes	Gigabytes

GCI	Ground Controlled Intercept

GFE	Government Furnished Equipment

GFI	Government Furnished Information

GMT	Greenwich Mean Time

GPS	Global Positioning System

GSMP	 Guidance, Missile Software, and Mission Planning

GUI	Graphical User Interface

HARM	High Speed Anti-Radiation Missile

HCI	Human Computer Interface

HF	High Frequency

HITL	Hardware in the Loop

HMI	Human Machine Interface

HOL	High Order Language

HP	Hewlett Packard

HP-UX	Hewlett Packard UNIX

HQ	Headquarters

HR	High-End Rack Mount

HUD	Heads Up Display

HW	Hardware

IAW	In Accordance With

ICN	Interface Change Notice

IDB	Intelligence Data Base

IDD	Interface Design Document

IDI	Infotec Development, Inc.

IDS	Interface Design Specification

ILS	Integrated Logistic Support

ILSDS	Integrated Logistics Detailed Specification

IMCT	Inter-Module Compatibility Testing

IN	Indiana

INTEL	Intelligence

IOC	Initial Operational Capability

IOP	Input/Output Processor

IOT&E	Initial Operational Test and Evaluation

IQT 	Informal Qualification Test

IPL 	Image Product Library

IPS	Integrated Program Summary

IRS	Interface Requirements Specification

IS/C	Information System Command

ITP	Integrated Test Plan

ITS	Integrated Test System

IU	Interface Unit

IV&V	Independent Verification and Validation

JDAM	Joint Direct Attack Munitions

JMCIS	Joint Maritime Command Information System

JNL	JTIDS Network Library

JSIPS	Joint Strategic Imagery Processing System

JSIPS-N	Joint Strategic Imagery Processing System - Navy

JSOW	Joint Stand Off Weapon

JSIPS-N	Joint Service Imagery Processing System-Navy

JSTPS	Joint Strategic Target Planning Staff

JTIDS	Joint Tactical Information Distribution System

JTIM	JSIP-N/TAMPS Interface Module

LAN	Local Area Network

LCC	Life Cycle Costing

LCDR	Lieutenant Commander (U.S. Navy)

LFT&E	Live Fire Test & Evaluation

LTE	Lead Test and Evaluation

MAGTF	Marine Air-Ground Task Force

MARCORPSYSCOM	Marine Corps Systems Command

MAWSPAC	Medium Attack Weapons School Pacific

MAWTS 1	Marine Aviation Weapons and Tactics Squadron 1

MBytes	Megabytes

MC	Mission Capable

MCCR	Mission Critical Computer Resources

MCG&I	Mapping, Charting, Geodesy, and Imagery

MD	Maryland

MDA	McDonnell Douglas Aerospace

MDL	Mission Data Loader

MDLR-S	Mission Data Loader - SCSI

MERAS	Maximum Effective Radii of Action

METMF	Meteorological Mobil Facility

MFCDU	Multi-Function Control and Display Unit

MGRS	Marine Grid Reference System

MHz	MEgAHertz

MIDB	Modern Integrated Data Base

MIDS	Multi-Functional Information distribution System

MIIDS	Military Intelligence Intel Data System

MIL-STD	Military Standard

MINEWARCOM	Mine Warfare Command

MIPS	Million Instructions Per Second

MIT	Massachusetts Institute of Technology

MIU	Missile Initialization Unit

ML	Memory Loader

MLDT	Mean Logistic Delay Time

MLV	Memory Loader Verifier

MMI	Man Machine Interface

MO	Missouri

MOA	Memorandum of Agreement

MOB	Missile Order of Battle

MOE	Measure of Effectiveness

MOTIF	Graphics Application Software

MPDML	Missile Pre-launch Data Memory Loader

MPM	Mission Planning Module

MPMDL	Mission Planning Module Data Loader 

MPDML 	Missile Prelaunch Data Memory Loader

MRTFB	Major Range and Test Facility Base

MTBCF	Mean Time Between Critical Failures

MTPD	Master Test Planning Document

MTTR	Mean Time to Repair

MTTRsw	Mean Time to Repair, Software

MU	Memory Unit

MUR	Memory Unit Receptacle

NAC	Naval Avionics Center

NATOPS	Naval Air Training and Operating Procedures Standardization 

NAVAIR	Naval Air Systems Command

NAVAIRSYSCOM	Naval Air Systems Command

NAWCAD	Naval Air Warfare Center Aircraft Division

NAWCAD-PAX	Naval Air Warfare Center Aircraft Division, Patuxent River, MD

NAWCAD-IND	Naval Air Warfare Center Aircraft Division, Indianapolis, IN

NAWCWD-CL	Naval Air Warfare Center Weapons Division, China Lake, CA

NAWCWPNS	Naval Air Warfare Center Weapons Division

MC	Mission Computer

NCCOSC	Naval Command, Control and Ocean Surveillance Center

NDI	Non-Developmental Item

NEPRF	Naval Environmental Prediction Research Facility

NERF	Naval Emitter Reference File

NESEAD	Naval Electronic Systems Engineering Activity Detachment

NID	Naval Intelligence Data Base

NIPS	Naval Intelligence Processing System

NIS 	National Input  Segments

NITES	NTCS-A(JMCIS)/NCCS-A Integrated Tactical

NITF	National Imagery Transmission Format

NM	New Mexico

NRaD	NCCOSC RDT&E Division

NSA	National Security Agency

NSWC	Naval Surface Warfare Center

NSWC-WO	Naval Surface Warfare Center, White Oak, MD

NTIC	Naval Technical Intelligence Center

NVM	Non-Volatile Memory

OAP	Offset Aimpoint

OB	Order of Battle

OFP	Operational Flight Program

OFS	Operational Flight Software

OPEVAL	Operational Evaluation

OPNAV	Office of the Chief of Naval Operations

OPNAVINST	Office of the Chief of Naval Operations Instruction

OPNOTES	Operational Notes

OPSEC	Operational Security

OPTEVFOR	Operational Test and Evaluation Force

ORD	Operational Requirements Document

OS	Operating System

OSD	Office of the Secretary of Defense

OSF	Open Software Foundation

OT	Operational Testing

OT&E	Operational Test and Evaluation

OTH	Over the Horizon

OTG	Operational Test Group

OTRR	Operational Test Readiness Review

P3I	Pre-Planned Product Improvement

PEA	Preliminary Engineering Analysis

PEO	Program Executive Office

PEO(T)	Program Executive Office (Testing)

PHIGS	Programmer's Hierarchical Interactive Graphics Standard

PMA	Program Management Air

PMW	Program Management Warfare

PRE-OTRR	Pre-Operational Test Readiness Review

PTW 	Precision Targeting Workstation

QA	Quality Assurance

RAM	Random Access Memory

RAM	Requirements Allocation Matrix

ROB	Radar Order of Battle

RRS	Recorder-Reproducer Set

RRT	Rapid Re-Programming Terminal

Rsys	System Reliability

RTM	Radar Terrain Masking

RTMS	Real Time Missile Simulator

RTS	Real Time Simulation

S/R	Software Release

SAC	Strategic Air Command

SAM	Surface to Air Missile

SAR	System Anomaly Report

SATCOM	Satellite Communications

SCCS	Source Code Control System

SCMP	Software Configuration Management Plan

SCN	Specification Change Notification

SCSI	Small Computer Systems Interface

SDD	System Design Document

SDP	Software Development Plan

SDR	System Deficiency Report

SFWSLANT	Strike Fighter Weapons School Atlantic

SGI	Silicon Graphics Incorporated (SGI) 

SINCGARS	Single-Channel Ground and Airborne Radio System

SITS	Systems Integration Test Station

SLAM	Stand-off Land Attack Missile

SLAM ER 	SLAM Expanded Response

SLAP	Solar/Lunar Almanac Program

SMART	SLAM Military Advisory Review Team

SOF	Statement of Functionality

SOR	Statement of Requirements

SOT	Statement of Test

SP	Self Protect

SPA 	Strike Planning Archive

SPAWAR	Space and Warfare System Command

SIPRENET	A Classified Intranet

SQA	Software Quality Assurance 

SQAP	Software Quality Assurance Plan

SQL	Structured Query Language

SMS	Stores Management Set

SRS	Software Requirements Specification

SS	System Specification

SSA	Software Support Activity

STAR	System Threat Assessment Report

STD	Software Test Description

STP	Software Test Plan

STL	Strike Technology Laboratory

STR	Software Trouble Report

STRR	System Test Readiness Review

STU	Secure Telephone Unit

SV	Satellite Vehicle

SVT	System Validation Testing

SW	Software

SWATSLANT	Strike Weapons and Tactics School Atlantic

T&E	Test and Evaluation

TA	Threat Assessment

TAC	Tactical Advanced Computer

TACDB	Tactical Data Base

TACELINT	Tactical ELINT

TACMAN	Tactical Manual

TACREP	Tactical Report

TADIL	Tactical Digital Information Link

TAMMAC	Tactical Aircraft Moving Map Capability

TAMPS	Tactical Automated Mission Planning System

TAPS	Tactical Aircraft Planning System

TARPS	Tactical Air Reconnaissance Pod System

TBD	To Be Determined

TCP	Tactical Communications Processor

TDA	Tactical Decision Aid

TEAMS	Tactical EA-6B Mission Support

TECHEVAL	Technical Evaluation

TEMP	Test and Evaluation Master Plan

TEPP	TERPES Electronic Intelligence (ELINT) Preprocessor

TERPES	Tactical Electronic Reconnaissance Processing & Evaluation System

TESS	Tactical Environmental Support System

TFP	TERPES Fusion Processor

TI	Texas Instruments

TID	TAMPS Interface Device

TIS 	Tactical Input Segments

TL	Test Level

TLAM	Tomahawk Land Attack Missile

TM	Telemetry

TMPS	Tomahawk Mission Planning System

TOB	Tactical Order of Battle

TOO	Targets of Opportunity

TRB	Technical Review Board

TRE	Tactical Receive Equipment

TRW East	TRW, Eastern Division

TRW West	TRW, Western Division

TSPI	Time Space Position Information

TTC	Tape Transport Cartridge

TTP	TERPES TADIL Processor

UAGC	Upper Air Gridded Climatology

UAV	Unmanned Aerial Vehicle

UHF	Ultra High Frequency

UMPM	Uncountered Minefield Planning Model

UNIX	Computer Operating System

USAFETAC	U.S. Air Force Environmental Technical Applications Center

USDR&E	Under Secretary of Defense for Research and Engineering

USMC	United States Marine Corps

USN	United States Navy

UTM	Universal Transverse Mercator

V&V	Verification and Validation

VDD	Version Description Document

VHSIC	Very High Speed Integrated Circuit

VPF	Vector Product Format

VRR	Validation Readiness Review

VX-9	Test and Evaluation Squadron Nine

WAC/BE	World Area Chart and Basic Encyclopedia Number

WDL	Weapon Data Link

WO	Weapons Officer

WSE	Workstation Executive

WSMR	White Sands Missile Range

WSSA	Weapon System Support Activity

WX	Weather

X	X Window System

X11R5	X Window
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Table C-1, TAMPS 6.2 Integrated Test Plan Distribution List

AH-1W/UH-1N, Program Office , China Lake, CA	  41140D

AH-1W/UH-1N, Program Office	PMA-276

ARC-210, NAWCAD Indianapolis, IN	453100C

ARC-210, Program Office	PMA-209D

C-2A, Program Office	PMA-2210113

Commander, Naval Air Warfare Center, Aircraft Division, 

	Patuxent River, MD	4.11.10, MS 1

Commander, Naval Air Warfare Center, Weapons Division, 

	China Lake	455140D

		455320D

		455330D

		471300D

		472250D

		475100D

Commander, Naval Air Warfare Center, Weapons Division, 

	Pt. Mugu	452200E

COMPASS, Project Office, NRaD San Diego, CA	808

Contractors: (BAI, Comptek, IDI, LTOC, MDA, PRB, SAIC, 	

	TRW East, TRW West, Veda)	

Director, Naval Command Center, Ocean Surveillance Center,

	San Diego, CA

RDT&E DIV DET (NRaD DET) Philadelphia, PA	



DMA

E-2C, NRaD San Diego, CA	4323, 4321

E-2C, Class Desk, NAVAIR	4.5.1.1

F-14, Program Office	PMA-241

F-14, WSSA, Point Mugu, CA	4KK200E

F/A-18, Program Office	PMA-265

F/A-18, WSSA NAWCWPNS, China Lake, CA	455320D

FAMP, COMMINEWARCOM, Corpus Christi, TX	N5

GPS, Program Office	PMW-187

HARM, NAWCWPNS, China Lake, CA	471300D

HARM, Program Office	PMA-242-4

JMCIS, SPAWAR	PMW-171-3H

JSOW, Program Office	PMA-201E

JSOW/JDAM, Point Mugu, CA	4KLEC0E, 

	4KLEA0E

JTIDS, Program Office	PMW-159

McDonnell Douglas Aerospace, HOF Region, St. Louis, MO	MC S 982443

	MC2701115

MIDS/JNL, Program Office	PMA-26541

NAWCAD Patuxent River, MD, (GPS, A/C Performance)	

NRaD Det, Philadelphia, PA	

OSD/DOT&E, 1700 Defense Pentagon, 	DOT&E

Washington, D.C. 20301-1700	

OUSD/DTS&E, 1700 Defense Pentagon,	DOT&E

 Washington, D.C. 20301-1700 	

PRB, Hollywood, MD	

SLAM, Point Mugu, CA	4KLEA0E

SLAM, China Lake, CA	

SLAM, Program Office	PMA-258B

TAMPS 6.2, Program Office	PMA-233

TAMPS Class Desk, NAVAIRSYSCOM	4.5.1.3

TAMPS Project Office, Point Mugu, CA	41130TE

TERPES, IS/C Project Office, MARCORSYSCOM		

TERPES, NAWCWPNS, Point Mugu, CA	452200E

Texas Instruments, Dallas, TX	

VX-9, China Lake, CA	
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The TAMPS 6.2, testing plans have been collected from each of the test organizations in an effort to avoid duplication of test efforts.  



The following table lists all planned Pt. Mugu SSA regression tests planned for each of the 4 test phases (Development, Integration, Verification and Validation).



An “X” indicates that  a particular test is planned to be tested during a particular phase.  The last two columns indicate who will have the responsibility to run those tests (or similar tests which evaluate the same requirements), based on tests that they currently plan to run during that phase.  



An “X” in the “Pt. Mugu” column indicates that the Pt. Mugu SSA will run the test.  If a different organization will run the test, that is indicated in the last column.  Results from all tests will still be used for the final System Validation Test Report.

Table  D-1. TAMPS 6.2  Validation Test Plan Summary



��Planned Tests�Responsible��#�Test Description���������Dev.�Ver.�Val.�Mugu�Other�����������NEW SOTs�������96-10�On-Line GPS�X�X��X���97-12�GPS Crypto Key�X�X��X���96-60a�Count-By Function�X�X��X���96-60h�Objects and Values�X�X��X���96-71�RECCE�X�X��X���97-10�TAMMAC�X�X��X���96-52M�PC Card Interface�X�X��X���96-01�MIDB 2.0�X�X��X���95-47�MPLAN�X�X��X���96-68�Remove TARPS�X�X��X���97-13�PFPS�X�X��X�����������1.0�THREAD TESTS���������������1.1�Aircraft �������1.1.1�A-6E�������1.1.2�AH1W�X�X��X���1.1.3�AV8B�������1.1.4�C2A�������1.1.5�CH53E�������1.1.6�E2C/JTIDS�X�X��X���1.1.7�EA6B�������1.1.8�F14D�X�X��X���1.1.9�FA18�������1.1.1�KC130T�������1.1.11�S3B�������1.1.12�SH60B�������1.1.13�UH1N���������������1.2�Weapons�������1.2.1�FAMP/DELTAC��X��X���1.2.2�FAMP/UMPM��X��X���1.2.3�HARM�������1.2.4�JSOW�������1.2.5�SLAM���������������1.3�Miscellaneous�������1.3.1�DAFIF/GPS�X�X��X���1.3.2�DBA/Sys. Adm.�X�X��X���1.3.3�Display�X�X��X���1.3.4�GPS Key�X�X��X���1.3.5�Strip Chart�X�X��X���1.3.6�Threat/Intel�X�X��X���1.3.7�Environment�X�X��X���1.3.8�JMCIS���������������2.0�MP Regression Test Procedures���������������2.1�Generic Aircraft�������2.1.1�Setup���X�X���2.1.2�Display���X�X���2.1.3�GPS Planning���X�X���2.1.4�Tools���X�X���2.1.5�Threat Scenario���X�X���2.1.6�New Mission���X�X���2.1.7�Aircraft loadouts���X�X���2.1.8�Launch/Recovery���X�X���2.1.9�Route Definition���X�X���2.1.10�Transitions���X�X���2.1.11�Ref. OAP to NP/Tgt���X�X���2.1.12�Multi-Checkpt Ref.���X�X���2.1.13�Divert Fields���X�X���2.1.14�Attack Tgt/Jett.���X�X���2.1.15�LZ/FARP/Hov/Grnd���X�X���2.1.16�Air Refuel Event���X�X���2.1.17�Hold/Hack/NASP���X�X���2.1.18�Threat Assess.���X�X���2.1.19�Mission Save/Arch.���X�X���2.1.20�Aircrew Reports���X�X���2.1.21�Solar/Lunar Tool���X�X���2.1.22�Vertical Display���X�X���2.1.23�Msn/Strike Rehearse���X�X���2.1.24�Sensor Performance���X�X���2.1.25�Radar Prediction���X�X���2.1.26�Field of View���X�X���2.1.27�Close Air Support���X�X���2.1.28�Strike Package���X�X���2.1.29�Strip Charts���X�X�����������2.2�Aircraft Specific�������2.2.1�E-2C/F-14�������2.2.1.1�EMDU Support���X�X�-��2.2.1.2�JTIDS/BALD File Create���X�X�-��2.2.1.3�JTIDS/JNL Data Trfr���X�X�-��2.2.1.4�TTC File Transfer���X�X�-��2.2.1.5�TARPS Support���X��F-14��2.2.2�GPSMDL�������2.2.2.1�GPS MDL Download���X��GPS/F14��2.2.2.2�Reversionary file���X��GPS/F14��2.2.2.3�Primary ID File���X��GPS/F14��2.2.2.4�MagVar/GPS Files���X��GPS/F14��2.2.2.5�Declassify F-14 GPSMDL���X��GPS/F14��2.2.2.6�Erase F-14 GPSMDL���X��GPS/F14��2.2.2.7�Download to F-14 GPSMDL���X��GPS/F14��2.2.2.8�Select Flight Plans to Download���X��GPS/F14��2.2.2.9�Select Reversionary Data to Download���X��GPS/F14��2.2.2.10�Select Primary ID File to Download���X��GPS/F14��2.2.2.11�MDL Loadsets���X��GPS/F14��2.2.2.12�F-14A/B Upgrade Files���X��GPS/F14��2.2.2.13�F-14D JTIDS Files���X��GPS/F14��2.2.3�SH-60F/HH-60H�������2.2.3.1�SH-60F Performance�������2.2.3.2�SH-60F Loadouts��Dropped from Procedures�����2.2.3.3�HH-60H Performance�������2.2.3.4�HH-60H Loadouts�������2.2.4�F/A-18�������2.2.4.1�MPM Default - No MU Access��Dropped from Procedures�����2.2.5�Route Coord. / Launch Weapon Event�������2.2.5.1�Display Aircraft Routes���X�X���2.2.5.2�Display Weapon Routes���X�X���2.2.5.3�Launch Weapon Event���X�X���2.2.5.4�Update Weapon Warning���X�X���2.2.5.5�Coordinate Action Point Event���X�X���2.2.5.6�Update Route Warning���X�X���2.2.6�Tactical Waypoints�������2.2.6.1�Add Tactical Waypoints���X��F14��2.2.6.2�Write Tactical Waypoints File���X��F14��2.2.6.3�Display Tactical Waypoints���X��F14��2.2.6.4�Edit Tactical Waypoints���X��F14��2.2.6.5�Delete/Copy Tactical Waypoints���X��F14��2.2.6.6�Delete All Tactical Waypoints���X��F14��2.2.6.7�Tactical Waypoint Report���X��F14��2.2.7�AH-1W Smartpack�������2.2.7.1�Create Coversheet���X�X���2.2.7.2�Modify Coversheet���X�X���2.2.7.3�Create Z-Timeline���X�X���2.2.7.4�Modify Z-Timeline���X�X���2.2.7.5�Create Spreadsheet���X�X���2.2.7.6�Modify Spreadsheet���X�X���2.2.7.7�Create Straightline Timeline���X�X���2.2.7.8�Modify Straightline Timeline���X�X���2.2.7.9�Create Smartpack���X�X���2.2.7.10�Modify Smartpack���X�X���2.2.7.11�Print Smartpack���X�X�����������2.3�Weapon Specific�������2.3.1�Generic Route Data Stucture�������2.3.1.1�GRDS���X�X���2.3.1.2�MP Tools���X�X���2.3.1.3�MPM Display���X�X���2.3.2�Data Elements�������2.3.2.1�DTED Retrieval���X�X���2.3.2.2�Threat Data Retrieval���X�X���2.3.2.3�GPS Data Retrieval���X�X���2.3.2.4�Environmental Data Retrieval���X�X���2.3.3�Flight Profile Display�������2.3.3.1�Flight Profile Display���X�X���2.3.3.2�Threat Objects���X�X���2.3.3.3�Units Setup���X�X���2.3.3.4�DTED Display���X�X���2.3.3.5�Elevation Corridor���X�X���2.3.4�SLAM�������2.3.4.1�SLAM ML Load���X��SLAM����������2.4�Planning Utilities�������2.4.1�Applixware�������2.4.1.1�Applix Software Load���X�X���2.4.1.2�Strike Planner Brief���X�X���2.4.1.3�Strike Brief Print-Epson���X�X���2.4.1.4�Strike Brief Print-PC���X�X���2.4.2�ARC-210�������2.4.2.1�Load SINCGARS Data���X�X���2.4.2.2�ARC-210 Datasets���X�X���2.4.2.3�ARC-210 Aircraft Datasets���X�X���2.4.2.4�ARC-210 Loadsets���X�X���2.4.2.5�ARC-210 Output���X�X���2.4.3�COMPASS�������2.4.3.1�Session Setup���X�X���2.4.3.2�Sharing Route Overlays���X�X���2.4.3.3�Sharing Annotations���X�X���2.4.3.4�Sharing Symbols���X�X���2.4.3.5�Composite Route Preview���X�X���2.4.3.6�DIS-Based Simulation���X�X���2.4.4�On-line Support Tools�������2.4.4.1�Install PST (TAMPS)���X�X���2.4.4.2�De-Install PST (TAMPS)���X�X���2.4.4.3�PST Search (TAMPS)���X�X���2.4.4.4�Install PST (PC)���X�X���2.4.4.5�Procedures (TAMPS)���X�X���2.4.4.6�Select Job���X�X���2.4.4.7�Job Planner Notes���X�X���2.4.4.8�Mission Planning Tutorial (TAMPS)���X�X���2.4.4.9�System Admin Tutorial (TAMPS)���X�X���2.4.4.10�Mission Planning Tutorial (PC)���X�X���2.4.4.11�System Admin Tutorial (PC)���X�X���2.4.4.12�Mission Planning Documentation (TAMPS)���X�X���2.4.4.13�System Admin Documentation (TAMPS)���X�X���2.4.4.14�Mission Planning Documentation (PC)���X�X���2.4.4.15�System Admin Documentation (PC)���X�X���2.4.4.16�Mission Planning Lessons (TAMPS)���X�X���2.4.4.17�System Admin Lessons (TAMPS)���X�X���2.4.4.18�Mission Planning Lessons (PC)���X�X���2.4.4.19�System Admin Lessons (PC)���X�X���2.4.5�Symbol Sets�������2.4.5.1�DBA Symbol Set Selection���X�X���2.4.5.2�MPM Symbol Set Selection���X�X���2.4.5.3�TAMPS Object Symbol Selection���X�X���2.4.5.4�Symbol Annotation���X�X���2.4.5.5�New MPM Symbols���X�X���2.4.5.6�Symbol Mapping Tool���X�X���2.4.5.7�Flight Event Symbols���X�X���2.4.5.8�Clutter/Declutter Bucket Functions���X�X�������������������3.0�DBA PROCEDURES���������������3.1�Data Load�������3.1.1�DMA Products�������3.1.1.1�DMA Products���X�X���3.1.1.2�DAFIF Load���X�X���3.1.1.3�DAFIF Full/Transaction���X�X���3.1.1.4�DAFIF Warning���X�X���3.1.1.5�ADRG���X�X���3.1.1.6�CADRG���X�X���3.1.2�Intelligence Data�������3.1.2.1�Intelligence Data���X�X���3.1.2.2�NID���X�X���3.1.3�Weapons Data�������3.1.3.1�Weapons Data���X�X���3.1.4�Environmental Effects Data�������3.1.4.1�GUAC���X�X���3.1.5�Avionics�������3.1.5.1�Magvar���X�X���3.1.5.2�GPS Almanac - DAFIF CD���X�X���3.1.5.3�GPS Almanac - Yuma���X�X���3.1.5.4�GPS Almanac - NAVSTAR���X�X���3.1.5.5�GPS Parser - NAVSTAR���X�X���3.1.5.6�GPS Parser - Yuma���X�X���3.1.5.7�GPS Parser - Help���X�X���3.1.5.8�JTIDS Update���X�X���3.1.5.9�Load Initial JTIDS/MIDS Libraries���X�X���3.1.5.10�Load Replacement JTIDS/MIDS Libraries���X�X���3.1.5.11�Delete JTIDS/MIDS Libraries���X�X���3.1.6�Imagery�������3.1.6.1�Imagery Load���X�X���3.1.6.2�Imagery Remove���X�X�����������3.2�Database Update - Manual Editors�������3.2.1�DMA Data�������3.2.1.1�DAFIF Manual Editors���X�X���3.2.1.2�DAFIF Airbase Manual Editors���X�X���3.2.1.3�DAFIF Navaid Manual Editors���X�X���3.2.1.4�DAFIF Waypoint Manual Editors���X�X���3.2.2�Intelligence Data�������3.2.2.1�IDB Manual Update���X�X���3.2.2.2�EPL Manual Update���X�X���3.2.2.3�NERF Manual Update���X�X���3.2.2.4�NID Aircraft Add/Edit���X�X���3.2.2.5�NID Individual Ship Add/Edit���X�X���3.2.2.6�NID Gun Add/Edit���X�X���3.2.2.7�NID Helicopter Add/Edit���X�X���3.2.2.8�NID RAPADS Add/Edit���X�X���3.2.2.9�NID Radar Add/Edit���X�X���3.2.2.10�NID SAM Add/Edit���X�X���3.2.3�Tailored Data�������3.2.3.1�Polygon Defense Area Update���X�X���3.2.3.2�Visual Line/Point Features���X�X���3.2.4�Targets�������3.2.4.1�DBA Target Setup Defaults���X�X���3.2.4.2�MPM Target Setup Defaults���X�X���3.2.4.3�High Precision DBA Targets���X�X���3.2.4.4�Low Precision DBA Targets���X�X���3.2.4.5�High Precision Planner Targets���X�X���3.2.4.6�Low Precision Planner Targets���X�X���3.2.4.7�DBA Target Update���X�X���3.2.5�Interim Threat Update�������3.2.5.1�Session Setup���X�X���3.2.5.2�Edit Interim Threats-IDB Symbol Select���X�X���3.2.5.3�Edit Interim Threats-Existing Interim Data���X�X���3.2.5.4�Delete Threats From the Display���X�X���3.2.5.5�Add Interim Threats to IDB���X�X���3.2.5.6�Display Interim Threats���X�X�����������3.3�Database Update - LAN Editors�������3.3.1�Intelligence Data�������3.3.1.1�IDB Tactical Updates (JMCIS)���X�X���3.3.1.2�IDB Update from RAAP (Facilities)���X�X���3.3.1.3�IDB Update from RAAP (Units)���X�X���3.3.1.4�Manual Update from RAAP (Facilities)���X�X���3.3.1.5�Manual Update from RAAP (Units)���X�X���3.3.2�Imagery�������3.3.2.1�Access to 5D Imagery���X�X���3.3.2.2�Copy Imagery from 5D Server���X�X���3.3.3�Targets�������3.3.3.1�Auto Target Updates from RAAP���X�X���3.3.3.2�Manual Target Updates from RAAP���X�X���3.3.4�Environmental Effects�������3.3.4.1�NITES/TESS Interface���X�X���3.3.4.2�Message Interface���X�X�����������3.4�Mission Planning Data Functions�������3.4.1�RTMs / MERAs�������3.4.1.1�RTM Update���X�X���3.4.1.2�RTM and MERA - NID 2���X�X���3.4.2�Target Planning�������3.4.2.1�Target Mission Planning���X�X���3.4.3�Aircraft Data�������3.4.3.1�Aircraft Data Update���X�X���3.4.4�Avionics�������3.4.4.1�GPS Nav File Validation���X��GPS��3.4.4.2�GPS Nav File Filter - WW���X��GPS��3.4.4.3�GPS Nav File Filter - Corridor���X��GPS��3.4.4.4�GPS Nav File Filter - Geographic Area���X��GPS��3.4.4.5�GPS Nav File Filter - Individual Site���X��GPS��3.4.4.6�GPS Nav File Filter - Individual Point���X��GPS��3.4.4.7�GPS Nav File Filter - By Type���X��GPS��3.4.4.8�GPS Nav File Filter - By CC/Province���X��GPS��3.4.4.9�GPS Nav File Manual Duplicate Resolution���X��GPS��3.4.4.10�GPS Nav File Automatic Resolution ���X��GPS��3.4.4.11�Open GPS Navigation File���X��GPS��3.4.4.12�GPS Ampinfo���X��GPS��3.4.5�Environmental Data Display�������3.4.5.1�Environment Overlay Preparation���X�X���3.4.5.2�Gridded Field Selection���X�X�����������3.5�Objects / Queries�������3.5.1�Database Access�������3.5.1.1�Object Review���X�X���3.5.1.2�Create/Delete Object���X�X���3.5.1.3�Modify Object���X�X���3.5.1.4�Query Creation/Execution���X�X���3.5.1.5�Geo Creation���X�X���3.5.1.6�Subqueries���X�X���3.5.2�DMA Queries�������3.5.2.1�DAFIF Objects / Queries���X�X���3.5.2.2�DAFIF L/R Selection���X�X���3.5.2.3�DAFIF Mission Planning Selection���X�X���3.5.3�Inteligence Queries�������3.5.3.1�NID Object���X�X���3.5.3.2�NID Queries���X�X���3.5.3.3�NID Subqeries���X�X���3.5.4�Target Object and Queries�������3.5.4.1�RAAP Target Object/Query���X�X���3.5.4.1�Target Object and Queries���X�X�����������3.6�Archive / Restore�������3.6.1�TAMPS Database�������3.6.1.1�TAMPS Database Dump/Restore���X�X���3.6.2�DMAProducts�������3.6.2.1�Archive/Restore DMA Maps/Charts���X�X���3.6.3�Intelligence Data�������3.6.3.1�Archive/Restore Intelligence Data���X�X���3.6.4�Environmental Data�������3.6.4.1�Archive/Restore Environmental Data���X�X���3.6.5�Mission/Strike Plan�������3.6.5.1�Archive/Restore Mission/Strike Plan���X�X���3.6.6�System�������3.6.6.1�Archive/Restore System���X�X���3.6.7�Targets�������3.6.7.1�Archive/Restore Targets���X�X�����������3.7�Display Admin.�������3.7.1�Op Area�������3.7.1.1�Op Area Creation���X�X���3.7.2�Layers�������3.7.2.1�Default Layers���X�X���3.7.2.2�Layer Management���X�X���3.7.2.3�Object Actions���X�X���3.7.2.4�Annotation Layers���X�X���3.7.3�Map�������3.7.3.1�Map Data Access���X�X���3.7.3.2�Map Display���X�X���3.7.3.3�Map View���X�X���3.7.3.4�Map Tools���X�X���3.7.4�User Defined Menus�������3.7.4.1�DBA User Defined Menu���X�X�����������3.8�Crypto Key Admin�������3.8.1�Crypto Key Load�������3.8.1.1�Crypto Key Load - DTD���X�X���3.8.1.2�Crypto key Load - Manual���X�X���3.8.2�Crypto Key Utilities�������3.8.2.1�Crypto Key Access���X�X���3.8.2.2�Bulk Data File Load���X�X���3.8.2.3�Bulk Data File Administration���X�X���3.8.2.4�Crypto Key Purge���X�X���3.8.3�Audit Log�������3.8.3.1�Audit Log���X�X�����������3.9�Reports�������3.9.1�Database Reports�������3.9.1.1�Database Report���X�X���3.9.2�DMA Products Reports�������3.9.2.1�Chart Data Report���X�X���3.9.2.2�DAFIF Database Report���X�X���3.9.3�Intelligence Reports�������3.9.3.1�NID Aircraft Report���X�X���3.9.4�Imagery Data Report�������3.9.4.1�Imagery Data Report���X�X���3.9.5�Target Report and Amp Info�������3.9.5.1�Target Report and Amp Info���X�X���3.9.6�JTIDS/MIDS Reports�������3.9.6.1�JTIDS/MIDS Reports���X�X�����������4.0�SA PROCEDURES���������������4.1�TAMPS Install�������4.1.1.1�TAMPS SysGen - Mag Tape Media���X�X���4.1.1.2�TAMPS SysGen - CDROM���X�X���4.1.2.1�Menu Select - DBA���X�X���4.1.2.2�MPM Re-Install���X�X���4.1.2.3�MPM Specific Help Load���X�X���4.1.2.4�MPM Specific Help Function���X�X���4.1.2.5�Polynomial Installation���X�X���4.1.2.6�MPM Initialization���X�X���4.1.2.7�Aircraft Weapons Loadout���X�X���4.1.2.8�Aircraft Attack Target���X�X���4.1.3.1�Start Up Message Display���X�X�����������4.2�System Mgmt.�������4.2.1.1�Account Management���X�X���4.2.2.1�Workstation Management���X�X���4.2.2.2�Alerts���X�X���4.2.2.3�Help���X�X�����������4.3�Comms. Admin.�������4.3.1.1�General Communications Functions���X�X���4.3.1.2�Line Configuration���X�X���4.3.1.3�Interface Activation���X�X���4.3.1.4�Message Creation���X�X���4.3.1.5�Message Transmit/Reception���X�X���4.3.1.6�Segmented Message Reception���X�X���4.3.1.7�Op-to-Op Exchange���X�X���4.3.1.8�Routing���X�X���4.3.1.9�TAMPS/TERPES/TEAMS���X�X���4.3.1.10�Archive���X�X���4.3.1.11�Retrieve���X�X�����������4.4�System Utilities�������4.4.1.1�GO/NO GO Utilities���X�X���4.4.1.2�MU/MDL Utilities���X�X���4.4.1.3�Print Screen Utility���X�X�������������������
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