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Statement of Requirement (SOR)


Purpose: To provide automated recognition of GPS cryptographic keys independent of user defined input.


Requirement: TAMPS Core is required to automatically determine GPS cryptographic key type (weekly, yearly) based on GPS key only.


Key recognition not based on short title or any other user entered data


TAMPS shall automatically determine key type, and correctly write key to GPS database. User shall not be able to manually change key type.


Key recognition shall be provided for keys transferred via AN/CYZ-10 or manually entered via keyboard.


Key types other than weekly or yearly shall not be stored in the database as an “unknown” type. Key type shall not be editable. User shall be given a warning message that the key is not a known type and will not be stored in the TAMPS database. �
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Requirement Source:


SLAM OAG 4 Dec. 1996


SCP II-5 - “Provide method for TAMPS to independently check the crypto key type and date.”


6/23/97 Removed requirement to store unknown keys per Darin Martin.�
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Criticality ("X" highest appropriate level and indicate rationale at right)


____	Safety of Flight (relative to data load)


__X__	Mission Critical (relative to mission of a/c, wpn. or system)


____	Mission Required (a mission subarea which can not be accomplish�ed if requirement not met.�
Criticality Rationale


Impact: Detrimental effect on mission success


Workaround:  Determine key type by checking user entered short title. This method will not prevent incorrect key types being entered or transferred to TAMPS due to possibility of human error�
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Requirement Sponsor


PMA-258�
Sponsor ($)


PMA 258�
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Validation Event and Date (e.g., SCRB, SRR)


Submitted for 6.2 SRR 2 23 Jan 97;


1/23/97 Validated at 6.2 SRR II.


3/13/97 Removed requirement for automatic recognition of maintenance keys per Darin Martin.


6/23/97 Removed requirement to store keys with unknown types per Darin Martin.�
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�6/23/97 Removed requirement to store unknown keys per Darin Martin,





	�











