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3.2  Statements of Functionality



CS0037	System generation shall support installation of TAMPS application software and databases, including construction of TAMPS database schema.



3.2.1  TAMPS MIDB Installation CSC



3.2.1.1  The System Generation CSC shall use the TAMPS MIDB Installation CSC to install the MIDB system.

3.2.1.2  The TAMPS MIDB Installation CSC shall install the TAMPS subset of the MIDB software.

3.2.1.2.1  The TAMPS MIDB Installation CSC shall install the MIDB Brokered Login Trusted Services (BLTS) software.

3.2.1.2.1.1  The TAMPS MIDB Installation CSC shall install the BLTS server software on the system.

3.2.1.2.1.2  The TAMPS MIDB Installation CSC shall install the BLTS client software on the system.

3.2.1.2.1.3  The TAMPS MIDB Installation CSC shall install required “start-up” scripts  on the system to start the BLTS applications.

3.2.1.2.2  The TAMPS MIDB Installation CSC shall install the MIDB Production System software.

3.2.1.2.3  The TAMPS MIDB Installation CSC shall install the MIDB Data Exchange System software.

3.2.1.2.4  The TAMPS MIDB Installation CSC shall install the MIDB Data Query System software.

3.2.1.2.5  The TAMPS MIDB Installation CSC shall install the MIDB database schema.

3.2.1.2.5.1  The TAMPS MIDB Installation CSC shall support twothree types of database  installation.

3.2.1.2.5.1.1  The TAMPS MIDB Installation CSC shall support a “server” MIDB  installation.

3.2.1.2.5.1.1.1  The “server” MIDB installation shall install all MIDB tables.

3.2.1.2.5.1.1.2  This installation shall support a complete load of MIDB data.

3.2.1.2.5.1.1.3  This installation shall support scenario data.

3.2.1.2.5.1.2  The TAMPS MIDB Installation CSC shall support a “workstation” MIDB installation. 

3.2.1.2.5.1.2.1  The “workstation” MIDB installation shall install all MIDB tables.

3.2.1.2.5.1.2.2  This installation shall be support  a subset of MIDB data.

3.2.1.2.5.1.2.3  This installation shall support scenario data.

3.2.1.2.5.1.3  DELETEDThe TAMPS MIDB Installation CSC shall support a “remote” MIDB installation.

3.2.1.2.5.1.3.1  DELETEDThe “remote” MIDB installation shall install only the MIDB application software.

3.2.1.2.5.1.3.2  DELETEDThe “remote” MIDB installation shall require a connection to a “server” or “workstation” MIDB installation.

 NOTE: The “remote” MIDB installation may be used in those situations where a TAMPS workstation will always be connected to a MIDB database server.

3.2.1.2.6  DELETEDThe TAMPS MIDB Installation CSC shall provide the capability to install the MIDB database and software separately from system generation.

3.2.1.2.6.1  DELETEDThe TAMPS MIDB Installation CSC shall check for required disk space.

3.2.1.2.6.2  DELETEDIf the TAMPS MIDB Installation CSC cannot find the required disk space for the selected installation, it shall inform the user and exit the install process without installing the MIDB database and software.

3.2.1.2.7  DELETEDThe TAMPS MIDB Installation CSC shall accept user input to define the parameters of the MIDB installation.

3.2.1.2.8  The TAMPS MIDB Installation CSC shall assign a unique MIDB Server ID to the system.

3.2.1.2.8.1  The TAMPS MIDB Installation CSC shall use the MIDB Server ID when generating a database record’s surrogate key. 

3.2.1.2.8.2  The TAMPS MIDB Installation CSC shall ensure that the MIDB surrogate key counters are initialized such that newly generated surrogate keys will not conflict with any surrogate key previously generated.

3.2.1.2.9  In a JMCIS environment (e.g., TAMPS-Afloat), the TAMPS MIDB Installation CSC shall initialize access to the MIDB database stored on the JMCIS system.





CS0230	Allow the system administrator to add, modify, and delete accounts through a menu driven interface.



3.2.2  TAMPS System Administration CSC



3.2.2.1  The TAMPS System Administration CSC shall ensure that created user accounts have appropriate permissions for the MIDB databases.

3.2.2.2  In a JMCIS environment (e.g., TAMPS-Afloat), the TAMPS System Administration CSC shall ensure that created user accounts have appropriate permissions for the JMCIS MIDB databases.

3.2.2.3  The TAMPS System Administration CSC shall ensure maintenance access to the MIDB is restricted to the TAMPS Database Administrator (DBA) role.

 3.2.2.3.1  he TAMPS System Administration CSC shall restrict MIDB archive operations to the TAMPS DBA role.

3.2.2.3.2  The TAMPS System Administration CSC shall restrict MIDB restore operations to the TAMPS DBA role.

3.2.2.3.3  The TAMPS System Administration CSC shall restrict MIDB load operations to the TAMPS DBA role.

 3.2.2.3.4  The TAMPS System Administration CSC shall restrict MIDB maintenance operations to the TAMPS DBA role. 

3.2.2.4  In a MP-LAN environment, the TAMPS MIDB Installation CSC shall support generation of a subset of the currently loaded MIDB GMI data for copying to client workstation databases.

3.2.2.4.1  DELETEDIn an MP-LAN environment, the TAMPS MIDB Installation CSC shall allow the Database Administrator to specify the subset of MIDB GMI data to be copied to the client workstation databases.





CT0480	To support inter-operability with other Mission Planning, Intelligence, Imagery, and Weaponeering systems, TAMPS shall use the DIA produced MIDB schema, tables, and software to support its general military intelligence (GMI) data needs.



CT0483	TAMPS shall support the ability to operate against exercise/scenario intelligence data.



3.2.3.  Intelligence Data Processing



3.2.3.1  GMI Data CSC



3.2.3.1.1  The GMI Data CSC shall support mission planning against operational data.

3.2.3.1.2  The GMI Data CSC shall support mission planning against scenario data.

3.2.3.1.2.1  The GMI Data CSC shall support storage of data for up to 17 different scenarios at the same time.

3.2.3.1.2.2  The GMI Data CSC shall limit query access to 1 (one) scenario at a time.

3.2.3.1.2.3  The GMI Data CSC shall limit create access to 1 (one) scenario at a time.

3.2.3.1.2.4  The GMI Data CSC shall limit modify access to 1 (one) scenario at a time.

3.2.3.1.2.5  The GMI Data CSC shall limit delete access to 1 (one) scenario at a time.

3.2.3.1.2.6  Deleted.

3.2.3.1.2.7  The GMI Data CSC shall provide the DBA the capability to add a set of scenario data.

3.2.3.1.2.8  The GMI Data CSC shall provide the DBA the capability to remove a set of scenario data.

3.2.3.1.2.9  The GMI Data CSC shall allow the DBA to allow access to a set of scenario data.

3.2.3.1.2.10  The GMI Data CSC shall allow the DBA to stop access to a set of scenario data.

3.2.3.1.3  The GMI Data CSC shall support query and maintenance of the following data sets:

3.2.3.1.3.1  Equipment  - This data set provides the structure for equipment such as Surface-to-Air Missiles, Radars (including parametric data), Anti-Aircraft Artillery, Aircraft, Helicopters, and various other types of equipment.  This data set holds information on where the specific piece of equipment is located, e.g., SA-2F at this location, SA-2F at that location, etc.  It also provides the structure for holding associated ELINT Notations, as well as parametric data.

3.2.3.1.3.2  Equipment Index - This data set provides the structure for equipment such as Surface-to-Air Missiles, Radars (including parametric data), Anti-Aircraft Artillery, Aircraft, Helicopters, and various other types of equipment.  However, this data set does not hold any type of location data.  It simply has information on a piece of equipment, e.g., SA-2F.

3.2.3.1.3.3  Unit - This data set provides the structure for command, combat, and combat support units.

3.2.3.1.3.4  Facility - This data set provides the structure for facilities such as Surface-to-Air Missile sites, Radar sites, Anti-Aircraft Artillery sites, and Airfields.  This data set holds information on where the specific facility is located, e.g., SAM site at this location, SAM site at that location, etc.

3.2.3.1.3.5  Target - This data set consists of the data elements required to support target aimpoint definition, as well as target lists, and weaponeering information.

3.2.3.1.3.6  Observation - This data set provides the structure for locally observed data, it contains data elements that support detailed ELINT parametric data.

3.2.3.1.3.7  Track - This data set provides the structure for time-dependent analysis of Observation data.  The current CONOPS for Observation/Track data is that uncorrelated observations go into the Observation data set, while correlations are added to the Track data set.

3.2.3.1.4  The GMI Data CSC shall provide the data elements required (equipment code and position data) to support radar terrain mask calculations for radar entries.

3.2.3.1.5  The GMI Data CSC shall provide the data elements required (equipment code and position data) to support range ring calculations for surface-to-air missile (SAM) entries.

3.2.3.1.6  The GMI Data CSC shall provide the data elements required (equipment code and position data) to support range ring calculations for anti-aircraft artillery (AAA) entries.



CT0671	TAMPS shall provide the planner the capability to create and maintain a set of threat data separate and distinct from the MIDB data.



3.2.3.2  Interim Threat CSC



3.2.3.2.1  The Interim Threat CSC shall support creation of threat data.

3.2.3.2.2  The Interim Threat CSC shall support storage of threat data.

3.2.3.2.3  The Interim Threat CSC shall support display of threat data.

3.2.3.2.3.1  The Interim Threat CSC shall use the Overlay Manager to support graphic display of query results.

3.2.3.2.3.2  The Interim Threat CSC shall use the Text Tool to support textual display of query results.

3.2.3.2.4  The Interim Threat CSC shall support modification of existing records.

3.2.3.2.5  The Interim Threat CSC shall support deletion of existing records.

3.2.3.2.6  The Interim Threat CSC shall provide ownership designation of records to restrict modification and deletion to the data originator.

3.2.3.2.7  The Interim Threat CSC shall support creation of Range Rings based upon Interim Threat data.

3.2.3.2.8  The Interim Threat CSC shall support creation of Radar Terrain Masks based upon Interim Threat data.

3.2.3.2.9  The TAMPS DBA shall be capable of deleting any Interim Threat data.

3.2.3.2.10  The TAMPS DBA shall be capable of updating the MIDB database with data available from the TAMPS Interim Threat database.

 3.2.3.2.11  The Interim Threat CSC shall automatically delete the record from the Interim Threat database once the DBA updates the MIDB GMI database with that record.



CT0485	TAMPS shall provide the capability to load MIDB data from any DIA approved MIDB 2.0 production facility.



3.2.3.3  MIDB Data Load CSC



3.2.3.3.1  The MIDB Data Load CSC shall support loading GMI data into an empty MIDB GMI database.

3.2.3.3.2  The MIDB Data Load CSC shall support overwriting an existing MIDB GMI database with new GMI data.

3.2.3.3.3  The MIDB Data Load CSC shall support bulk GMI data updates to an existing MIDB GMI database.

3.2.3.3.4  The MIDB Data Load CSC shall support loading of operational GMI data.

3.2.3.3.5  The MIDB Data Load CSC shall support loading of exercise/scenario GMI data.

3.2.3.3.6  The MIDB Data Load CSC shall be able to process Sybase Bulk Copy (BCP) files.

3.2.3.3.7  The MIDB Data Load CSC shall be able to process Standard Extract Format (SEF) files.

3.2.3.3.8  The MIDB Data Load CSC shall be able to process IDB Transaction Files (IDBTFs) files.

3.2.3.3.9  The MIDB Data Load CSC shall support loading GMI data from standard TAMPS mass storage devices.

3.2.3.3.10  The MIDB Data Load CSC shall support loading GMI data to the client workstations from the TAMPS server attached via the Mission Planning LAN.

3.2.3.3.11  The MIDB Data Load CSC shall support updating the client workstations from the TAMPS server attached via the Mission Planning LAN.

3.2.3.3.12  In a JMCIS environment (e.g., TAMPS-afloat), the MIDB Data Load CSC shall process updates from the JMCIS CDBS replication server to the TAMPS Server via the Mission Planning LAN-JMCIS LAN connection.

3.2.3.3.13  The MIDB Data Load CSC shall provide a report to the DBA on any data that cannot be loaded.

3.2.3.3.14  In a JMCIS environment (e.g., TAMPS-afloat), the MIDB Data Load CSC shall provide a report to the DBA on any replication failures.

3.2.3.3.15  The MIDB Data Load CSC shall support selective (profiled) extraction of data.

3.2.3.3.16  The MIDB Data Load CSC shall support selective (profiled) insertion of data.

3.2.3.3.17  The MIDB Data Load CSC shall allow the DBA to define new data profiles.

3.2.3.3.18  The MIDB Data Load CSC shall provide a default profile to support an MIDB Server configuration.

3.2.3.3.19  The MIDB Data Load CSC shall provide a default profile to support an MIDB Workstation configuration.



CT0525 	TAMPS shall provide the capability to query for intelligence data and display the results.



 3.2.3.4  MIDB Query CSC



3.2.3.4.1  The MIDB Query CSC shall use the Overlay Manager to support graphic display of query results.

3.2.3.4.2  The MIDB Query CSC shall use the Text Tool to support textual display of query results.

3.2.3.4.3  The MIDB Query CSC shall use the Object Hierarchy to support querying for data.

3.2.3.4.3.1  The MIDB Query CSC shall provide the capability to query for operational data. 

3.2.3.4.3.2  The MIDB Query CSC shall provide the capability to query for scenario data.

3.2.3.4.3.3  The MIDB Query CSC shall restrict the queries to only one set of scenario data at a time.

3.2.3.4.3.4  The MIDB Query CSC shall require the user to select the data set that the query is run against.

3.2.3.4.3.5  The MIDB Query CSC shall use operational data by default.

3.2.3.4.4  The MIDB Query CSC shall support the following pre-defined queries:

3.2.3.4.4.1  The MIDB Query CSC shall support pre-defined queries for the following data:

3.2.3.4.4.1.1  Airfields

3.2.3.4.4.1.1.1  To the major types of airfields

3.2.3.4.4.1.1.2  Including an all types option

3.2.3.4.4.1.2  Anti-Aircraft Artillery (AAA) sites/equipment

3.2.3.4.4.1.2.1  To the level of the type of gun

3.2.3.4.4.1.2.2  Including an all types option

3.2.3.4.4.1.3  Surface-to-Air Missiles (SAM)

3.2.3.4.4.1.3.1  To the level of the individual SAM equipment

3.2.3.4.4.1.3.2  Including an all types option

3.2.3.4.4.1.4  Radars

3.2.3.4.4.1.4.1  To the level of radar type

3.2.3.4.4.1.4.2  Including an all types option

3.2.3.4.4.1.5  Units

3.2.3.4.4.1.5.1  To the level of unit primary mission

3.2.3.4.4.1.5.2  DELETED

3.2.3.4.4.1.6  Aircraft

3.2.3.4.4.1.6.1  Fixed wing aircraft

3.2.3.4.4.1.6.2  Rotary wing aircraft.

3.2.3.4.4.1.7  Ships

3.2.3.4.4.1.8  Targets

3.2.3.4.5  The MIDB Query CSC shall support spatial objects for the following data:

3.2.3.4.5.1  Airfields

3.2.3.4.5.1.1  To the major types of airfields

3.2.3.4.5.2  AAA sites/equipment

3.2.3.4.5.2.1  To the level of the type of gun

3.2.3.4.5.3  SAMs

3.2.3.4.5.3.1  To the level of the individual SAM equipment

3.2.3.4.5.4  Radars

3.2.3.4.5.4.1  To the level of radar type

3.2.3.4.5.5  Surface-to-Surface Missiles

3.2.3.4.5.6  Units

3.2.3.4.5.6.1  To the primary mission/echelon level

3.2.3.4.5.7  Aircraft

3.2.3.4.5.7.1  Fixed wing

3.2.3.4.5.7.2  Rotary wing

3.2.3.4.5.8  Ships

3.2.3.4.5.9  Targets

3.2.3.4.6  The MIDB Query CSC shall support text objects for the following data:

3.2.3.4.6.1  Radar ELINT Notations

3.2.3.4.6.2  Remarks

3.2.3.4.6.3  Equipment

3.2.3.4.7  The MIDB Query CSC shall by default retrieve the “best” data from the database.  Best data is defined as data that matches all other conditions of the query as well as the following:

The most recent update to a record that is marked as a “local” update

Any other record that does not have any “local” updates

3.2.3.4.8  The MIDB GMI Query CSC shall provide the capability to retrieve historical data instead of “best” data.



CT0540	TAMPS shall provide the capability to manually maintain the MIDB GMI data.



3.2.3.5  GMI Editor CSC



3.2.3.5.1  In a standalone environment (e.g., TAMPS-ashore), the GMI Editor CSC shall perform all edits against the workstation’s MIDB database.

3.2.3.5.2  In an MP LAN environment (e.g., TAMPS-afloat, without JMCIS connectivity), the GMI Editor CSC shall perform all edits against the TAMPS Server’s MIDB database.

3.2.3.5.2.1  The GMI Editor CSC shall support being disabled when connected to the MP LAN.

3.2.3.5.2.2  The GMI Editor CSC shall support being enabled when disconnecting from the MP LAN.

3.2.3.5.3  In a JMCIS environment (e.g., TAMPS-afloat), the GMI Editor CSC shall perform all edits against the JMCIS MIDB database.

3.2.3.5.3.1  The TAMPS Server MIDB database shall be used only for processing of TAMPS query requests.

3.2.3.5.3.2  Updated data from the JMCIS MIDB shall be replicated to the TAMPS MIDB.

3.2.3.5.3.3  The TAMPS Server MIDB database shall only accept updates from the JMCIS server.

3.2.3.5.4  The GMI Editor CSC shall provide the capability to create data.

3.2.3.5.5  The GMI Editor CSC shall provide the capability  to modify data.

3.2.3.5.6  The GMI Editor CSC shall provide the capability to delete data.



CT0550	TAMPS MPMs shall have programmatic access to the MIDB GMI data.



3.2.3.6  GMI Application Interface CSC



3.2.3.6.1  The GMI Application Interface CSC shall provide the capability to query for Facility data.

3.2.3.6.2  The GMI Application Interface CSC shall provide the capability to query for Equipment data.

3.2.3.6.3  The GMI Application Interface CSC shall provide the capability to query for Unit data.

3.2.3.6.4  The GMI Application Interface CSC shall provide query capability for data based upon geographic bounding rectangle and threat type.

3.2.3.6.5  The GMI Application Interface CSC shall provide the capability of specifying the returned data items within the data set.



CT1098	To support inter-operability with other Mission Planning, Intelligence, Imagery, and Weaponeering systems, TAMPS shall use the MIDB target data schema to support its target data needs.

3.2.4  Target Data Processing



3.2.4.1  Target Data CSC



3.2.4.1.1  The Target Data CSC shall use the Overlay Manager to support graphic display of query results.

3.2.4.1.2  The Target Data CSC shall use the Text Tool to support textual display of query results.

3.2.4.1.3  The Target Data CSC shall use the Object Hierarchy to support querying for data.

3.2.4.1.4  The Target Data CSC shall support storage of target data.

3.2.4.1.5  The Target Data CSC shall support retrieval of target data.

3.2.4.1.6  The Target Data CSC shall support modification of target data.

3.2.4.1.7  The Target Data CSC shall define a target by  its geospatial coordinates and a unique identifier.

3.2.4.1.8  The Target Data CSC shall provide the capability to convert a coordinate from any TAMPS defined datum to a coordinate in any other TAMPS defined datum.

3.2.4.1.9  The Target Data CSC shall perform datum conversions with no more than 1%  computational error. 

3.2.4.1.10  The Target Data CSC shall display the target location in the current application’s selected horizontal datum.

3.2.4.1.11  The Target Data CSC shall be capable of defining target location coordinates to 1/100 of an arc-second.

3.2.4.1.12  The Target Data CSC shall store target location coordinates to the precision specified when the target record was created.

3.2.4.1.13  The Target Data CSC shall retrieve target location coordinates at the same precision in which it was stored.

3.2.4.1.14  The Target Data CSC shall display target location coordinates at the current application’s selected level of precision.

3.2.4.1.15  The Target Data CSC shall provide the capability to store the horizontal datum in which the target was defined.

3.2.4.1.16  The Target Data CSC shall provide the capability to retrieve the horizontal datum in which the target was defined.

3.2.4.1.17  The Target Data CSC shall provide the capability to store a target’s horizontal location accuracy value and associated unit of measurement.

3.2.4.1.18  The Target Data CSC shall provide the capability to retrieve a target’s horizontal location accuracy value and associated unit of measurement.

3.2.4.1.19  The Target Data CSC shall provide the capability to store a target’s vertical location accuracy value and associated unit of measurement.

3.2.4.1.20  The Target Data CSC shall provide the capability to retrieve a target’s vertical location accuracy value and associated unit of measurement.

3.2.4.1.21  The Target Data CSC shall provide the capability to display a target’s horizontal accuracy value and associated unit of measurement.

3.2.4.1.22  The Target Data CSC shall provide the capability to display a target’s vertical accuracy value and associated unit of measurement.

3.2.4.1.23  The Target Data CSC shall provide the capability to store a target’s confidence data.

3.2.4.1.24   The Target Data CSC shall provide the capability to retrieve a target’s confidence data.

3.2.4.1.25  The Target Data CSC shall provide the capability to display a target’s confidence data.

3.2.4.1.26  The Target Data CSC shall support storage of target data provided by the JTIM (Joint Service Imagery Production System - Navy (JSIPS-N)--TAMPS Interface Module) Core Extension.

3.2.4.1.27  The Target Data CSC shall support retrieval of target data provided by the JTIM Core Extension.

3.2.4.1.28  The Target Data CSC shall support display of target data provided by the JTIM Core Extension.

3.2.4.1.29  The Target Data CSC shall differentiate TAMPS targets from other target records within the target tables.

3.2.4.1.30  The Target Data CSC shall differentiate TAMPS planner targets from TAMPS DBA targets.

3.2.4.1.31  The Target Data CSC shall provide a capability to associate targets and missions.



 CT1100	TAMPS shall provide the capability to load target data.



3.2.4.2  Target Data Load CSC



3.2.4.2.1  The Target Data Load CSC shall provide the capability to load target records.

3.2.4.2.2  DELETEDThe Target Data Load CSC shall be able to load target data separately from other MIDB data sets.

3.2.4.2.3  The Target Data Load CSC shall be able to load target data from standard TAMPS external mass storage devices.

3.2.4.2.4  The Target Data Load CSC shall be able to load target data to the client workstations from the TAMPS server attached via the TAMPS Mission Planning LAN.

3.2.4.2.5  Unused.

3.2.4.2.6  DELETEDThe Target Data Load CSC shall be capable of accepting target data from other MIDB 2.0-compliant C4I systems (e.g., RAAP, CTAPS, JSIPS-N).

3.2.4.2.7  The Target Data Load CSC shall support loading data in Sybase BCP format.

3.2.4.2.8  The Target Data Load CSC shall support loading data in the IDB Standard Extract Format (SEF).

3.2.4.2.9  The Target Data Load CSC shall support bulk updates performed via replacement by deleting all existing target data and inserting new target data.

3.2.4.2.10  DELETEDThe Target Data Load CSC shall support bulk updates performed via addition by adding new data to an existing target data set and ensuring no duplicate records are added.

3.2.4.2.11  DELETEDThe Target Data Load CSC shall support bulk updates performed manually by allowing the DBA to review existing target records and modify updatable fields.



CT1115	TAMPS shall provide the capability to manually maintain target data.



3.2.4.3  Target Editor CSC



3.2.4.3.1  The Target Editor CSC shall provide the capability to manually maintain target data.

3.2.4.3.2  The Target Editor CSC shall support creating new target records.

3.2.4.3.2.1  When a target is created from within the DBA application, the Target Editor CSC shall add a new target record to the TAMPS MIDB target data table.

3.2.4.3.2.2  When a target  is created within a TAMPS MPM, the Target Editor CSC shall add a new target record to the TAMPS target data table.

3.2.4.3.2.3  The Target Editor CSC shall support creation of a target by graphical selection through the Overlay Manager of any spatial object within the TAMPS Object Hierarchy.

	NOTE: Use of a spatial object entity as the source of a new target record will automatically transfer all applicable data from the source to the new target, this includes (but is not limited to/by): location data (latitude, longitude, grid, grid system, elevation, datum, precision, confidence), BE Number, entity name, and entity type.

3.2.4.3.2.4  The Target Editor CSC shall support creation of a target by selection of any point on the application map.

3.2.4.3.2.5  The Target Editor CSC shall support creation of a target by text entry of required data.

3.2.4.3.3  The Target Editor CSC shall support modifying existing targets.

3.2.4.3.3.1  The Target Editor CSC shall allow the DBA modify any updatable field of any existing target record.

3.2.4.3.3.2  The Target Editor CSC shall allow a planner to modify any updatable field of that planner’s target records.

3.2.4.3.3.3  If a planner modifies a record that the planner does not own (either owned by a different planner, the DBA, or the record is from a source external to TAMPS), then the Target Editor CSC shall create a new record that will contain the modifications to the data.

3.2.4.3.4  The Target Editor CSC shall support deleting existing targets.

3.2.4.3.4.1  The Target Editor CSC shall allow the DBA to delete any planner or DBA created targets.

3.2.4.3.4.2  The Target Editor CSC shall limit a planner’s ability to delete targets to those targets created by the planner.

3.2.4.3.5  In a JMCIS environment (e.g., TAMPS-afloat), the Target Editor CSC shall perform all MIDB Target edits against the JMCIS MIDB database.

3.2.4.3.5.1  The TAMPS Server MIDB database shall be used only for processing of MIDB target query requests.

3.2.4.3.5.2  Updated target data from the JMCIS MIDB shall be replicated to the TAMPS MIDB target data.

3.2.4.3.5.3  The TAMPS Server MIDB database shall only accept updates from the JMCIS server.



CT1120	TAMPS MPMs shall have programmatic access to the target data.



3.2.4.4  Target Application Interface CSC



3.2.4.4.1  The Target Application Interface CSC shall provide MPMs with target creation functions.

3.2.4.4.2  The Target Application Interface CSC shall provide MPMs with target query functions.

3.2.4.4.2.1  The Target Application Interface CSC shall provide the capability of specifying the required data items to return from a query.

3.2.4.4.2.2  The Target Application Interface CSC shall provide query capability for target data based upon geographic bounding rectangle and target type.

3.2.4.4.3  The Target Interface CSC shall provide MPMs with target modification functions.

3.2.4.4.4  The Target Application Interface CSC shall provide MPMs with target deletion functions.

3.2.4.4.4.1  The Target Application Interface CSC shall allow an MPM to remove a target from the application’s display.

3.2.4.4.4.2  The Target Application Interface CSC shall allow an MPM to delete a target from the target tables within the limits described in the Target Editor CSC requirements.



CT1180	TAMPS shall provide the capability to plan attack and strike missions for both aircraft and precision guided munitions against  a target.



3.2.4.5  Target Planning CSC



3.2.4.5.1  The Target Planning CSC shall allow a planner to create multiple target references within a route.

3.2.4.5.2  The Target Planning CSC shall allow a planner to remove a target reference from a route.

3.2.4.5.3  The Target Planning CSC shall allow a planner to modify a target reference within a route.

3.2.4.5.4  The Target Planning CSC shall allow a planner to create Offset Aimpoints with a target as the referenced location.

3.2.4.5.5  The Target Planning CSC shall allow a planner to select a pre-defined target as the intended point of attack within a route.

3.2.4.5.6  The Target Planning CSC shall allow a planner to create a new target as the intended point of attack within a route.

3.2.4.5.7  The Target Planning CSC shall provide the capability to store a target’s relationship to a route/mission.

3.2.4.5.8  The Target Planning CSC shall provide the capability to retrieve a target’s relationship to a route/mission.

3.2.4.5.8.1  The Target Planning CSC shall alert planners when a target used in a route has been modified.



CT2300	TAMPS shall provide the capability to access and display both geographic and text data from the TAMPS databases.



3.2.5  TAMPS Data Query Processing



3.2.5.1  Data Query CSC



3.2.5.1.1  The Data Query CSC shall determine the location of spatial object data using the Lat/Lon table specified for that object in the Object Editor.

3.2.5.1.1.1  The Data Query CSC shall support the use of the ILAT/ILON columns as used in the MIDB GMI database to determine the location of spatial object data.

3.2.5.1.1.2  The Data Query CSC shall support the use of the WGS-84 lat/lon columns as used in the DAFIF database to determine the location of spatial object data.

3.2.5.1.1.3  The Data Query CSC shall support the use of the lat_radian/lon_radian columns in the TAMPS tailored databases to determine the location of spatial object data.

3.2.5.1.2  The Data Query CSC shall constrain queries of a spatial object to the active geographic filter, or to the current operating area if there is no active geographic filter.

3.2.5.1.3  The Data Query CSC shall provide the capability to specify that the results of a query of a spatial object will be displayed as symbols on the application map. 

3.2.5.1.3.1  The Data Query CSC shall use the symbol information specified in the Object Editor for the object being queried and the currently selected symbol set when displaying query results as symbols on the application map.

3.2.5.1.4  The Data Query CSC shall provide the capability to specify that the results of a query of a spatial object will be displayed in a text window.

3.2.5.1.5  The Data Query CSC shall provide the capability to specify that the results of a query of a spatial object will be displayed both as symbols on the application map, and in a text window.

3.2.5.1.6  The Data Query CSC shall display the results of a query of a text object in a text window.

3.2.5.1.7  The Data Query CSC shall allow for a query to be saved.

3.2.5.1.8  The Data Query CSC shall allow the user to select and execute a pre-defined query from the application menu.

3.2.5.1.8.1  The Data Query CSC shall allow the DBA to add queries to the list of queries available off the main menu.

3.2.5.1.8.2  The Data Query CSC shall allow the DBA to remove queries from the list of queries available off of the main menu.

3.2.5.1.8.3  The Data Query CSC shall allow the user to select the query to be retrieved from a list of available queries for a specified object.

3.2.5.1.9  The Data Query CSC shall allow the user to retrieve a query for execution.

3.2.5.1.9.1  The Data Query CSC shall allow the user to execute the retrieved query.

3.2.5.1.9.2  The Data Query CSC shall allow the user to add the retrieved query to the list of commonly used queries for that user.

3.2.5.1.9.3  The Data Query CSC shall allow the user to select the query to be executed from the list of commonly used queries for that user.

3.2.5.1.9.4  The Data Query CSC shall allow a user to remove a query from the list of commonly used queries for that user.

3.2.5.1.10  The Data Query CSC shall allow the user to retrieve a query for editing.

3.2.5.1.11  The Data Query CSC shall allow the user to retrieve a query for deletion.

3.2.5.1.11.1  The Data Query CSC shall allow the retrieved query to be deleted.

3.2.5.1.11.1.1  The Data Query CSC shall allow a planner to delete a query that was saved by that planner.

3.2.5.1.11.1.2  The Data Query CSC shall allow the DBA to delete a system query that was saved by a DBA.

3.2.5.1.11.2  The Data Query CSC shall not allow any deletions of system queries installed by the System Installation CSC.

3.2.5.1.12  The Data Query CSC shall provide the capability for a sub-query to be run against selected object data to retrieve additional information not provided by the original query.

3.2.5.1.13  The Data Query CSC shall allow the user to specify that a scenario/exercise database should be used for queries.

3.2.5.1.13.1  The Data Query CSC shall allow the user to specify which scenario/exercise database queries should be run against for queries.

3.2.5.1.14  The Data Query CSC shall allow the user to specify that the operational database should be used for queries.

3.2.5.1.14.1  The Data Query CSC shall use the operational database for queries by default.



CT2306	TAMPS shall provide the capability to access the various TAMPS databases through creation of geographic and text objects and association with a defined or operator created database query.



CT2307	The geographic and text objects shall be capable of supporting queries that require data from more than one data table or more than one database.



3.2.5.2  Object Editor CSC



3.2.5.2.1  The Object Editor CSC shall provide the DBA with the capability to create new objects.

3.2.5.2.2  The Object Editor CSC shall provide the DBA with the capability to create a new object which contains a subtype of an existing object by applying a filter condition to the existing object.

3.2.5.2.2.1  The Object Editor CSC shall allow a filter condition on a single column (the Object Determinator) of the available columns for that object.

3.2.5.2.2.2  The Object Editor CSC shall allow one or more values to be specified for the Object Determinator of an object.

3.2.5.2.2.2.1  The Object Editor CSC shall consider a data record to be of a specified object type if the value in the Object Determinator column matches any one of the values specified in the Object Editor.

3.2.5.2.3  The Object Editor CSC shall allow a wild card character  in an Object Determinator value to indicate that any following combination of characters is a filter condition match.

3.2.5.2.4  The Object Editor CSC shall provide the DBA with the capability to store objects.

3.2.5.2.5  The Object Editor CSC shall provide the DBA with the capability to retrieve objects.

3.2.5.2.6  The Object Editor CSC shall provide the DBA with the capability to delete objects.

3.2.5.2.7  The Object Editor CSC shall provide the DBA with the capability to modify objects.

3.2.5.2.8  The Object Editor CSC shall provide the DBA with the capability to associate different symbols from different symbol sets to the same object.

3.2.5.2.8.1  The Object Editor CSC shall allow only one active symbol set at a time.

3.2.5.2.8.2  The Object Editor CSC shall use the TAMPS symbol set by default.

3.2.5.2.9  The Object Editor CSC shall provide the capability to review the complete object hierarchy.

3.2.5.2.9.1  The review capability within the Object Editor CSC shall not allow a DBA or planner to create, delete, or modify any object.

3.2.5.2.10  The Object Editor CSC shall allow objects to include data elements from any of the MIDB GMI data tables.

3.2.5.2.11  The Object Editor CSC shall allow objects to include data elements from any of the MIDB target data tables.

3.2.5.2.12  The Object Editor CSC shall provide the capability to access data across multiple tables within a single object.

3.2.5.2.13  The Object Editor CSC shall provide the capability to access data across multiple databases within a single object.



CT2320	TAMPS shall provide an interface for the creation of SQL statements to search the TAMPS databases with user ability to select and enter query logic requiring minimal knowledge of database table schema or SQL syntax.



3.2.5.3  Query Tool CSC



3.2.5.3.1  The Query Tool CSC shall allow a filter condition to be placed on any data element included within the object being queried.

3.2.5.3.1.1  The Query Tool CSC shall allow at least the following comparisons in a filter condition:  equal to, not equal to, greater than, greater than or equal, less than, less than or equal, like, not like, between, not between, in, and not in.

3.2.5.3.1.2  The Query Tool CSC shall, if more than one filter condition is specified in the query, allow the filter conditions to be connected with “and”, “or”, “and not”, or “or not”, and shall allow conditions to be grouped using parentheses.

3.2.5.3.1.3  The Query Tool CSC shall allow a filter condition to contain a specific value to be used in the comparison.

3.2.5.3.1.4  The Query Tool CSC shall allow a filter condition that will request a value to be used in the comparison from the user at the time of query execution.

3.2.5.3.1.5  The Query Tool CSC shall allow a filter condition to contain a specific value that will be used as a default value when a value is requested from the user at the time of query execution.

3.2.5.3.1.6  The Query Tool CSC shall, if the comparison to be used in the filter condition is “like” or “not like”, allow a wild card character to indicate that any following combination of characters is a filter condition match.

3.2.5.3.2  The Query Tool CSC shall always retrieve the data elements referenced in the ìAmp Infoî and ìLabelî actions of an object.

3.2.5.3.3  The Query Tool CSC shall allow additional data elements to be selected to be retrieved by the query.

3.2.5.3.4  The Query Tool CSC shall process queries which retrieve or filter on data elements from more than one table or database.

3.2.5.3.4.1  The Query Tool CSC shall perform the database joins such that if a data element (other than the Object Determinator for that object) is not present in the database, other data elements for that object will still be retrieved. 

3.2.5.3.5  The Query Tool CSC shall allow a query to be executed and the results displayed without requiring that the query be saved.

3.2.5.3.5.1  The Query Tool CSC shall, after executing a query, allow the query to be edited.

3.2.5.3.5.2  The Query Tool CSC shall, after executing a query, allow the query to be saved.

3.2.5.3.6  The Query Tool CSC shall allow the queries created to be assigned a name, saved and retrieved for later use.

3.2.5.3.6.1  The Query Tool CSC shall restrict a user from saving a query that would replace an existing query.

3.2.5.3.6.2  The Query Tool CSC shall not allow replacement of an existing system query installed by the System Installation CSC.

3.2.5.3.6.3  The Query Tool CSC shall allow an existing query being edited to be assigned a new name and saved as a new query.



3.2.6  TAMPS Database Utilities



CT2740	TAMPS shall provide the capability to archive and restore databases for data backup and recovery purposes.



3.2.6.1  Database Archive CSC



3.2.6.1.1  The Database Archive CSC shall provide the capability to archive a data set as a database dump file, or as a set of BCP files.

3.2.6.1.2  The Database Archive CSC shall provide the capability to restore a data set from an archive file set.

3.2.6.1.3  The Database Archive CSC shall support archiving the MIDB data.

3.2.6.1.4  The Database Archive CSC shall support restoring the MIDB data.



3.2.6.2  Database Utilities CSC



CT2825	TAMPS shall provide the DBA with the capability to backup and restore tactical data updates.



3.2.6.2.1  The Database Utilities CSC shall support the backup of tactical updates made to the GMI data in the local MIDB database.

3.2.6.2.2  The Database Utilities CSC shall support the restoration of tactical updates made to the GMI data in the local MIDB GMI database.



CT2990	TAMPS shall provide the DBA with information on the size of each data set within the database.



3.2.6.2.3  The Database Utilities CSC shall provide the DBA with sizing information on the GMI data in the MIDB database.

3.2.6.2.4  The Database Utilities CSC shall provide the DBA with sizing information on  the target data in the MIDB GMI database.

3.2.6.2.5  The Database Utilities CSC shall provide the DBA with sizing information of the reference data in the MIDB database.



CT3020	TAMPS shall provide the DBA a data removal utility to remove a database in its entirety or to remove specific files from a dataset which results in update of status information.



3.2.6.2.6  The Database Utilities CSC shall support the deletion of GMI data from the MIDB database.

3.2.6.2.7  The Database Utilities CSC shall support the deletion of target data from the MIDB database.

3.2.6.2.8  The Database Utilities CSC shall not allow MIDB data (GMI or target) to be removed if the MIDB data is being replicated from JMCIS.DELETED



3.2.7  TAMPS System Utilities



CS0410	No Change

CS0420	No Change

CS0430	No Change



3.2.7.1  Alerts CSC



3.2.7.1.1  DELETEDThe Alerts CSC shall send warning alerts whenever there is an update to data that could affect Radar Terrain Mask (RTM) calculations.

3.2.7.1.1.1  DELETEDThe Alerts CSC shall warn upon updates to Digital Terrain Elevation Data (DTED) that could affect RTM calculations.

3.2.7.1.1.2  DELETEDThe Alerts CSC shall warn upon updates to MIDB GMI data that could affect RTM calculations.

3.2.7.1.1.3  DELETEDThe Alerts CSC shall warn upon updates to the Naval Identification Database (NID) data that could affect RTM calculations.

3.2.7.1.2  DELETEDThe Alerts CSC shall send warning alerts whenever there is an update to data that could affect Range Ring calculations.

3.2.7.1.2.1  DELETEDThe Alerts CSC shall warn upon updates to Digital Terrain Elevation Data (DTED) that could affect Range Ring calculations.

3.2.7.1.2.2  DELETEDThe Alerts CSC shall warn upon updates to MIDB GMI data that could affect Range Ring calculations.

3.2.7.1.2.3  DELETEDThe Alerts CSC shall warn upon updates to the Naval Identification Database (NID) data that could affect Range Ring calculations.

3.2.7.1.3  DELETEDThe Alerts CSC shall support alerts sent from the MIDB application software.

3.2.7.1.3.1  DELETEDThe Alerts CSC shall generate alerts based upon the data in the MIDB alert.

3.2.7.1.3.2  DELETEDThe Alerts CSC shall inform the user to refer to the MIDB alert application to determine the nature of the alert message.

3.2.7.1.3.3  DELETEDThe Alerts CSC shall only forward MIDB alerts to the TAMPS DBA alert queue.



Statement of Test



MIDB 2.0 (FRD # 96-01) Test Cases





Test Case Number:

96-01.1��Test Case Name:

MIDB Scheme Installation�FRD:

96-01 MIDB 2.0��Requirements:  

CS0037

SOF ¶:  3.2.1

         ��Initial State:  

TAMPS system operational with no MIDB scheme installed.�Inputs:

None.��Assumptions:

TAMPS MP LAN Operational for configurations that rely on MP LAN.

��Constraints

None.��Description:

Perform a “Server”  MIDB  installation and verify the following: All MIDB tables are installed, TAMPS subset of the MIDB software is loaded and the ability to load all MIDB data is supported.

Perform a “Workstation” MIDB  installation and verify the following: All MIDB tables are  installed, TAMPS subset of the MIDB software is loaded  and the ability to load subset of MIDB data is supported.

Perform a “Remote”  MIDB  installation and verify that TAMPS subset of the MIDB software is loaded  but no MIDB tables are installed.

Verify all MIDB installation allow user to define parameters of MIDB Installation

Try installing MIDB on system with  insufficient disk space and verify MIDB installer  issues warning and quits without installing MIDB.

Verify that the MIDB Production System software, MIDB Data Exchange System Software, Brokered Login Trusted Services (BLTS)  software, and MIDB Data Query System  is installed during all types of installation.

Verify MIDB Installation assigns a unique MIDB Server ID to the system.

Verify MIDB Server ID is used  when generating a database record’s surrogate key.

Verify newly generated surrogate keys do not conflict with any surrogate key previously generated.

Verify that  in a JMCIS environment, the MIDB Installation initializes access to the MIDB database stored on the JMCIS system.

Verify BLTS applications started automatically.��Output:  

None.��Evaluation Criteria:  

System generation must install all MIDB related software.  Must be able to install database on “server”, “workstation”  and  “remote” systems.  If insufficient disk space is available,  installer  must  inform user and exit without  installing MIDB scheme. Server ID and Surrogate keys must be properly generated.��



Test Case Number:

96-01.2��Test Case Name:

MIDB  User Permissions.�FRD:

96-01 MIDB 2.0��Requirements:  

CS0230

SOF ¶:  3.2.2

         ��Initial State:  

TAMPS system operational with intelligence data loaded on local system.  Local system connected to server.�Inputs:

None.��Assumptions:

TAMPS MP LAN Operational for configurations that rely on MP LAN.

��Constraints

None.��Description:



Create a new account  with DBA role and verify the following operations can be performed from the account: Archive/Restore,  data load, data maintenance .

Create a new account  without DBA role and verify the following operations can not be performed from the account:  Archive/Restore,  data load, data maintenance.

Verify that in a JMCIS environment all accounts have proper access to the  JMCIS MIDB database.

Verify all accounts have proper access to the TAMPS MIDB database.

��Output:  

None.��Evaluation Criteria:  

All accounts  with DBA role must have access to Archive/Restore, data load, and data maintenance operations. All accounts without DBA role must not have access to Archive/Restore, data load, and data maintenance operations. All accounts must have proper access to TAMPS and JMCIS MIDB databases. ��



Test Case Number:

96-01.3��Test Case Name:

MIDB GMI Data Load�FRD:

96-01 MIDB 2.0��Requirements:  

CT0485

SOF ¶:  3.2.3.3

         ��Initial State:  

TAMPS system operational with no intelligence data loaded on local system�Inputs:

MIDB 2.0 Data.��Assumptions:

TAMPS MP LAN Operational for configurations that rely on MP LAN.  MIDB data is available for loading.

��Constraints

None.��Description:



Load MIDB GMI  operational data to empty TAMPS MIDB database from Standard Extract Format (SEF) file using standard TAMPS mass storage device.

Load MIDB GMI operational data to empty TAMPS MIDB database from Sybase Bulk Copy (BCP) file using standard TAMPS mass storage device.

Load scenario data to TAMPS MIDB database

Load MIDB GMI data to existing TAMPS MIDB database by replacement and verify old data is deleted.

Load MIDB GMI data on client workstation from the TAMPS server attached via the Mission Planning LAN.

Update the MIDB operational data on TAMPS using IDB Transaction Files (IDBTFs).

Update the MIDB operational data on TAMPS client workstation using data from the TAMPS server via the MP LAN.

Update data on JMCIS CDBS and verify data is replicated to TAMPS server.

Verify all data that can not be loaded  is reported to the DBA.

Create a replication failure in  a JMCIS environment and verify report  is generated to DBA about failure.

Verify Data load  supports selective (profiled) extraction and insertion of data.

Verify Default data profiles are provided for Server and Workstation configuration.

Create new data profiles.��Output:  

None.��Evaluation Criteria:  

Must be able to load, update and overwrite MIDB operational and exercise/scenario data using BCP, SEF and IDBTF files.  Must also  be able to load and update MIDB data on client from the server via the MP LAN.  Reports must be provided for data that cannot be loaded.��



Test Case Number:

96-01.4��Test Case Name:

MIDB Target Load�FRD:

96-01 MIDB 2.0��Requirements:  

CT1100, CT1098

SOF ¶: 

 3.2.4.2

 3.2.4.1.26 - 3.2.4.1.28

         ��Initial State:  

TAMPS system operational with no target data loaded on local system.�Inputs:

None.��Assumptions:

TAMPS MP LAN Operational for configurations that rely on MP LAN.  MIDB 2.0 compliant C41 systems have been properly setup and connected to TAMPS .

��Constraints

Interface between TAMPS and C4I systems will not be tested if external systems are not provided to testers.��Description:



Load Target data to TAMPS from Standard Extract Format (SEF) file using standard TAMPS mass storage device.

Load Target data to TAMPS from Sybase Bulk Copy (BCP) file using standard TAMPS mass storage device.

Load Target data to TAMPS client  workstation from TAMPS server via the TAMPS Mission Planning LAN.

Replace existing target data on TAMPS by bulk replacement, and verify all previous target records were deleted.

Update existing target data on TAMPS by bulk update, and verify new records were added, with no duplicate records.

Update target database by loading data from JSIPS-N system using the JTIM (Joint Service Imagery Production System - Navy (JSIPS-N)--TAMPS Interface Module) Core Extension.

Update target database by loading  target data from other MIDB 2.0-compliant C4I systems (e.g., RAAP, CTAPS)��Output:  

None.��Evaluation Criteria:  

Must be able to load, update and replace MIDB target data using SEF and BCP files from mass media load devices and via the MP LAN and MIDB 2.0 compliant C4I systems.��



Test Case Number:

96-01.5��Test Case Name:

MIDB Interim Threats�FRD:

96-01 MIDB 2.0��Requirements:  

CS0671

SOF ¶:  3.2.3.2

         ��Initial State:  

TAMPS system operational with intelligence data loaded.�Inputs:

None.��Assumptions:

None.

��Constraints

None.��Description:



Create sets of interim threat data in an MPM.

Verify Interim Threat Data is separate and distinct from MIDB data.

Verify owner is associated with every Interim Threat Data record,  which  is the  planner who created record.

Modify and delete sets of interim threat data in an MPM.

Verify Mission Planner in an MPM can not delete or modify interim threat data belonging to another user.

Create  range rings and radar terrain masks in an MPM  using  interim threat data. 

Query and display interim threat data using Display Manager and Text Tool.

Delete Interim Threat Data from multiple users using DBA module.

Update the  MIDB database with data from the interim threat database  in DBA module.

Verify record from the interim threat database is automatically deleted  once MIDB GMI database is updated with that record.

��Output:  

None.��Evaluation Criteria:  

Users must be able to add, delete, modify and use their own interim threat database.  DBA must be able to delete interim threats and update the MIDB database with interim threat data.��



Test Case Number:

96-01.6��Test Case Name:

MIDB Queries�FRD:

96-01 MIDB 2.0��Requirements:  

CT0483, CT0525

SOF ¶: 

3.2.3.1.3-3.2.3.1.3.7

3.2.3.4.1 -  3.2.3.4.4.1.8

3.2.3.4.7 -  3.2.3.4.8

         ��Initial State:  

TAMPS system operational with intelligence data loaded.�Inputs:

None.��Assumptions:

None.

��Constraints

None.��Description:



Execute Pre-Defined Queries for All and Major Types of Airfields,  All and  Specific gun  types for AAA site/equipment,  All and Specific Types of SAMS, All and Specific Types of Radars,  Units to echelon and primary mission level, Fixed and Rotary wing aircraft, ships, targets.

Execute queries (Create if no Pre-Defined exist) for Equipment Index, Observation, and Track data.

Verify MIDB queries by default receive the  “BEST” record.

Execute queries that receive Historical Data instead of “BEST’ record.

Query for threat data and verify Operational Data is displayed by default.

Verify MIDB queries based on Spatial Objects can be graphically displayed using Display Manager, and text tool can be used to display the results of any Spatial or text based query.

��Output:  

None.��Evaluation Criteria:  

Must be able to query for all data listed above.  MIDB queries can be displayed using Display Manager and Text Tool.��



Test Case Number:

96-01.7��Test Case Name:

MIDB Scenarios�FRD:

96-01 MIDB 2.0��Requirements:  

CS0037

CT0525

CT0480, CT0483

SOF ¶: 

3.2.1.2.5.1.1.3

3.2.1.2.5.1.2.3

3.2.3.4.3.2 - 3.2.3.4.3.4

3.2.3.1

         ��Initial State:  

TAMPS system operational with intelligence data loaded.�Inputs:

None.��Assumptions:

None.

��Constraints

None.��Description:



Perform the following in Server and Workstation configuration:



Verify TAMPS supports a maximum of 17 different scenarios at the same time.

Verify scenario data is limited to 5 MB.

Query for scenario threat data and verify returned data is from selected  scenario only.

Creation, delete, and modify  scenario data while logged into account with DBA role.

Verify creation, deletion, and modification of scenario data is limited to one scenario at a time.

Add and delete sets of scenario data  while logged into account with DBA role.

Start and stop access to a scenario while logged into account with DBA role.

Verify user without DBA role  cannot perform the following: start /stop access to a scenario, Add /Delete sets of scenario data,  create/modify/delete scenario data.

��Output:  

None.��Evaluation Criteria:  

Planner must be able to conduct queries against threat scenarios. DBA must be able to start/stop access to scenarios and maintain scenarios through additions, deletions, and modifications.��



Test Case Number:

96-01.8��Test Case Name:

TAMPS Queries�FRD:

96-01 MIDB 2.0��Requirements:  

CT2300

SOF ¶:  3.2.5

         ��Initial State:  

TAMPS system operational with intelligence data loaded.�Inputs:

None.��Assumptions:

None.

��Constraints

None.��Description:



Create Spatial Objects  using ILAT/ILON, WGS-84 lat/lon, and lat_radian/lon_radians for location.

Verify queries based on Spatial Queries use Lat/Long specified in Object Editor and are limited to active geographic filter or Op Area if no geo filter is active.

Execute queries against Spatial Objects using the following as destination of query:  Map, Text Window,  Both Map and Text Window.

Execute Text Queries and view data in Text Window.

Verify Queries displayed on Map use the symbol from active symbol set assigned by Object Editor.

Execute Pre-defined Queries from Main Menu.

Retrieve and execute Pre-Defined Queries.

Add and Delete Commonly used queries to a “Quick Query” List.

Execute sub query against object.

In an MPM without DBA role, delete queries created by user.

In an MPM without DBA role , Verify Mission Planner can not  delete System queries , DBA queries or queries created by another user.

Delete DBA created system Queries while logged into account with DBA  role. 

Verify no user can delete system queries installed by System Installer.

Add and remove queries to the main menu while logged into account with DBA role.

Verify users without DBA role cannot add and remove queries to the main menu.

��Output:  

None.��Evaluation Criteria:  

Must be able to query for data and use Display Manager and Text Tool to view results of Queries.��





Test Case Number:

96-01.9��Test Case Name:

TAMPS Query Tool�FRD:

96-01 MIDB 2.0��Requirements:  

CT2320

SOF ¶:  3.2.5.3

         ��Initial State:  

TAMPS system operational with intelligence data loaded.�Inputs:

None.��Assumptions:

None.

��Constraints

None.��Description:



Create, edit, modify, delete, and save queries using Query Tool.

Create Queries with Query Tool using the following filter conditions:  comparison filters (equal to, not equal to, greater than, greater than or equal, less than, less than or equal, like, not like, between, not between, in, and not in.),  multiple filters (and”, “or”, “and not”, or “or not), fill in or default value in comparison, wild cards when used with like or not like,  conditions grouped by parenthesis, and default values for fill-in queries.

Create and execute queries with Query tool using  joins from different tables and databases.

Create and execute queries with Query tool using  filters conditions from different tables and databases.

Create and execute queries with Query tool which returns data from different tables and databases.

Execute queries and verify elements specified in Amp Info and Label actions are always returned by query.

Execute queries in Query Tool without saving query.

Save Query being edited under a new name.

Verify Query Tool prevents user from overriding existing query.

Verify System Queries installed by System Installer cannot be replaced.

��Output:  

None.��Evaluation Criteria:  

Must be able to create, modify, and delete queries using TAMPS GUI based Query Tool.��





Test Case Number:

96-01.10��Test Case Name:

MIDB Objects�FRD:

96-01 MIDB 2.0��Requirements:  

CT0483

CT0525

CT2306

SOF ¶:  

3.2.3.1.4-3.2.3.1.6

3.2.4.3, 3.2.3.4.5 - 3.2.3.4.6.3

3.2.5.2.11 - 3.2.5.2.12

  ��Initial State:  

TAMPS system operational with intelligence data loaded.�Inputs:

None.��Assumptions:

None.

��Constraints

None.��Description:



Verify MIDB objects exist in TAMPS Object Hierarchy, and all MIDB queries are based on Object Hierarchy.

Verify Spatial Objects exist for Airfield  down to major type,  AAA sites/equipment to level of gun types with DIA equip code and location data required to compute Threat Range Rings,  SAMs to level of equip types with DIA equip code and location data required to compute Threat Range Rings, Radar s down to types with DIA equip code and location data required to compute Radar Terrain Masks,  Surface to Surface Missiles, Units down to echelon, Rotary and Fixed wing aircraft, Ships, Targets.

Verify Text Objects exist for Radar ELINT Notations, Remarks, Equipment.

Create Objects using MIDB data elements from multiple tables and Databases within a single object..

��Output:  

None.��Evaluation Criteria:  

Required  MIDB Objects Exist and new MIDB objects can be created.��



Test Case Number:

96-01.11��Test Case Name:

TAMPS Objects�FRD:

96-01 MIDB 2.0��Requirements:  

CT2306, CT2307

SOF ¶:  3.2.5.2

         ��Initial State:  

TAMPS system operational with intelligence data loaded.�Inputs:

None.��Assumptions:

None.

��Constraints

None.��Description:



Create new objects from root level and as sub object of another object.

Create object using one filter condition for a single column (Object Discriminator) .

Create object using more than one filter condition for a single column (Object Discriminator)

Create objects with and without wild card characters in the Object Discriminator.

Create a new query (no conditions) against objects and verify all data records who’s values in the Object Discriminator match the  filter conditions are returned and data records who’s values in the Object Discriminator do not match the filter conditions are excluded.

Create a spatial object and verify TAMPS symbol set  is used by default during creation or modification of spatial object.

Modify spatial objects using  symbols from different symbol sets.

Modify objects using Object Editor. 

Delete  objects.

Review Object Hierarchy and verify that objects can not be modified or deleted while reviewing hierarchy.

Verify users without DBA role cannot create, delete, store or modify any object.

Store and Retrieve Objects in an account with DBA role.

��Output:  

None.��Evaluation Criteria:  

DBA must be able to create, modify, store, and delete objects.��



Test Case Number:

96-01.12��Test Case Name:

MIDB GMI Editor�FRD:

96-01 MIDB 2.0��Requirements:  

CT0540

SOF ¶:  3.2.3.5

         ��Initial State:  

TAMPS system operational with intelligence data loaded.�Inputs:

None.��Assumptions:

TAMPS machines properly networked together.

��Constraints

None.��Description:



In  the JMCIS environment,  Perform some edits (create, modify and delete) within TAMPS and ensure results are applied  to  the JMCIS MIDB database.

In the JMCIS environment,  Verify  updates to the JMCIS MIDB database are replicated to the TAMPS Server MIDB database.

In the stand alone environment, Perform some edits (create, modify and delete) within TAMPS and ensure results are applied  to  the  workstation TAMPS MIDB database

When connected to MP LAN,  Query for MIDB data on TAMPS client workstation and verify returned data is from the TAMPS server MIDB database only.

Verify that TAMPS Server MIDB database only accept updates from the JMCIS server.

Disconnect TAMPS client workstation machine from MP LAN and verify GMI Editor is disabled.

Connect TAMPS client workstation to MP LAN and verify GMI Editor is enabled.

��Output:  

None.��Evaluation Criteria:  

Must be able to create, modify and delete data on the JMCIS MIDB database.  Must be able to replicate updates to the TAMPS MIDB database. Must be able to create, modify and delete data on the  stand alone TAMPS MIDB database.��



Test Case Number:

96-01.13��Test Case Name:

MIDB  Target Editor�FRD:

96-01 MIDB 2.0��Requirements:  

CT1090,  CT1115

SOF ¶:  

3.2.4.1,  3.2.4.3

         ��Initial State:  

TAMPS system operational with intelligence data loaded.�Inputs:

None.��Assumptions:

None.

��Constraints

None.��Description:



Perform the following in DBA module (DBA targets) and a MPM (Planner Targets):



Add some targets (DBA and Planner) by Manual Entry, Map Pick, and Symbol Selection of spatial objects.

Verify all new DBA created  targets are added to TAMPS MIDB database.

Verify all new planner created  targets are added to TAMPS target database.

Modify and Delete some targets (DBA and Planner).

In a JMCIS environment,  edit DBA targets and verify all MIDB target edits are  applied to JMCIS MIDB database.

Verify that when adding or modifying targets (DBA and Planner), the following information can be entered and stored:  location defined  to  1/100 of an arc-second,  horizontal / vertical location accuracy , confidence data, datum.

Query for  targets and verify data comes from TAMPS database only.

Select a location precision different from precision used to create target,  query for target,  and verify target retrieved using the current level of precision for location.

Select  a datum different from datum used to create target, query for target, and verify coordinates are correctly converted using the current datum with no more than 1% computational error.

Verify targets are marked as TAMPS targets or other targets within the target table.

Verify  TAMPS targets are  marked as DBA or Planner  targets and can be queried separately.

In DBA module,  delete several  planner and DBA created  targets.

In DBA module, Modify several DBA and Planner Targets.

In an MPM, verify planners can not delete any targets other than their own planner created targets.

In an MPM, Modify several DBA targets and Planner Targets not owned by user,  and verify that new record is created  instead of modifying existing target.

��Output:  

None.��Evaluation Criteria:  

Must be able to create, modify and delete target data.��



Test Case Number:

96-01.14��Test Case Name:

TAMPS Target Mission Planning�FRD:

96-01 MIDB 2.0��Requirements:  

CT1180

SOF ¶:  3.2.4.5

         ��Initial State:  

TAMPS system operational with intelligence data loaded.  Attack target capable MPM open.�Inputs:

None.��Assumptions:

None.

��Constraints

None.��Description:



Perform the following in an MPM which supports the Target Attack Flight event:



Create a route.

Create some targets.

Create Offset Aim Points using a target as reference location.

Create a target attack event at an appropriate point in the flight plan using DBA and Planner Created Targets.

Use a DBA target in a Target Attack Flight Event,  modify target, and verify planner was warned that target was modified.

Verify that User Defined Targets are stored with mission and retrieved when mission is opened.

Verify Planner can modify and delete their own planner created targets.

��Output:  

None.��Evaluation Criteria:  

Must be able to use targets in mission planning as reference points, offset aimpoints and target attack points.  User must be alerted when a target used in the mission is modified.��





Test Case Number:

96-01.15��Test Case Name:

MIDB  Backup/Recovery�FRD:

96-01 MIDB 2.0��Requirements:  

CT2740, CT2825

SOF ¶: 

 3.2.6.1

3.2.6.2.1 - 3.2.6.2.2

         ��Initial State:  

TAMPS system operational with intelligence data loaded.�Inputs:

None.��Assumptions:

None.

��Constraints

None.��Description:



Archive selected MIDB tables in BCP format and restore  it on another machine

Backup MIDB GMI tactical data from local TAMPS machine.

Delete, then Restore MIDB GMI tactical data on  same machine where data was backed up.

��Output:  

Archived BCP data.��Evaluation Criteria:  

Must be able to Archive/Restore selected MIDB tables and backup/restore tactical data.��



Test Case Number:

96-01.16��Test Case Name:

MIDB Database Utilities�FRD:

96-01 MIDB 2.0��Requirements:  

CT2990, CT3020

SOF ¶: 

3.2.6.2.3 - 3.2.6.2.5

3.2.6.2.6 - 3.2.6.2.8



         ��Initial State:  

TAMPS system operational with intelligence data loaded.�Inputs:

None.��Assumptions:

TAMPS machines properly networked together.

��Constraints

None.��Description:



Run the database sizing utility and verify sizing information is returned about the GMI, Target, and reference data in the MIDB database.

Run the database removal utility to remove data from the GMI, Target, and reference data in the MIDB database.

��Output:  

None.��Evaluation Criteria:  

Must be able to run utilities to get sizing information and delete MIDB data.��



Test Case Number:

96-01.17��Test Case Name:

MIDB Alerts�FRD:

96-01 MIDB 2.0��Requirements:  

CS0410

 CS0420

 CS0430

SOF ¶: 3.2.7.1

         ��Initial State:  

TAMPS system operational with intelligence data loaded.�Inputs:

None.��Assumptions:

TAMPS machines properly networked together.

��Constraints

None.��Description:



Generate an RTM, modify data used to generate RTM, and verify warning alert was sent that RTM data has changed.

Update DTED and verify warning alert was generated.

Update MIDB GMI and verify warning alert was generated.

Verify MIDB alerts are only sent to users with DBA role.

Verify MIDB Alert  informs DBA to refer to the MIDB alert application to determine the nature of the alert message.

Update NID and verify warning message was sent.

Generate Range Rings, modify data used to generate Range Rings, and verify warning alert was sent that Range Ring data has changed



��Output:  

None.��Evaluation Criteria:  

Users must receive warning alerts when Threat Data or DTED is changed. User must  receive Alerts when data used to generate RTMs and Range Rings change.��





Test Case Number:

96-01.18��Test Case Name:

MIDB Application Interfaces�FRD:

96-01 MIDB 2.0��Requirements:  

CT0550, CT1120

SOF ¶: 

3.2.3.6, 3.2.4.4

��Initial State:  

TAMPS system operational with intelligence data loaded.�Inputs:

None.��Assumptions:

TAMPS machines properly networked together. API tester available to verify correct behavior of functions.

��Constraints

None.��Description:



Verify functions exist to query for facility, equipment, and Unit data.

Verify functions exist to query for data based on geo bounding rectangle, threat type, and specifying returned data items.

Verify  functions exist that allow MPMs to  create, delete, and modify  targets.

Verify functions exist to query for target data based on geo bounding rectangle, target type, and specifying returned data items.

Verify functions exist to remove Targets from Applications display��Output:  

None.��Evaluation Criteria:  

Public functions must exist to query for GMI and Target data  Public functions must also exist to create, modify, remove, and delete targets.��
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