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Statements of Functionality (SOF)

MPLAN Connection

CS0630.0010	TAMPS shall provide the capability to connect client workstations on a Mission Planning Local Area Network (MPLAN).

The MPLAN Connection CSC shall provide the client workstation’s System Administrator (SA) the capability of updating the workstations network configuration parameters for operation in the MPLAN environment.

The MPLAN Connection CSC shall support changing of the client workstationís network address.

The MPLAN Connection CSC shall update a client workstationís database server’s interface file to reflect the new network address of the client workstation.

The MPLAN Connection CSC shall support changing of the network name (hostname) of a client workstation.

The MPLAN Connection CSC shall support the TAMPS softwareís operation under the new network name (hostname).

The MPLAN Connection CSC shall update the client workstation’s environment settings to reflect operation in the MPLAN environment.

CS0630.0210	Database access to the perishable databases on the TAMPS client workstations shall be redirected to the perishable databases on the MPLAN Server when connected to the MPLAN.

The MPLAN Connection CSC shall switch database source for perishable databases from client workstation to the MPLAN Server.

The MPLAN Connection CSC shall update the client workstationís database interface file to add an entry for the MPLAN Server.

The MPLAN Connection CSC shall switch database access for mission planning functions to the server.

Database access for opening a mission/strike package will point to the server.

Database access for saving a mission/strike package will point to the server.

Database access for modifying a mission/strike package will point to the server.

Database access for deleting a mission/strike package will point to the server.

The MPLAN Connection CSC shall switch database source for querying MIDB to the MPLAN Server.

The MPLAN Connection CSC shall switch database source for editing MIDB to the JMCIS ISDS.

The MPLAN Connection CSC shall switch database source for NID to the MPLAN Server.

The MPLAN Connection CSC shall switch database source for DAFIF/GPS to the MPLAN Server.

The MPLAN Connection CSC shall modify the client workstation’s Human Machine Interface (HMI) default settings to reflect client only options.

The MPLAN Connection CSC shall enable the Disconnect From LAN menu option on the client workstation.

The MPLAN Connection CSC shall disable the Connect to LAN menu option on the client workstation.

The MPLAN Connection CSC shall give the client workstation’s SA the option to update the client perishable databases for the server during connection process.

The MPLAN Connection CSC shall interface with the MPLAN Client Update CSC to initiate a database update.

The MPLAN Connection CSC shall register the client workstationís network address and network client name with the MPLAN Support CSC.

The MPLAN Connection CSC shall notify the client workstation’s SA if the network address used fails validation.

The MPLAN Connection CSC shall support NIS+ for distributing user accounts.

The MPLAN Connection CSC shall automatically modify NIS+ tables to add a connecting client workstation to the NIS+ domain..

The MPLAN Connection CSC shall modify TAMPS client workstationís NIS+ settings for operation in the MPLAN NIS+ domain. 

The MPLAN Connection CSC shall support the NFS mounting of server  directories to the client workstationís directory tree.

The MPLAN Connection CSC shall NFS mount the server user directory area to the connecting client workstation.

The MPLAN Connection CSC shall NFS mount the maps directory area of the server to the connecting client workstation.  

The MPLAN Connection CSC shall NFS mount the area the server uses to perform the database dumps to the connecting client workstation.

MPLAN Connection CSC shall invoke the account transfer logic of the MPLAN User Account CSC to transfer user account information from the client workstation to the server.

The MPLAN User Account CSC shall transfer mission/strike data from the server to the client at disconnect.

LAN Disconnect��LAN Disconnect

CS0630.0040	Workstations disconnected from the Mission Planning LAN shall be capable of standalone operation.

The MPLAN Disconnect CSC shall prompt the client workstation’s SA with the option to update the client perishable databases prior to disconnect.

The MPLAN Disconnect CSC shall interface with the MPLAN Client Update CSC to initiate a database update.

The MPLAN Disconnect CSC shall interface with the MPLAN User Account CSC to restore user accounts associated with the client from the server.

The MPLAN Disconnect CSC shall interface with the MPLAN User Account CSC to remove user accounts and data associated with the disconnecting client machine from the server.

The MPLAN Disconnect CSC shall reconfigure a client  NIS+ configuration to standalone mode.

The MPLAN Disconnect CSC shall remove the client workstation from the NIS+ domain.

The MPLAN Disconnect CSC shall remove NFS mounted server directories.

The MPLAN Disconnect CSC shall update the client workstationís environment file to reflect standalone configuration.

MPLAN Disconnect CSC shall return the database source to the client workstation.

The MPLAN Disconnect CSC shall switch database access for mission planning functions to the client.

Database access for opening a mission/strike package will point to the client.

Database access for saving a mission/strike package will point to the client.

Database access for modifying a mission/strike package will point to the client.

Database access for deleting a mission/strike package will point to the server.

MPLAN Disconnect CSC shall switch the source for querying MIDB data from the MPLAN server to the client.

MPLAN Disconnect CSC shall switch the source of NID data from the MPLAN server to the client.

MPLAN Disconnect CSC shall switch the source of DAFIF/GPS data from the MPLAN server to the client.

MPLAN Disconnect CSC shall switch the source for editing MIDB data from the JMCIS ISDS to the client.

The MPLAN Disconnect CSC shall modify the client workstation’s HMI default settings to reflect standalone options.

The MPLAN Disconnect CSC shall enable the database editor option for MIDB.

The MPLAN Disconnect CSC shall enable the database editor option for NID.

The MPLAN Disconnect CSC shall enable the database editor option for DAFIF/GPS.

The MPLAN Disconnect CSC shall enable the Connect To LAN HMI menu option.

The MPLAN Disconnect CSC shall disable the Disconnect from LAN HMI menu option.

The MPLAN Disconnect CSC shall interface with the MPLAN Support CSC to de�register a client workstation.

LAN Support

CS0630.0020	The Mission Planning LAN shall support one Mission Planning Master Server and up to forty five (45) workstations.

CS0630.0440	The Trusted TAMPS interface shall enable messages to be passed between the Trusted TAMPS workstations and the TAMPS ìHigh�Sideî Client machines.

The MPLAN Support CSC shall provide a facility for communications between client and server machines.

The MPLAN Support CSC communications facility shall employ a protocol approved for use through the TAMPS Secure Guard workstation.

The MPLAN Support CSC shall provide a facility for communicating network settings of connecting client workstations to the server.

The MPLAN Support CSC shall provide a facility for communication of approval of the network settings by the server to the connecting client workstation.

The MPLAN Support CSC shall provide a facility for communication of rejection of the network settings by the server to the connecting client workstation.

The MPLAN Support CSC shall provide a facility to execute procedures on a remote machine. 

The MPLAN Support CSC shall support passing of messages between the Trusted TAMPS and the TAMPS ìHigh�Sideî client machine.

The MPLAN Support CSC shall receive text messages from the Trusted TAMPS machine.

The MPLAN Support CSC shall display text messages from the Trusted TAMPS machine on the “High-Side” client workstation.

The MPLAN Support CSC shall maintain a registry of available network addresses for use on the MPLAN.

The MPLAN Support CSC registry shall contain the network setting (address and hostname) of all registered clients.

The MPLAN Support CSC registry shall contain the network settings of those addresses that have been designated for use by client workstations but have not been assigned to a client workstation connected to the MPLAN. 

The MPLAN Support CSC shall store registration data for a client workstation connecting to the MPLAN.

The MPLAN Support CSC shall validate the client workstationís network address against a list of valid addresses for the MPLAN.

The network address is invalid if it is not one of the available addresses in the MPLAN Server registry.

The network address is invalid if it is not entered in a valid format, or any portion of it is not within a valid range.

The MPLAN Support CSC shall support monitoring of TAMPS systems connected to the MPLAN.

The MPLAN Support CSC shall determine status of client workstations and update registry every 15 seconds.

A client workstation can have a status of either active or inactive.

A client will be given an active status by the MPLAN support CSC if it is currently powered up.

A client will be given an inactive status if it is not powered up, or if it is not able to be located by the MPLAN support CSC.

The MPLAN Support CSC shall determine the status of the MPLAN Server every 15 seconds.

The MPLAN Support CSC shall set the MPLAN Server status to Unavailable if no response is received within 60 seconds.

The MPLAN Support CSC shall notify the client workstation user if the server becomes Unavailable.

The MPLAN Support CSC shall determine the status of the JMCIS ISDS  every 15 seconds.

The MPLAN Support CSC shall set the JMCIS ISDS  status to Unavailable if no response is received within 60 seconds.

The MPLAN Support Interface CSC shall notify the MPLAN Server DBA if the JMCIS ISDS  becomes Unavailable.

The MPLAN Support CSC shall support de�registering a client workstation.

The MPLAN Support CSC shall update the network address registry to mark the disconnecting client workstationís address as available for re�assignment.

The MPLAN Support CSC shall halt activity stating on the disconnecting client workstation.

User Accounts

CS0630.0450	MPLAN shall use NIS+ and NFS to support sharing of information and account resources between client “low side” and server in a user transparent manner.

The MPLAN User Account CSC shall support transferring user accounts.

The MPLAN User Account CSC shall support the transfer of user accounts from the client to the server.

The MPLAN User Account CSC shall support creating client user accounts on the server.

The MPLAN User Account CSC shall support the transfer of user preference data from the client to the server.

The MPLAN User Account CSC shall support the transfer of mission/strike data associated to a user account being transferred from the client to the server.

The MPLAN User Account CSC shall support the transfer of user accounts from the server to the client.

The MPLAN User Account CSC shall support creating server user accounts on the client.

The MPLAN User Account CSC shall support the transfer of user preference data from the server to the client.

The MPLAN User Account CSC shall provide the client SA the ability to mitigate duplicate user accounts when transferring from client to server.

The client SA can rename a duplicate user account prior to transferring.

The client can select to not transfer user account if it is a duplicate of an existing user on the MPLAN.

The MPLAN User Account CSC shall disable access to all database editors for new server accounts.

The MPLAN User Account CSC shall provide the server SA the ability to assign server DBA privilege to server accounts to enable access to database editors.

The MPLAN User Account CSC shall support the transfer of mission/strike data associated from the server to the client.

The MPLAN User Account CSC shall support the removal of user accounts and data from the server after they have been transferred back to a client.

The MPLAN User Account CSC shall remove user accounts from the server when they are transferred to a client workstation that is in the process of disconnecting from the MPLAN.

The TAMPS User Account CSC shall be modified to support the administration of user account in the MPLAN environment.

The TAMPS User Account CSC shall be modified to support user accessing of all TAMPS databases.

 The TAMPS User Account CSC shall be modified to allow new user accounts to be associated with client workstations.

The TAMPS User Account CSC shall be disabled for client workstations.

LAN Administration

CS0630.0100	The System Administrator (SA) shall have access to tools to aid in the management of the MPLAN.

CS0630.0110	The System Administrator shall be provided the capability to monitor the status of registered workstations.

CS0630.0120	The System Administrator shall be provided the capability to remove a workstation from the MPLAN registry.

The MPLAN Admin CSC shall provide SA the ability to update network registry data.

The MPLAN Admin CSC shall provide SA the ability to add a new entry to the registration database.

The MPLAN Admin CSC shall provide SA the ability to delete an entry from the registration database.

The MPLAN Admin CSC shall provide SA the ability to modify an entry in the registration database.

The MPLAN Admin CSC shall disallow the SA from altering the network client name of an active client workstation.

The MPLAN Admin CSC shall disallow the SA from altering the network client address of an active client workstation.

The MPLAN Admin CSC shall identify network client addresses as assigned or unassigned.

The MPLAN Admin CSC shall interface with the MPLAN Support CSC to determine the activity status for each assigned network client workstation. 

The MP LAN Admin CSC shall determine the amount of time that a client workstation has been inactive.

The MPLAN Admin CSC shall provide the SA the ability to remove a network Address from the list of available addresses for the MPLAN.

The MPLAN Admin CSC shall provide the SA the ability to remove a client workstation from the MPLAN.

The MPLAN Admin CSC shall interface with the MPLAN Disconnect CSC to de�register a client designated by the SA.

�Printer Sharing

CS0630.0430	TAMPS shall support sharing of printer assets via the MPLAN.

The MPLAN Print CSC shall provide the ability for the client SA to configure connected printers as accessible by other clients.

The MPLAN Print CSC shall configure the printing facilities of the client machine to act as a print server, accepting print requests from other workstations.

The MPLAN Print CSC shall update the print configuration file to reflect the addition of a printer.

The MPLAN Print CSC shall allow the user to select a default printer for use by the TAMPS software.

The MPLAN Print CSC shall interrogate the print configuration file to determine which printers are available for selection.

The MPLAN Print CSC shall create any necessary print queues required for use of selected printer.

Client Data Updating 

CS0630.0200	The DBA shall be provided the ability to update the perishable databases (MIDB, NID, and DAFIF/GPS) of the client workstations from the MPLAN Server.

CT2755	Provide DBA with the capability to archive and restore the TAMPS DB via dump processing

The MPLAN Update CSC shall provide the ability for the Server DBA to dump the perishable databases.

The MPLAN Update CSC shall provide the ability for the Server DBA to dump the MIDB database to a file.

The MPLAN Update CSC shall provide the ability for the Server DBA to dump the NID database to a file.

The MPLAN Update CSC shall provide the ability for the Server DBA to dump the DAFIF/GPS database to a file.

The MPLAN Update CSC shall provide the ability for a network client DBA to update perishable databases from the MPLAN Server dump files.

The MPLAN Update CSC shall provide the client workstation’s SA the “Last Updated” date of the client perishable databases.

The MPLAN Update CSC shall provide the ability for a network client workstation’s DBA to select which of the perishable databases are to be updated.

The MPLAN Update CSC shall support replacement of the client workstation’s MIDB with a copy of the MPLAN Server’s MIDB.

The MPLAN Update CSC shall support replacement of the client workstation’s NID with a copy of the MPLAN Server’s NID.

The MPLAN Update CSC shall support replacement of the client workstation’s DAFIF/GPS with a copy of the MPLAN Server’s DAFIF/GPS.

The MPLAN Update CSC shall update the database catalog with the date of the new update.

The MPLAN Update CSC shall interface with the MPLAN User Account CSC to support the update of user accounts on client machines from the server.

LAN Map, Imagery, and Chart Administration

CS0630.0290	MPLAN client workstations shall have the capability to view individual map, imagery, and chart data from the MPLAN Server.

CS0630.0320	The client DBA shall have the capability to retrieve individual map, imagery and chart data resident on the MPLAN server.



The MPLAN GIS Admin CSC shall provide for view/load of data products from MPLAN Server.

The MPLAN GIS Admin CSC shall support the ability to view/download data products from the MPLAN Server individually .

The MPLAN GIS Admin CSC shall support display of available ADRG map data from the MPLAN Server.

The MPLAN GIS Admin CSC shall support download of ADRG map data from the MPLAN Server.

The MPLAN GIS Admin CSC shall support display of available ADRI map data from the MPLAN Server.

The MPLAN GIS Admin CSC shall support download of ADRI map data from the MPLAN Server.

The MPLAN GIS Admin CSC shall support display of available CIB imagery data from the MPLAN Server.

The MPLAN GIS Admin CSC shall support download of CIB imagery data from the MPLAN Server.

The MPLAN GIS Admin CSC shall support display of available NITF imagery data from the MPLAN Server.

The MPLAN GIS Admin CSC shall support download of NITF imagery data from the MPLAN Server.

The MPLAN GIS Admin CSC shall support display of available GNC data from the MPLAN Server.

The MPLAN GIS Admin CSC shall support download of GNC data from the MPLAN Server.

The MPLAN GIS Admin CSC shall support display of available JNC data from the MPLAN Server.

The MPLAN GIS Admin CSC shall support download of JNC data from the MPLAN Server.

The MPLAN GIS Admin CSC shall support display of available ONC data from the MPLAN Server.

The MPLAN GIS Admin CSC shall support download of ONC data from the MPLAN Server.

The MPLAN GIS Admin CSC shall support display of available TPC data from the MPLAN Server.

The MPLAN GIS Admin CSC shall support download of TPC data from the MPLAN Server.

The MPLAN GIS Admin CSC shall support display of available CTY data from the MPLAN Server.

The MPLAN GIS Admin CSC shall support download of CTY data from the MPLAN Server.

The MPLAN GIS Admin CSC shall support display of available JOG data from the MPLAN Server.

The MPLAN GIS Admin CSC shall support download of JOG data from the MPLAN Server.

The MPLAN GIS Admin CSC shall support display of available DTED data from the MPLAN Server.

The MPLAN GIS Admin CSC shall support download of DTED data from the MPLAN Server.

LAN Weather Data Administration

CS0630.0340	The workstation DBA shall have the capability to retrieve environment data (GUAC, GRIDFLD, HWD) from the MPLAN Server.

CE0170	Provide planner with a list of loaded horizontal weather depiction information by operational area, geographic location and date/time.

CD0710	Provide ability to obtain a list of loaded HWD information according to geographic location and date/time for display.

The MPLAN Environmental Admin CSC shall provide the network client workstation DBA the ability to update environment data from the MPLAN Server database.

The MPLAN Environmental Admin CSC shall support display of available GUAC data from the MPLAN Server.

The MPLAN Environmental Admin CSC shall support display of available GUAC data by location.

The MPLAN Environmental Admin CSC shall support download of GUAC data from the MPLAN Server.

The MPLAN Environmental Admin CSC shall support display of available HWD data from the MPLAN Server.

The MPLAN Environmental Admin CSC shall support display of available HWD data by date/time.

The MPLAN Environmental Admin CSC shall support display of available GUAC data by location.

The MPLAN Environmental Admin CSC shall support download of HWD data from the MPLAN Server.

The MPLAN Environmental Admin CSC shall support display of available GRIDFLD data from the MPLAN Server.

The MPLAN Environmental Admin CSC shall support display of available GRIDFLD data by date/time.

The MPLAN Environmental Admin CSC shall support display of available GRIDFLD data by location.

The MPLAN Environmental Admin CSC shall support download of GRIDFLD data from the MPLAN Server.

LAN Mission/Strike Packages

CS0630.0410	MPLAN client workstations connected to a Mission Planning LAN shall be provided the capability to access mission/strike packages on the MPLAN Server.

CS0630.0420	MPLAN client workstations connected to a Mission Planning LAN shall be able to save mission and strike packages to the MPLAN Server.

CT2900	Provide mission/strike plan database information Transfer via MPLAN and to magnetic media.

The MPLAN Connection CSC shall provide the client workstation mission planner the ability to open missions on the MPLAN server via the client/server configuration of the database.

The MPLAN Connection CSC shall provide the client workstation mission planner the ability to save missions on the MPLAN server via the client/server configuration of the database.

The MPLAN Transfer Mission CSC shall provide the client workstation mission planner the ability to import missions from the MPLAN Server via the MPLAN.

The MPLAN Transfer Mission CSC shall provide the client workstation mission planner a display of available missions by platform.

The MPLAN Transfer Mission CSC shall provide the client workstation mission planner the ability to import a mission from the MPLAN Server database.

The MPLAN Transfer Mission CSC shall provide the client workstation mission planner the ability to export missions to the MPLAN Server.

The MPLAN Transfer Mission CSC shall provide the client workstation mission planner the ability to export missions to the MPLAN Server.

The MPLAN Transfer Mission CSC shall store a copy of the exported mission to the MPLAN Server database.

The MPLAN Transfer Mission CSC shall set the exported mission’s permissions to writable in the MPLAN Server database.

The MPLAN Transfer Mission CSC shall set the owner of the exported mission to “tamps” in the MPLAN Server database.

The MPLAN Transfer Mission CSC shall create an API to support the transfer of MPM unique data.

TAMPS/JMCIS Interface



CC0115	The JMCIS subfunction shall provide an interface between the JMCIS LAN and the MPLAN Server to receive and send data products.



CC0118	The JMCIS interface shall enable database updates as applicable from the Central Database Server (ISDS ).



The MPLAN JMCIS Interface CSC shall provide the ability to receive updates to the MIDB from the JMCIS.

The MPLAN JMCIS Interface CSC shall support a replication scheme for the MIDB between the JMCIS ISDS  and the MPLAN Server.

The MPLAN JMCIS Interface CSC shall send replication subscriptions to the JMCIS ISDS .

The MPLAN JMCIS Interface CSC shall provide the MPLAN Server DBA the ability to perform manual updates to the JMCIS MIDB.

The MPLAN JMCIS Interface CSC shall update the MPLAN Server database parameters to point the MIDB Editors to the JMCIS MIDB.





Statement of Test



MPLAN (FRD # 95-47) Test Cases



Test Case Number:

95-47.1��Test Case Name:

MPLAN Connection�FRD:

95-47 MPLAN��Requirements:  

CS0630.0010, CS0630.0210, Cxxxxxx

SOF ¶:  

	1.3.1.1, 1.3.1.2, 1.3.1.3, 1.3.1.4, 1.3.1.6, 1.3.1.7, 1.3.1.8, 1.3.1.9, 1.3.3.1.1, 1.3.3.1.2, 1.3.3.1.3

��Initial State:  

TAMPS system operational.  Server perishable databases are loaded.  Client perishable databases are not loaded.�Inputs:

None.��Assumptions:

None.��Constraints

None.��Description:



On a client, select System Admin -> Connect to TAMPS LAN.

Enter a valid workstation host name and IP address, and server IP address.

Enter some additional information.

Select the “Allow Use of Printer on Network”  toggle and OK.

Verify that a confirmation dialog is displayed, showing connection selections and an estimate of the time required to connect.

Select OK.

Verify normal TAMPS operation after connection is established.

Query information from the MIDB, NID and DAFIF databases.

Verify that information is from the server databases.

Verify that MIDB, NID and DAFIF editors are disabled.

Verify that the “Disconnect From LAN” option is enabled and the “Connect to LAN” option is disabled.

Verify that the client workstation was added to the NIS+ domain.

Open a shell and verify that the server user directory area, maps directory area and dump area, was NFS mounted to the client.

Verify that user account information was transferred to the server.

��Output:  

None.��Evaluation Criteria:  

Client workstations must be able to connect to a TAMPS MPLAN.  The client’s SA must be able to set or change the client’s address/host name.  The client environment must be updated to operate in the MPLAN environment.  After connection, the source for pershable databases must be switched to the server and perishable database editors must be disabled.  The “Disconnect From LAN” option must be enabled and the “Connect to LAN” option must be disabled.  Connecting client’s user accounts must be added to the NIS+ domain to allow sharing of information and account resources.  All server user directory areas must be mounted to the client.  User account information must be transferred from the client to the server.  Must be able to execute procedures on a remote machine.��



Test Case Number:

95-47.2��Test Case Name:

MPLAN Disconnect�FRD:

95-47 MPLAN��Requirements:  

CS0630.0040

SOF ¶:  

	1.3.2

��Initial State:  

TAMPS system operational with client connected to MPLAN.�Inputs:

None.��Assumptions:

None.��Constraints

None.��Description:



On the connected client, select “Disconnect From LAN”.

Verify that a confirmation dialog is displayed.

Select the “Update Local Database” toggle and OK.

When disconnection is complete, verify that the client can operate as a stand-alone and that the perishable databases have been updated.

Log on to server and verify that user accounts associated with the disconnected client were removed.

Query information from the MIDB, NID and DAFIF databases.

Verify that information can be accessed from local database.

Verify that MIDB, NID and DAFIF editors are enabled.

Verify that the “Disconnect From LAN” option is disabled and the “Connect to LAN” option is enabled.

Verify that the NIS+ domain is restored.

Open a shell and verify that the server user directory area, maps directory area and dump area, was unmounted.

Verify that user account information was removed from the server.

��Output:  

None.��Evaluation Criteria:  

Disconnected clients must be capable of stand-alone operation.  NIS+ domain must be restored, NFS mounted server directories must be removed and environment must be updated.  Must be able to initiate a database update on disconnect.  User accounts associated with the client must be restored and removed from the server.  The sources for MDB, NID and DAFIF databases must be switched from the server to the client.  Perishable database editors must be enabled.  The “Connect to LAN” menu option must be enabled and the “ Disconnect From LAN” menu option must be disabled.  The workstation must be de-registered.

��



Test Case Number:

95-47.3��Test Case Name:

Update Perishable DB at Connection�FRD:

95-47 MPLAN��Requirements:  



SOF ¶:  

	1.3.1.5

��Initial State:  

TAMPS system operational.  Server perishable databases are loaded.  Client perishable databases are not loaded.�Inputs:

None.��Assumptions:

None.��Constraints

None.��Description:



Verify client has no data in perishable databases.

On the server, update some of the perishable data.

On the client, select System Admin -> Connect to TAMPS LAN.

Enter the correct workstation host name and IP address, and server IP address.

Enter some additional information.

Select the “Allow Use of Printer on Network” and “Update Perishable Databases” toggle and OK.

Verify that a confirmation dialog is displayed, showing connection selections and an estimate of the time required to connect.

Select OK.

After connection is established, perform a disconnect with a database update.

Verify that information in local database includes updated data.

��Output:  

None.��Evaluation Criteria:  

The client must be permitted to initiate a server database update during connection.

��



Test Case Number:

95-47.4��Test Case Name:

Multiple Workstations�FRD:

95-47 MPLAN��Requirements:  

CS0630.0020

SOF ¶:  

	1.3.3.1

��Initial State:  

TAMPS system operational several client workstations connected to the server through the MPLAN.�Inputs:

None.��Assumptions:

None.��Constraints

Unable to test with full number of stations connected.  Will use as many stations as available.��Description:



Verify all available workstations are connected to the MPLAN except one.

From the remaining client, initiate a connection to the MPLAN.

After connection is established, log on to a client.

Verify mission planning functions are normal.

Verify client is pointing at server perishable databases.

��Output:  

None.��Evaluation Criteria:  

The MPLAN must support one server and up to 45 workstations.  Proper protocol must be employed to ensure communications between all clients and the server.��



Test Case Number:

95-47.5��Test Case Name:

Guard Interface�FRD:

95-47 MPLAN��Requirements:  

Cxxxxxx

SOF ¶:  

	1.3.3.1.4

��Initial State:  

TAMPS system operational with a “High-Side” Guard machine connected to the MPLAN through a Guard interface.�Inputs:

None.��Assumptions:

None.��Constraints

Must have Guard system set-up.��Description:



       (To be addressed in a separate test plan)



��Output:  

None.��Evaluation Criteria:  

The Guard interface must allow messages to be passed between the MPLAN server and the “High-Side” Guard machine to be received and displayed by the user.��



Test Case Number:

95-47.6��Test Case Name:

Connection Monitoring�FRD:

95-47 MPLAN��Requirements:  



SOF ¶:  

	1.3.3.2, 1.3.3.3

��Initial State:  

TAMPS system operational with server and clients networked with MPLAN.�Inputs:

None.��Assumptions:

None.��Constraints

None.��Description:



On the server, select System Admin -> LAN Administration.

Verify that a list of available network addresses is provided.

Verify that network settings (address and hostname) are provided for all registered clients.

Initiate connection of a client workstation, entering network settings which are not available.

Verify that a warning is displayed.

Initiate connection of a client workstation, entering network settings which are not in the right format.

Verify that a warning is displayed.

Initiate connection of a client workstation, entering network settings which are available.

Verify connection is allowed.

Verify that the registry is updated every 15 seconds.

Verify clients which are powered up are given active status and others are inactive.

��Output:  

None.��Evaluation Criteria:  

The SA must be able to view a registry of available network addresses for use on the MPLAN.  The registry must contain the address and hostname of all registered clients and network settings of addresses designated for use, but not yet assigned to a client on the MPLAN.  The registry must store registration data for clients connecting to the MPLAN.  Connection must not be allowed if an address which is not available is used or if an invalid format is used.  The registry must be updated every 15 seconds.  Clients currently powered up must be given active status.  Clients not powered up or not located must be given inactive status.��



Test Case Number:

95-47.7��Test Case Name:

Server Status�FRD:

95-47 MPLAN��Requirements:  



SOF ¶:  

	1.3.3.4.2

��Initial State:  

TAMPS system operational with the server and several clients networked through th MPLAN.�Inputs:

None.��Assumptions:

None.��Constraints

None.��Description:



Verify that the MPLAN server status is updated every 15 seconds.

Disconnect the server from the MPLAN.

Verify that the clients are notified that the server is unavailable.

��Output:  

None.��Evaluation Criteria:  

The server status must be updated every 15 seconds.  If no response is received from the server after 60 seconds, a status of Unavailable must be assigned to the server.��



Test Case Number:

95-47.8��Test Case Name:

JMCIS Status�FRD:

95-47 MPLAN��Requirements:  



SOF ¶:  

	1.3.3.4.3, 1.3.3.4.4

��Initial State:  

TAMPS system operational with server and several clients networked through the MPLAN.  JMCIS connected.�Inputs:

None.��Assumptions:

None.��Constraints

None.��Description:



Verify that the JMCIS CDBS status is updated every 15 seconds.

Disconnect JMCIS from the MPLAN.

Verify that the server DBA is notified that JMCIS is unavailable.

��Output:  

None.��Evaluation Criteria:  

��



Test Case Number:

95-47.9��Test Case Name:

User Accounts�FRD:

95-47 MPLAN��Requirements:  



SOF ¶:  

	1.3.4

��Initial State:  

TAMPS system operational with at least one client and server connected to the MPLAN.�Inputs:

None.��Assumptions:

None.��Constraints

None.��Description:



Create a client account on the network server.

Log in to the account to verify it was correctly created.

Verify that user preference data was correctly tranferred.

Verify that mission/strike data can be transferred from the client to the server.

Create a server user account on the client.

Log in to the account to verify it was correctly created.

Verify that user preference data was correctly tranferred.

Verify that mission/strike data can be transferred from the server to the client.

From a client user account, verify that all TAMPS databases can be accessed.

Disconnect a client workstation from the network.

Verify that the user accounts transferred to the disconnecting client are removed from the server.

��Output:  

None.��Evaluation Criteria:  

Must be able to create client user account on the server and server user accounts on the client.  User preference data must be transferred to/from the client and must be able to transfer mission/strike data.  User accounts must be removed from the server when they are transferred to a client that is disconnecting from the MPLAN.  All user accounts must have access to all TAMPS databases.��



Test Case Number:

95-47.10��Test Case Name:

LAN Administration�FRD:

95-47 MPLAN��Requirements:  

CS0630.0100, CS0630.0110, CD0630.0120

SOF ¶:  

	1.3.3.5, 1.3.5

��Initial State:  

TAMPS system operational with several clients networked together.�Inputs:

None.��Assumptions:

None.��Constraints

None.��Description:



From the server, select System Admin -> LAN Administration.

Verify that a workstation status list is provided.

Using the View menu, verify that additional information, such as assigned/unassigned status, activity status of each assigned client and amount of time that each client has been inactive, can be displayed.

Add a new entry to the registry and verify.

Delete an entry from the registry and verify.

Modify an entry in the registry and verify.

Attempt to change the address of an active client, and verify not allowed.

Attempt to change the name of an active client, and verify not allowed.

Remove a network address from the list available addresses and verify.

Remove a client from the network and verify it no longer has access to the network.

Perform a disconnect of a client.

On server, verify that the network address becomes available for re-assignment and activity statusing is halted.

��Output:  

None.��Evaluation Criteria:  

The SA must be provided tools to aid in the management of the MPLAN.  The SA must be able to monitor the status of registered workstations and add or remove workstations and available addresses from the MPLAN registry.  The SA must be able to modify the name and address of clients, unless they are active.  The SA must be provided assigned /unassigned status, activity status for each assigned client and amount of time client has been inactive.��



Test Case Number:

95-47.11��Test Case Name:

Printer Sharing�FRD:

95-47 MPLAN��Requirements:  

Cxxxx1

SOF ¶:  

	1.3.6

��Initial State:  

TAMPS system operational with several workstations and printers networked together.  One workstation printer not available to other workstations on the network.�Inputs:

None.��Assumptions:

None.��Constraints

None.��Description:



From a networked workstation, select System Admin -> LAN Printers -> Set Default Printer.

Verify that a list of available network printers is provided in the Set Default Printer HMI.

Select a default printer and OK.

Print a sample report.

Verify that the default printer is used.

From a different workstation which is connected to the LAN and has a printer that is not being shared, select System Admin -> LAN Printers -> Network Printer Designation.

Select the “Allow Networked Printing” toggle and OK.

Log on to original workstation and select System Admin -> LAN Printers -> Set Default Printer.

Verify that the new printer is now available.

Select that printer as the default and OK.

Print a sample report.

Log on to the printer workstation and deselect “Allow Networked Printing”.

Log on to original workstation and verify that the printer is no longer available as a default.

��Output:  

None.��Evaluation Criteria:  

Each client SA must be able to configure connected printers to be accessible by other clients.  Each client SA must be able to select a default printer from the available network printers.��



Test Case Number:

95-47.12��Test Case Name:

Client Data Update�FRD:

95-47 MPLAN��Requirements:  

CS0630.0200, CT2755

SOF ¶:  

	1.3.7

��Initial State:  

TAMPS system operational.  Client / Server configuration.  Server loaded with MIDB, NID and DAFIF�Inputs:

MIDB, NID and DAFIF data from server.��Assumptions:

None.��Constraints

None.��Description:



From the TAMPS server, open a DBA module.

Select Utilities -> Database Maintenance -> Update Database Dump.

Dump each of the perishable databases (MIDB, NID, DAFIF) to a file.

Verify that dump files were successfully created.

From a TAMPS client, open a DBA module.

Select Utilities -> Database Maintenance -> Update.

Verify that download times are updated as each of the data toggle buttons are selected.

Execute a download of MIDB.

Verify that MIDB was successfullly downloaded to client database.

Reselect the Update dialog.

Verify that the MIDB selection is grayed out.

Execute a download on NID and DAFIF.

Verify that NID and DAFIF was successfullly downloaded to client database.

��Output:  

None.��Evaluation Criteria:  

The server DBA must be able to dump the server perishable databases (MIDB, NID, DAFIF) to a file.  The client DBA must be able to update the client’s perishable databases from the server dump files.  The client DBA must be able to select which perishable databases are to be updated.  Must be able to update user accounts on the client machines from the server.��



Test Case Number:

95-47.13��Test Case Name:

Data Admin�FRD:

95-47 MPLAN��Requirements:  

CS0630.0290, CS0630.0320

SOF ¶:  

	1.3.8

��Initial State:  

TAMPS system operational.  Client / Server configuration.  Server loaded with various data, including ADRI, CIB, DTED and ADRG/CADRG (JOG, TPC, ONC, JNC GNC).�Inputs:

ADRI,  CIB, DTED and ADRG/ CADRG data from server.��Assumptions:

None.��Constraints

None.��Description:



From a TAMPS client, open a DBA module.

Select Utilities -> Load.

Load each of the following data types from the server:

	ADRI

	CIB

	DTED

	ADRG/CADRG JOG

	ADRG/CADRG TPC

	ADRG/CADRG ONC

	ADRG/CADRG JNC

	ADRG/CADRG GNC

Following each load, verify that the data was transferred to the client database and can be displayed.

��Output:  

None.��Evaluation Criteria:  

Must be able to display / download the following data types from the server to the client:  ADRI, CIB, DTED and ADRG/CADRG (JOG, TPC, ONC, JNC GNC).��



Test Case Number:

95-47.14��Test Case Name:

LAN Weather Data Admin�FRD:

95-47 MPLAN��Requirements:  

CS0630.0340,  CE0170,  CD0710

SOF ¶:  

	1.3.9

��Initial State:  

TAMPS system operational with GUAC, HWD and GRIDFLD data on MPLAN server.�Inputs:

None.��Assumptions:

None.��Constraints

None.��Description:



From a TAMPS client, select Utilities -> Remote Updates -> Import Weather.

Verify that available HWD and GRIDFLD data can be displayed by date/time and location.

Transfer some HWD and GRIDFLD data from the MPLAN server to the client.

Verify that all of the information was successfully transferred.

Transfer some GUAC data from the server to the client.

Verify that available GUAC can be displayed by location.

Verify that GUAC data was successfully transferred.

��Output:  

None.��Evaluation Criteria:  

The workstation DBA must be able to retrieve environmental data (GUAC, GRIDFLD, HWD) from the server.  The DBA must be able to choose HWD and GRIDFLD information based on op area, geo and data/time.  Must be able to display available GUAC data from the server by location.  Must be able to display HWD data by date/time or location.  Must be able to display GRIDFLD data by date/time or location.��



Test Case Number:

95-47.15��Test Case Name:

Mission / Strike Package�FRD:

95-47 MPLAN��Requirements:  

CS0630.0410, CT2900

SOF ¶:  

	1.3.10

��Initial State:  

TAMPS system operational.�Inputs:

None.��Assumptions:

None.��Constraints

None.��Description:



From a client workstation, open an MPM and open a mission residing on the server.

Create a new mission and save it on the server.

Verify that mission was saved to the server.

Open a strike package residing on the server.

Create a new strike package and save it on the server.

Open the mission import / export dialog and import some missions from the server to the client.

Verify that all missions were successfully imported.

Open the mission import / export dialog and export some missions from the client to the server..

Verify that all missions were successfully exported to the MPLAN server database.

Verify that mission permissions were changed to writable in the MPLAN server database.

Verify that owner was set to “tamps” for exported missions.

Repeat steps above using a couple of other MPMs.

��Output:  

None.��Evaluation Criteria:  

MPLAN client workstations must be able to open and save missions / strike packages on the server.  Must be able to transfer mission / strike package information via the MPLAN from / to the server and to magnetic media.  For exported missions, a copy must be saved to the MPLAN server database, permissions must be changed to writable and owner must be changed to “tamps”.

��



Test Case Number:

95-47.16��Test Case Name:

TAMPS/JMCIS Interface�FRD:

95-47 MPLAN��Requirements:  

CC0115, CC0118

SOF ¶:  

	1.3.11.1, 1.3.11.2

��Initial State:  

TAMPS system operational.  Workstation connected to TAMPS server, with connection to JMCIS.  JMCIS database contains different information than TAMPS database.�Inputs:

None.��Assumptions:

Fleet representative connection from TAMPS server to JMCIS.��Constraints

None.��Description:



From the TAMPS server, select Utilities -> Remote Updates -> Import Weather.

Transfer some HWD and gridded information from JMCIS to the TAMPS server.

Verify that all of the information was successfully transferred.

Configure interface for automatic replication.

Modify the JMCIS database.

Verify that current TAMPS database is correctly updated with JMCIS modifications.

��Output:  

None.��Evaluation Criteria:  

The MPLAN JMCIS interface must allow updates from the Central Database Server (CDBS).   The interface must support a replication scheme MIDB and send replication subscriptions to the JMCIS CDBS.  The interface must allow the the Server DBA to perform manual updates to the JMCIS MIDB by pointing the MID editors to the JMCIS MIDB.��
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