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�
Statement of Requirement (SOR)


TAMPS shall provide the capability for a mission planner to enter “Last minute” threat updates into a Threat database.  The planner will have the ability to enter new data, update existing threat data or delete data.    TAMPS shall provide objects and queries to display the threat data to the map for use in mission planning.  TAMPS shall provide an interface for the DBA to update the IDB with selected data from the threat database.  TAMPS shall provide an editor for the DBA to add/edit parametric data in the IDBFQL_PRM table.


The planner should have the ability to enter new threat data into a scratch area for later update to the threat database by the DBA.�
�
�
�
Requirement Source (Indicate whether by letter, FRD ¶, SRS ¶, ORD ¶, TEMP ¶, Meeting minutes, etc.)


AH-1/IWS/UH-1 Operational Concepts Document
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Criticality ("X" highest appropriate level and indicate rationale at right)


___ 	Safety of Flight (relative to data load)


__X_ 	Mission Critical (relative to mission of a/c, wpn. or system)


__ _	Mission Required (a mission subarea which can not be accomplish�ed if requirement not met.�
Criticality Rationale


This SOR is very critical to helo survivability by allowing last minute route and weapons adjustments by the AH-1, IWS, and UH-1  aircrews.�
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Requirement Sponsor
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Assigned to 6.1 @ SCRB 5/24/95; 


SOR updated Sept. 95 based upon AH-1 discussions


SOR updated 11/15/95 based upon October SRR action item number 21.�
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Specification Statements


SOR 95-77L is a new requirement.  Changes to system specification are indicated below.


(Add to end of section 3.4.1.1.1.4.1 IDB)


The IDB subfunction shall provide the capability for a user to store threat updates and parametric data separately from existing IDB data in a user threat database.  The user shall have the capability to add, modify and delete user threat data.   The DBA shall be provided the capability to update IDB data with selected data from the user threat database.  User threat data shall be automatically deleted from the user threat database once the DBA applies threat database updates to the IDB database.  User threat data shall be integrated within the object hierarchy and shall be accessible for display and to applications.  Access to user threat data shall be provided via query processing allowing condition (or filter) and retrieval (or access) capabilities based on any or all data set elements.�
�
�
�
Concept of Operations


A  mission planner may often get intelligence data for his target area that is not in the TAMPS intel databases (IDB).  These updates need to be reflected in the intel picture the planner uses to plan his route.  To allow the planner to utilize these “last
