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��SECTION 1.0�INTRODUCTION� TC  "SECTION 1 – INTRODUCTION" \l 1 �

1.1	Identification

The purpose of this Software Configuration Management Plan (SCMP) is to identify and establish Software Configuration Management (SCM) procedures for the Tactical Automated Mission Planning System (TAMPS) Version 6 software process. In accordance with MIL-STD-973, this plan provides SCM guidelines to program management as well as guidance to the software engineers and developers working on the TAMPS project.  This plan applies to all Computer Software Configuration Items (CSCIs) contained in TAMPS, Version 6.

Appendix A contains a listing of all acronyms and abbreviations used throughout this document.

 1.2	System Overview� TC  " 1.2	 SCOPE" \l 2 �

The U.S. Navy and Marine Corps have identified a requirement for aviation mission planning capabilities that include:  providing various types of pertinent data to the planner, aiding in the consideration of this data, developing an optimal mission execution plan, generating appropriate briefing materials and in-flight aids, and transferring data between the mission planning system and the weapon system.

In 1987, TAMPS was designated as the Department of the Navy's (DON) common mission planning system. As such, it must support DON aircraft, weapons, and avionics, once appropriate software applications have been developed.  TAMPS shall continue to be capable of operations both afloat and shore with USN and USMC aviation units world-wide.  It must be interoperable with numerous other systems to ensure integrated mission planning is accomplished.

The TAMPS architecture philosophy utilizes, to the maximum extent possible, non-developmental item (NDI) hardware and software and Commercial Off-the-Shelf (COTS) support software.  As TAMPS evolves, the hardware and software will continue to be updated to remain compatible with emerging technologies.  To achieve the TAMPS evolutionary growth goal, the basic TAMPS ground rules include the ability to execute on multiple open architecture platforms operating under UNIX and MOTIF.

1.3	TAMPS Computer Software Configuration Items (CSCIs)

TAMPS is composed of ten (10) CSCIs.

Core CSCI - includes the majority of TAMPS capabilities.

F/A-18 MPM CSCI - tailored to F/A-18 mission planning requirements.  Makes extensive use of Core processing, with adjustments for unique platform requirements as necessary.

E-2C MPM CSCI - tailored to E-2C mission planning requirements.  Makes extensive use of Core processing, with adjustments for unique platform requirements as necessary.

HARM CSCI - tailored to HARM mission planning requirements.  Makes extensive use of Core processing, with adjustments for HARM unique requirements as necessary.

FAMP CSCI - tailored to FAMP mission planning requirements.  Makes extensive use of Core processing, with adjustments for FAMP unique requirements as necessary.

SLAM CSCI - tailored to SLAM mission planning requirements.  Makes extensive use of Core processing, with adjustments for SLAM unique requirements as necessary.

JSOW CSCI - tailored to JSOW mission planning requirements.  Makes extensive use of Core processing, with adjustments for JSOW unique requirements as necessary.

COMPASS - Common Operational Mission Planning And Simulation System allows multiple displays with a single execution environment for planners.

C-2A CSCI - tailored to C-2 mission planning requirements.  Makes extensive use of Core processing, with adjustments for unique platform requirements as necessary.

Aircraft MPM CSCI - tailored to aircraft mission planning requirements.  Makes extensive use of generic Core processing, with adjustments for unique platform requirements as necessary.  This MPM supports the following aircraft:  A-6E,   F-14A/B/D, EA-6B, AV-8B, S-3B, SH-60B, HH-60H, SH-60F, CH-46E, AH-1W, UH-1N, P-3C, CH-53D/E, and KC-130F/R/T.

1.4	Document Overview

This document summarizes SCM procedures to be performed by the Naval Air Warfare Center - Weapons Division (NAWCWPNS) for the TAMPS program.  The organization of this document is as follows:

Section 1 - Introduction.  Describes the purpose and background of the document.

Section 2 - Referenced Documents.  Lists the documents that were used in the development of this SCMP.

Section 3 - Organization and Responsibilities.  Describes the organization as it applies to SCM.

Section 4 - Data Management.  Identifies library controls, classification, storage,  and handling of TAMPS data.

Section 5 - Configuration Management.  Defines the polices and procedures used to control configuration changes.

Section 6 - Interface Management.  Defines the management of interfaces through the Interface Control Working Group.

Section 7 - Software Configuration Changes.  Describes the polices and procedures used to control software changes.

Section 8 - Configuration Status Accounting.  Identifies the status reports used to track software and specification changes.

Section 9 - Software Deliveries. Describes the procedure for delivery of software to NAWCWPNS.

Section 10 - Configuration Management Process. Describes the procedures and provides the forms used in the CM process. 

�SECTION 2.0�REFERENCE DOCUMENTS� TC  "SECTION 2 – REFERENCE DOCUMENTS" \l 1 �

The following documents are applicable to the TAMPS 6 SCMP.

2.1	Standards and Specifications� TC  "2.1	Standards and Specifications" \l 2 �

•	MIL-STD-498. Software Development and Documentation; 5 Dec 94.

•	MIL-STD-1521B. Technical Review and Audits for System, Equipment and Computer Programs; 04 June 1985.

•	OPNAVINST C5513.2B. Department of the Navy Security Classification Guide; April 1985

•	DOD 5220.22M. Industrial Security Manual; January 1981



2.2	Other Documents� TC  "2.2	TAMPS Documents" \l 2 �

•	TAMPS 6 System Specification, document number 160002-SSS-6.1; Feb 96

•	TAMPS 6 Computer Resources Life Cycle Management Plan, document number 160003-CRL-6.0; Nov 95

•	TAMPS 6 Interface Requirements Specification, document number 160007�IRS-6.1;  Mar 96

•	TAMPS 6 Interface Design Document, document number 160008-IDD-6.1;  Jul 96

�SECTION 3.0�ORGANIZATION AND RESPONSIBILITIES� TC  "SECTION 3 – ORGANIZATION AND RESPONSIBILITIES" \l 1 �

Primary responsibility for maintenance of CM discipline within the TAMPS project has been assigned to two principal activities; Hardware CM shall be the responsibility of NRaD, Philadelphia, while the Software CM shall be the responsibility of the TAMPS 6 Weapon System Support Activity (WSSA), NAWCWPNS, Code 411260E.

3.1	TAMPS  6 WSSA� TC  "3.1	TAMPS  configuration management" \l 2 �

The TAMPS program management office (PMA-233) has the ultimate responsibility for TAMPS Configuration Management (CM) and the ultimate authority to approve or disapprove all proposed configuration changes. PMA-233 reports to the Program Executive Officer for Tactical Aircraft Programs, PEO(T), who serves under the Assistant Secretary of the Navy for Research, Development and Acquisition (ASN(RD&A)). 

The TAMPS 6 software development, integration, and support for the TAMPS program is provided by NAWCWPNS Code 411260E. The TAMPS 6 WSSA is tasked with life cycle management of all TAMPS software and applicable documentation. TAMPS SCM is an integral part of the life cycle management task and is accomplished solely by the TAMPS 6 WSSA. The TAMPS 6 WSSA is a functional group within NAWCWPNS Code 411260E.  TAMPS Hardware CM shall be implemented by NRaD DET.

 The following activities are typical of the SCM planning, configuration identification, technical review, and configuration audit, control, and status accounting responsibilities involved in the broader realm of configuration management:

•	Develop, coordinate, maintain, and implement the TAMPS Software Configuration Management Plan (SCMP).

•	Ensure development and contractual implementation of SCM for all TAMPS software baselines.

•	Resolve conflicts of files between established baselines.

•	Evaluate and determine adequacy of configuration identification documentation.

•	Determine whether baselines have been or will be established according to time frames defined with TAMPS program documentation.

•	Schedule TAMPS configuration reviews and audits as necessary and in accordance with MIL-STD-1521B.� TC  "3.2	TAMPS 6.0 SSSA" \l 2 �

3.2	Subcontractors� TC  "3.3	Vendor/Subcontractors" \l 2 �

All Subcontractors providing software deliveries to the TAMPS program shall be required to comply with the CM procedures and guidelines established within this Software Configuration Management Plan, see Section 10.

If a user finds a problem, a Software Trouble Report (STR) shall be submitted to the Government identifying any problems or possible enhancements to the software. The subcontractor shall perform the impact analysis/Preliminary Engineering Analysis (PEA) when requested by the Government. The subcontractor shall also make any changes approved by the Government and submit the Version Description Document (VDD) and redlined copies of the documentation impacted by the changes.

3.3	Configuration Management Administrator (CMA)� TC  "3.4	Configuration Management Administrator (CMA)" \l 2 �

PMA-233 designated NAWCWPNS 411260E as the TAMPS Software Configuration Management Administrator.  The CMA shall be responsible for maintaining accurate logs of all Interface Change Notices (ICNs), PEAs, STRs, VDDs, and the Specification Change Notices (SCNs). The CMA shall maintain all configurations and baselines from inception to distribution.

 The CMA shall be responsible for performing the following functions throughout the development and life cycle maintenance of the TAMPS program:

•	Act as a focal point for receiving, coordinating, and monitoring all software, related correspondence and reference documents.

•	Assign control numbers to delivered software, ICNs, PEAs, and STRs.

•	Maintain CM records and files.

•	Distribute copies of software media and documentation as directed.

•	Maintain records of distribution to all end user activities.

•	Advise the NAWCWPNS TAMPS System Engineer in matters involving proper procedures for identification, control. Notify the NAWCWPNS TAMPS System Engineer, in writing, of deviations from established procedures.

•	Maintain a system for recording software change receipt, acceptance, and implementation.

•	Conduct Technical Review Boards (TRBs) as required to review and prioritize STRs

�SECTION 4.0�DATA MANAGEMENT� TC  "SECTION 4 – DATA MANAGEMENT" \l 1 �

4.1	NAWCWPNS Documentation

NAWCWPNS shall be responsible for developing, producing, and maintaining CM of the following software related documents:

•	TAMPS 6 System Specification

•	TAMPS 6 Interface Requirements Specification

•	TAMPS 6 Functional Requirements Document

•	TAMPS 6 Requirements Allocation Matrix

•	TAMPS 6 Software Design Document

•	TAMPS 6 Interface Design Document

•	TAMPS 6 Integrated Test Plan

•	TAMPS 6 Version Description Document

•	TAMPS 6 Software Configuration Management Plan

4.1.1	Library Controls

Library controls, classification, storage, and handling will be in accordance with OPNAVINST C5513.2B, "Department of the Navy Security Classification Guide" and DOD 5220.22M, "Industrial Security Manual". Software data responsibilities will be assigned to the cognizant supervisors of each prime functional area. NAWCWPNS will ensure that the preparation of specific items of required data are completed according to schedule.

4.1.2	Documentation Requirements

Documentation requirements, as applicable, will also be assigned to subcontractors. These requirements will be made a part of resulting delivery orders. Documents will be prepared in accordance with the standards and specifications provided in the governing contracts. Before release, data will be subject to reviews for technical content, security classification, quality, format, and compliance with the associated contract data requirements, data item description, and other contractual requirements. This review process will require approval signatures of authorized individuals as follows: NAWCWPNS TAMPS System Engineer, NAWCWPNS TAMPS CMA, and NAWCWPNS TAMPS Project Director.

4.1.3	Change Control

Data change control will be consistent with configuration data management change control practices. Revisions of data will use standard methods appropriate to the particular type of data. Before release, documentation updates will be subjected to the same review process as required for initial release.

�SECTION 5.0�CONFIGURATION MANAGEMENT� TC  "SECTION 5 – CONFIGURATION IDENTIFICATION" \l 1 �

A configuration item is identified by defining its functional and physical characteristics in technical documentation. Prior to government approval, the technical documentation is considered to be preliminary.  After government approval of the technical documentation, a baseline is established. 

 5.1	Change Management Control� TC  " 5.1	Change Management Control" \l 2 �



Once the software and its related documentation have been baselined and are under formal configuration management control, all changes to either the  software version or its associated documentation will be approved by PMA-233.

The software developer, the IV&V agency and TAMPS users will submit Software Trouble Reports,  using the appropriate TAMPS forms,  for problems encountered  with use of the software and recommend improvements to the TAMPS.  The Software Trouble Report will be identified by the TAMPS TRB as either a TAMPS Software Trouble Report (STR) or a Specification Change Notice (SCN).

5.1.1	Configuration Identification Implementation� TC  "5.1.1	Configuration Identification Implementation" \l 3 �

Configuration identification isolates, for purposes of analysis and control, a discrete hardware or software unit. The TAMPS Version 6 software will be constructed at the system level, as well as at the following five levels:

Configuration Item (CI):  An aggregate of hardware or software that satisfies an end-use function and is designated for separate configuration management.

Hardware Configuration Item (HWCI):  An aggregate of hardware components that satisfies an end-use function and are designated for configuration management. HWCIs satisfy the requirements of the functional baseline of the project. (Refer to NRaD DET for Hardware related issues.)

Computer Software Configuration Item (CSCI):  An aggregate of computer program components that satisfies an end-use function and are designated for configuration management. CSCIs satisfy the requirements of the functional baseline of the project. 

Computer Software Component (CSC):  A distinct part of a CSCI. CSCs may be further decomposed into other CSCs and CSUs. 

Computer Software Unit (CSU):  An element specified in the design of a CSC that is separately testable. 

The numbering of released versions shall be as follows:  The TAMPS Version will consist of a primary baseline number and a decimal version following (e.g., 6.0 is the baseline release of version 6).  MPM versions will be assigned a second decimal number to indicate their compatible version for that release (e.g., F/A-18 TAMPS 6.1.3 would indicate the third version release of the F/A-18 MPM which is compatible with the TAMPS Version 6.1.

5.1.2	Configuration Identification Numbers (CINs)� TC  "5.1.2	Configuration Identification Numbers (CINs)" \l 3 �

CINs shall be assigned to all TAMPS items placed under configuration control, such as CSCIs, CSCs, specifications, planning documents, and all products and documents resulting from them. The CIN system shall be utilized throughout the TAMPS program. 

The software and documentation CINs shall be assigned through the TAMPS 6 WSSA and maintained by the CMA. The block of numbers assigned to TAMPS shall begin at 100000. The software block shall begin at  110000, while the documentation block shall begin at 160000.

The format of the Document CIN shall be ######-XXX-V.z-r.  Where ###### is a unique number assigned to the document, starting with 160000.  V.z is the TAMPS version, for example 6.0.  And, "r" is the document revision.  This field will be omitted on the initial release of a document.  Revisions will be denoted by a lower case letter beginning with "a".

The document descriptor shall be up to three (3) characters in length; it is denoted as XXX in the Document CIN format.  A list of document descriptors is shown below; however, this list is not intended to be all inclusive.  If a document descriptor is not defined, see the CMA.

APB	Application Brief

CMP	Configuration Management Plan

CRL	Computer Resources Life Cycle Management Plan

DTP 	Document Transition Plan Specification

EMP	System Engineering Management Plan

IDD	Interface Design Document

IRS	Interface Requirements Specification

MM	Maintenance Manual

MHB	MPM Handbook

ORD	Operational Requirements Document

SDD	Software Design Document

SDP	Software Development Plan

SHO	Student Handout

SM	System Manual

SOG	Student Outline Guide

SOM	System Operator's Manual

SPS	Software Product Specification

SQA	Software Quality Assurance Plan

SRS	Software Requirements Specification

SSS	System/Segment Specification

STD	Software Test Description

STP	Software Test Plan

STR	Software Trouble Report

SUM	Software User's Manual

TPP	TAMPS Program Plan

TRS	Test Report (Software)

VDD	Version Description Document

For example, the CIN 161001-VDD-6.0 would be a VDD for the Core, version 6.

A complete description of the Hardware configuration identification implementation is being prepared by NRaD DET Philadelphia.

5.1.3	Program Media� TC  "5.1.3	Program Media" \l 3 �

All TAMPS documents and software shall be delivered on magnetic media or CD-ROM and shall be uniquely marked with CIN, date, title, and modification. All tapes delivered by subcontractors shall be marked in accordance with (IAW) DOD-STD-5220.22-M and OPNAVINST C5513.2B.

5.1.4	Program Listings� TC  "5.1.4	Program Listings" \l 3 �

A listing produced from a TAMPS-controlled tape shall be dated and marked uniquely. It shall be traceable by its marking to the program title and version tape from which it was listed.

5.2	Library Records

The TAMPS 6 WSSA will maintain a record of all computer resources (equipment, programs, documentation, etc.) included in the production and maintenance of TAMPS CSCIs. The library will be the storage repository and configuration control mechanism for all software deliverables of items assigned to the TAMPS 6 WSSA.

A software configuration-controlled master library will contain a copy of the deployed software (source and object code), support environment software, and all program documentation, for each version of an active, deployed system. There will be a sufficient number of copies of each master record stored at the TAMPS 6 WSSA library facility to ensure the ability to retrieve records without disturbing the continuity of on-going operations.

To assure reconciliation of deliverable software to its approved documentation, all documents will bear a unique DCC number drawn from the Document Control Center (DCC). The DCC number and revision level will be carried in the comments section of the CSCIs as well as on any label applied to any media.

Adherence and traceability of document to program and vice versa will be reviewed and checked during quality audits and software status reviews, as per MIL-STD-1521B. The configuration status accounting reports will verify that traceability has been achieved and corrections made, as necessary.

5.3	Configuration Baselines� TC  "5.3	Configuration Baselines" \l 2 �

CM is the means of recording, communicating, and controlling the integrity and continuity of design, development, and maintenance over the life cycle of the TAMPS system. Within this context, the term "milestone" refers to the time when a particular delivery becomes due. The term "baseline" indicates the use of an approved product as a basis for the development of a progressively more detailed product. After a milestone is reached and the developer and sponsor are satisfied with the representation of the item provided, a baseline is created.

5.3.1	Functional Baseline (FBL)� TC  "5.3.1	Functional Baseline (FBL)" \l 3 �

The FBL shall be defined by the TAMPS 6 System Specification, document number 160002-SSS-6.0, and the  TAMPS 6 Interface Requirements Specification, document number 16007-IRS-6.0. The System Specification will provide a detailed description of the TAMPS 6 requirements suitable for tasking software developers and supporting System Integration Test (SIT).

5.3.2	Allocated Baseline (ABL)� TC  "5.3.2	Allocated Baseline (ABL)" \l 3 �

The ABL shall be defined by the TAMPS 6 Requirements Allocation Matrix,, document number 160016-RAM-6.0 and the TAMPS 6 Interface Design Document, document number 160008-IDD-6.0. The Software Requirements Specification (SRS) specifies the engineering and qualification requirements of an item and shall be used as the basis for design and formal testing. The Interface Design Document (IDD) shall specify requirements for interfaces between one or more CSCIs and other CIs or critical items. The IDD is a joint configuration control device for the interface(s).

5.3.3	Product Baseline (PBL)� TC  "5.3.3	Product Baseline (PBL)" \l 3 �

The PBL will consist of the Version Description Documents (VDDs), TAMPS 6 Software Test Plan (STP), TAMPS 6 Software Test Description (STD),  and the Software Test Report, SSS, and IRS.  Results from the SIT and Operational Test and Evaluation (OT&E), as well as the final versions of the SRS and the IDD, shall be used to update the PBL. 

The hardware PBL will be maintained by AIR-4101E.

5.4	Distribution Control� TC  "5.4	Distribution Control" \l 2 �

An accurate list of TAMPS user sites and their system configurations will be maintained by NRaD Det. When the software developer completes a modification task to the TAMPS 6 system, the PMA-233 specified agency will perform the final validation and verification.

All outgoing TAMPS media will use one of two naming/label conventions.  Outgoing tapes that are based on a Development Baseline (for example, an urgent request to fix a “show stopper”) will be considered as megapatches and will use a 4 digit Julian Date preceded by a P (for Patch), i.e., 6.0.5 P0121 is a Development Baseline Patch tape that was prepared on Julian Data 0121.  CM Baseline tapes will use build numbers starting at soft freeze and will use sequential numbers - i.e., 6.0.5 Build 1 is the first CM Baseline Build of 6.0.5.

A copy of the new release will be generated by the CMA and distributed to NRaD Det.  When a “Certification of Readiness for Fleet Introduction” is received from PEO(T), NRaD Det shall be responsible for fleet distribution of the delivered software.

�SECTION 6.0�INTERFACE MANAGEMENT� TC  "SECTION 6 – INTERFACE MANAGEMENT" \l 1 �

6.1 	Interface Control Working Group

The purpose of the TAMPS 6 Interface Control Working Group (ICWG) is to control changes to the internal software interfaces between the TAMPS 6 Core and TAMPS 6 Mission Planning Modules (MPMs).  These software interfaces are documented in Appendices C, G, M, and N of the TAMPS 6 Interface Design Document.  The TAMPS 6 ICWG consists of one voting member representing each MPM, and the TAMPS 6 Systems Engineer - who represents the TAMPS 6 Core.  The TAMPS 6 ICWG is facilitated by the TAMPS Class Desk at Naval Air Systems Command (AIR 4.5).

6.2	Interface Change Process

An internal software interface can be changed for one of two reasons:

a.	Through a software change that is the result of implementation of a new Statement of Requirement (SOR), or

b.	Through a software change that is the result of correction of a Software Trouble Report (STR).

	In the case of a new SOR, the interface change process is as follows:

1.	In the preliminary design phase of implementation of a new SOR, developer reviews an existing version of TAMPS 6 Interface Design Document and determines if any interfaces will require changing as a result of implementation of new requirement.  If so, proposed interface changes are presented at Preliminary Design Review (PDR).

2.	During detailed design actual interface changes are determined and an Interface Change Notice and IDD change pages are prepared and posted on the NAWCWPNS server for viewing by the MPM community.

3.	At Critical Design Review (CDR) the TAMPS 6 ICWG shall be convened to approve or disapprove of all ICNs and associated change pages that have been posted on the NAWCWPNS server for 30 days.

4.	Upon approval by the TAMPS 6 ICWG, the TAMPS 6 Interface Design Document shall be updated and the actual interfaces shall be changed through the Code/Unit test process described in the TAMPS Engineering Process Handbook.

	�In the case of correction of a STR, the interface change process is as follows:

1.	Developer conducts Preliminary Engineering Analysis (PEA) to analyze problem.  Developer determines if any changes are required to the Core/MPM interface to correct STR.

2.	Developer consults Appendix F on the TAMPS 6 IDD to determine if Core/MPM interface proposed for change is being used by any MPM. 

3.	Developer marks up existing pages from TAMPS 6 IDD to show changes to interface and attaches them to PEA form.  Developer brings PEA to TAMPS Systems Engineer for approval of analysis.

4.	After analysis, an approval for work is authorized and an Software Development Tracking Form is filled out.  SOR IDD changes are identified as part of the SOR.

5.	The developer implements interface change in development baseline only for the purpose of testing correction.  TAMPS Systems Engineer enters interface change into ICN database and prepares formal IDD change pages.  Change pages are posted on the NAWCWPNS server.

6.	The TAMPS 6 ICWG shall be convened on a bi-monthly basis and shall vote on all interface changes which have been posted on the NAWCWPNS server for a minimum of 30 days.

7.	Upon approval of the interface change, the TAMPS 6 IDD shall be updated and the software interface change shall be pushed from the development baseline into the CM baseline.

6.3	Responsibilities

In order to facilitate the change of the Core/MPM interface in a manner that benefits all users of TAMPS 6 and cause a minimal disruption to the system, responsibilities must be assigned and carried out as follows.

Responsibility�Organization��Convene meetings of the TAMPS 6 ICWG on a bi-monthly basis.�TAMPS Class Desk (AIR 4.5)��Review existing IDD for any changes that will be caused by implementation of a new SOR or correction of an STR.�TAMPS Core Software Developers��Process Interface Change Notices, prepare IDD change pages, post on NAWCWPNS server.�NAWCWPNS��Review proposed IDD change pages prior to attending ICWG and have votes ready and rationale for agreement or disagreement as required.�ICWG MPM Voting Members.���SECTION 7.0�SOFTWARE CONFIGURATION CHANGES� TC  "SECTION 8 – SOFTWARE CONFIGURATION CHANGES" \l 1 �

Configuration Control is to be implemented upon conditional approval or initial baseline of any specification or code, and shall be applied to all products and documents derived from these specifications or code as they become the baseline. 

7.1	Policies� TC  "8.1	Policies" \l 2 �

It shall be the responsibility of the TAMPS WSSA to ensure established software and hardware policies are complied with throughout the development and life cycle maintenance of the TAMPS program. The WSSA shall also ensure that configuration control is vigorously exercised and approved changes to configurations are limited to those that meet one or more of the following:

•	Upgrade mission capability (performance improvement changes needed to meet operational or safety requirements).

•	Amount to a substantial net life cycle cost savings to the Government.

•	Correct deficiencies.

•	Prevent slippage in the approved product schedule.

•	Pertain to reliability and maintainability aspects of the system.

•	Support modifications to hardware.

7.1.1	TAMPS Technical Review Board (TRB)� TC  "7.1.8	TAMPS Technical Review Board (TRB)" \l 3 �

The TAMPS Technical Review Board (TRB) will meet on a weekly basis.  The TRB will be chaired by the NAWCWPNS TAMPS System Engineer whose duties include the technical assessment of proposed changes, assignment of STR to a contract developer, and confirmation of priority and classification on STRs.  The TRB will post results on a weekly basis on the NAWCWPNS server.

7.2	Development Trouble Report (DTR)� TC  "8.2	Software Trouble Reports (STRs)" \l 2 �

Development Trouble Reports (DTR) are used to record, log, and identify each implementation problem discovered on the development system and coordinate its correction with developers.  The DTR log provides for an informal means of documenting problems discovered on the development system with the implementation of Statement of Requirement (SOR) and Software Trouble Report (STR) corrections.  The DTR discovery, correction, and verification process occurs strictly between developers and testers.  Developers are automatically assumed to be approved to correct DTRs directly related to SORs and STRs for which implementation approval has already been granted by MPM sponsors.  Any DTR not directly related to approved SORs or STRs will either be (1) Marked as deferred, or (2) Presented to the appropriate MPM sponsor for decision on whether that DTR is approved for correction or is to be deferred.  After the development software is in the CM Baseline, any DTR that is marked or deferred, or is otherwise not closed, shall be documented in an STR and written against the CM Baseline Software Build.  PEAs will document DTRs for a specific STR, provide solutions, and identify the documentation that is effected.  The Software Tracking Form will list all files.

7.3	Software Trouble Report (STR)� TC  "8.2	Software Trouble Reports (STRs)" \l 2 �

For each anomaly cited in the program software, an STR shall be prepared and submitted to the CMA at NAWCWPNS. The CMA shall assign a unique number to the STR and submit it for approval to the TRB at NAWCWPNS during baseline development.  

Blank STR and SCN forms are included in Appendix B.  Anyone may prepare a STR and submit it for consideration.  The essential information required consists of:  Submittor's name & phone number, current system configuration (if available) and brief description of the problem.  Upon receipt, the WSSA will con�tact the originator to confirm information or solicit additional data.  Offsite STRs should be electronically passed to the TAMPS CMA at:

Naval Air Weapons Center Weapons Division

Code 411260E

Point Mugu, CA 93042-5001

Attn.:	TAMPS CMA

	STRs may also be submitted via cc:Mail or at a specific E-Mail address.

7.3.1	STR Priority Classifications� TC  "8.2.1	STR Priority Classifications" \l 3 �

Problems detected in the software shall be prioritized by severity in accordance with TAMPS tailored STR priorities, which are listed below.

•	Priority 1 - Priority One applies if the problem:

	a.	Prevents the accomplishment of an operational or mission essential capability, or

	b.	Jeopardizes safety, security, or other requirement designated “critical”.

•	Priority 2 - Priority Two applies if the problem:

	a.	Adversely affects the accomplishment of an operational or mission essential capability and no work-around solution is known, or

	b.	Adversely affects technical, cost, or schedule risks to the project or to life cycle support of the system, and no work-around solution is known.

•	Priority 3 - Priority Three applies if the problem:

	a.	Adversely affects the accomplishment of an operational or mission essential capability but a work-around solution is known, or

	b.	Adversely affects technical, cost, or schedule risks to the project or to life cycle support of the system, but a work-around solution is known.

•	Priority 4 - Priority Four applies if the problem:

	a.	Results in user/operator inconvenience or annoyance but does not affect a required operational or mission essential capability, or

	b.	Results in inconvenience or annoyance for development or support personnel, but does not prevent the accomplishment of those responsibilities.

•	Priority 5 - Any other effect.

7.4	Version Description Document (VDD)� TC  "8.3	Version Description Documents (VDDs)" \l 2 �

The VDD shall be used to release software versions to NRaD Det for Fleet distribution.  The VDD shall be submitted with initial releases, as well as with any subsequent releases of the software.  The VDD shall be used by the Government to track and control versions of software to be released to the operational environment. The VDD shall be written in compliance with DOD-STD-2167A and DI�MCCR�80013.

7.5	Software Test Report (SWTR)� TC  "8.4	Software Test Reports (SWTRs)" \l 2 �

Test Engineers shall record the results of system qualification testing in the SWTR. The SWTR shall be used to provide the Government with a permanent record of the formal qualification testing performed on the software.  The SWTR shall be written in compliance with MIL-STD-498 DI-IPSC-81440.  Following formal qualification testing the PMA-233 shall be provided with a SWTR containing the test results and the identifying STRs associated with each test case.

7.6	Software Version Tracking System (TeamWare)� TC  "8.6	Software Version Tracking System (TeamWare)" \l 2 �

The CM tool which has been selected for the TAMPS program is TeamWare.  TeamWare is a front-end Graphical User Interface (GUI) to Source Code Control System (SCCS).  TeamWare allows developers to work on shared data concurrently while controlling and managing the change process. Developers are automatically alerted to potential conflict changes.

TeamWare allows users to make a copy of a CM controlled baseline, giving the user a work area in which the user can modify any file within the copy of the baseline (work area). The user can then test the changes and submit the changes for incorporation into the CM controlled baseline.

All NAWCWPNS software shall be maintained by CSU using TeamWare.  TAMPS development and test engineers shall be granted controlled access for the purpose of development and testing of the TAMPS software upon TAMPS WSSA approval.

7.6.1	Developer's Use of TeamWare� TC  "8.6.1	Vendor's Use of TeamWare" \l 3 �

During baseline development, all developers shall meet with the NAWCWPNS TAMPS System Engineer and the CMA to determine which STRs shall be incorporated into the next version of the software.  During life cycle maintenance, the developer shall meet with the TRB and the CMA to determine what STRs shall be incorporated into the next version of the software.  The developer will then provide completed PEAs to the CMA who will submit these PEAs to the TAMPS 6 System Engineer . 

Through TeamWare, developers will be allowed to make copies of CM controlled baselines to perform engineering analysis on problems. When a PEA is approved, an Software Development Tracking Form is filled out listing all newly created files as well as all modified files.  The developer can then check out the required files to fix the STR, make the necessary modifications to the files, check the modified files back in, and then submit the files to CM for inclusion in the controlled staging area baseline.

7.6.2	CMA's Use of TeamWare� TC  "8.6.2	CMA's Use of TeamWare" \l 3 �

The CMA will act as the TeamWare Project Leader. In this role, the CMA's responsibilities will include incorporating delivered software into TeamWare, granting users rights to configured directories, validating file check-ins, performing software builds, and generating reports.

The CMA will take all files submitted for check-in and compare them against the approved Software Development Tracking Form, resolving any discrepancies. Approved changes will be checked into the CM controlled baseline and a new version of the software will be generated. 

7.7	Development Baseline Control Process� TC  "8.7	Development Baseline Control Process" \l 2 �

Developers making deliveries to NAWCWPNS during the TAMPS 6 development baseline phase shall follow the procedures outlined  below.  Developers should also reference the TAMPS Software Quality Assurance Plan (SQAP) for software delivery and requirement specifications.  There will be a Software Quality Assurance Plan for each build during baseline development.  Contact the CMA for copies of the Software Quality Assurance Plan.

Upon the Government's acceptance of the delivery, the software will be merged with the CM Gold baseline using TeamWare.  CM will verify that the delivery conforms to the requirements outlined in Section 10 of this document.  Next, the CM baseline will be compared to the contractor's baseline to ensure there are no differences.  CM will build the application from the CM baseline and generate a CD-ROM for testing, provided that the following criteria are met: the application shall build clean (there shall be no errors during the build), and all warnings generated during the build will be compiled into a list which the developer shall review and sign to certify that the generated warnings will not adversely impact the operation of the application.  

Testing personnel will load the tape on to the Fleet representative hardware system.  The application will then be tested for compliance with the requirements outlined in the TAMPS Integrated Test Plan.

Upon completion of the above, the Government will determine disposition of the software.  Accepted software will be baselined and internal testing will commence.  Two weeks have been allocated in the build schedule for the time period from the Government's initial acceptance of the delivery to the baselining of the delivered software.

STRs will be written only on the baselined software.

�SECTION 8.0�CONFIGURATION STATUS ACCOUNTING� TC  "SECTION 9 – CONFIGURATION STATUS ACCOUNTING" \l 1 �

The purpose of Configuration Status Accounting (CSA) is to ensure accurate identification of each CI and delivered unit so that the necessary logistics support elements can be correctly programmed and made available in time to support the CI. 

The CMA shall be the integrating officer responsible for collecting and maintaining inputs from participating organizations, and collating and maintaining the received data. The CMA shall be responsible for maintaining status accounting actions as they occur throughout the CM process and for periodically reporting the results in Status Reports  to the TAMPS System Engineer at NAWCWPNS as required. The reports shall be maintained on an automated system.

The Status Reports shall be maintained and distributed for the TAMPS system and shall provide periodic status on CM activity and change control. The Status Reports shall be distributed by the CMA as required by the TAMPS System Engineer at NAWCWPNS.  The forms used to gather and track status reporting data are included in Appendix B, Forms.  Items included in the STR, SCN, and ICN status reports are listed below.

8.1	STR Status Report� TC  "9.1	STR Status Report" \l 2 �

The STR Status Report identifies the software changes associated with particular software components and the current status of these changes. This report is due on a monthly basis or as required by the  NAWCWPNS TAMPS System Engineer. The report contains the following information:

•	CSCI/CSC

•	STR Number

•	STR Origination Date

•	STR Originator

•	TAMPS Priority of the STR

•	STR Status (Open/Closed)

•	Date(s) the problems were tested

•	Approval or Disapproval of the change (i.e., A or D)

•	Approval/Disapproval Date

•	Scheduled baseline change (Month/Year)

•	Date the STR was included in the software

8.2	SCN Status Report� TC  "9.2	SCN Status Report" \l 2 �

The SCN Status Report identifies the status of changes to the TAMPS 6 System Specification. The report is due as required by the NAWCWPNS TAMPS System Engineer. The report contains the following information:

•	SCN Number

•	SCN Title

•	Draft = Draft SCN in for review and approval/disapproval

•	Resolution Date = Date of approval/disapproval

•	Work = SCN in progress

•	Completed and Date

•	Remarks

8.3	ICN Status Report� TC  "9.2	SCN Status Report" \l 2 �

The ICN Status Report identifies the status of changes to the TAMPS Interface Design Document. The report is due as required by the NAWCWPNS TAMPS System Engineer. The report contains the following information:

•	ICN Number

•	ICN Title

•	Draft = Draft ICN in for review and approval/disapproval

•	Govt RevApp = Approval/disapproval of ICN

•	Working = ICN in progress

•	Finished/Date

•	Remarks



�SECTION 9.0�SOFTWARE DELIVERIES� TC  "SECTION 9 – CONFIGURATION STATUS ACCOUNTING" \l 1 �

Individual software subcontractors shall use a software CM tool of their own choosing while performing development at their facilities.  

All subcontractors providing software deliveries to NAWCWPNS shall be required to comply with the SCM procedures and guidelines established within this Software Configuration Management Plan.

9.1	Subcontractor Deliveries To NAWCWPNS

Subcontractors have the option of making software deliveries to NAWCWPNS in one of three acceptable formats:  1) plain source format (no SCCS or other CM Tool directories) 2) all delivered files in SCCS format (no files outside of the SCCS directory) or 3) compiled object files,  executables, data files, and scripts to be relinked and installed into the appropriate directories during build time.

Upon delivery to NAWCWPNS, the software will be placed into the developers home workspace.  Any special requirements concerning file protections or deletion of any files before departure, must be given to the  TAMPS System Administrator.  The software will be built against the current core libraries linked from the developers home workspace.  When the build is complete, and no errors are found, the code will be tarred into the staging area and rebuilt.  When direction is given, from a designated Government Representative, the software will then be tarred into the CM baseline where it will be built as part of the baselined software.

VDDs shall be produced by all subcontractors delivering software.  These documents shall be used by the subcontractors to release software versions to the Government.  The VDD shall be written in compliance with DOD-STD-2167A and DI-MCCR-80013.

�SECTION 10.0�CONFIGURATION MANAGEMENT PROCESS� TC  "SECTION 9 – CONFIGURATION STATUS ACCOUNTING" \l 1 �

This section is an overview of the current CM model.  It explains in detail the current CM process for developers to check out files and integrate the modified files into the CM baseline as well as the CMA’s role in this process within the TAMPS laboratory at NAWCWPNS, Point Mugu.

10.1	Source Code Management Using Checkout-Edit-Integrate

Current Configuration Management within the TAMPS developmental environment is based on the UNIX Source Code Control System (SCCS) system that is inherent within the UNIX/Sun/Solaris Operating System (OS). CodeManager, a Graphical User Interface (GUI), from TeamWare, is a Configuration Management tool that provides drag and drop functionality for SCCS.  Isolated developer workspaces are symbolically linked to the TAMPS Development Baseline Area.  Workspaces are specially designated Sun Operating System (SunOS) directories and subdirectories.  The developers checkout source that they want to change from the Development Baseline Area into their own workspace, where they edit the source code, and then integrate their changes with changes made by other developers back in the Development Baseline Area.  Figure 10.1-1 illustrates the Checkout-Edit-Integrate procedure.

�

Figure 10.1-1  Checkout-Edit-Integrate

10.2	SCCS Overview

All source files in the TAMPS program are maintained under the UNIX Source Code Control System (SCCS) - CodeManager only manages files that are under SCCS.  Within a workspace, SCCS is used to create files, create deltas (changes between files), edit files, add comments, and check-in files.  SCCS history files are located in SCCS sub-directories, exactly as they would be if the program was not using CodeManager.  When the developers checkout files to their workspaces and integrate files that have changed to the Development Area, CM performs a Putback transaction using CodeManager to automatically manage the SCCS history files, preserve all comments and deltas.

10.3	Creating a Workspace Under CodeManager

The workspace provides isolation in which developers work concurrently with other developers programming in other workspaces.

The workspace is an ordinary directory and its subdirectory hierarchy.  When the workspace is created, CodeManager creates a special subdirectory under the workspace called Codemgr_wsdata in which to store information about the workspace (history, conflicts, name table, etc.) as illustrated in Figure 10.3-1.

�

Figure 10.3-1  TAMPS File System Hierarchy

The TAMPS program using CodeManager is initially created in a top-level workspace, from which all others are derived and source code controlled.  For TAMPS this is the CM Gold Baseline Area, Staging Area, Development Baseline Area, and the developer’s workspace.  When developer workspaces are created from the original workspace, the original file system hierarchy is recreated to form the new workspace, as illustrated in Figure 10.3-2.

�

Figure 10.3-2  Developerís Workspace

10.4	TAMPS Configuration Management Procedures

The following procedures, as illustrated in Figure 10.4-1, are used by TAMPS Configuration Management to provide current safeguards, controls and accountability of all TAMPS releases.

�

Figure 10.4-1  TAMPS Configuration Management Procedures

10.4.1	Step 1 - (Assign PEA Number)

The PEA number assumes the same number as the assigned STR number.  If the PEA fixes multiple STRs, all the applicable STR numbers are placed in the PEA problem modification field.  The completed PEA form is presented to one of the PEA signature authority personnel, refer to Paragraph 10.4.2.1. A PEA cannot be written against a closed STR.

10.4.2	Step 2 - (Generating PEA from an Approved STR)

When an STR, not an SOR has been assigned to an organization by a Gov’t Representative page 1 of the PEA Report is generated by CM (Figure 10.4.2-1).  This does not mean all STRs that have been assigned to an organization at the TRB.  These are STRs that have been put on a specific list for a specific build.  When CM has been notified of assignment of these STRs, page 1 of the PEA will be completed.  The PEA is placed in a binder in the lab waiting for Government signature on block 13.  When block 13 has been signed a copy will be made and CM will give the copy to the appropriate organization.  This approval is for the developer to begin analysis of the STR and generate page 2 of the PEA Report.  

The following is a description of the field definitions for page 1 of the PEA database.

	Block 1 - Same as the assigned STR number.

	Block 2 - Same as the assigned MIL-STD-498 STR priority.

	Block 3 - Organization that will the fix the STR.

	Block 4 - Date the STR was generated.

	Block 5 - Date the PEA was generated.

	Block 6 - Affected CSC.

	Block 7 - Version of TAMPS that the problem was found.

	Block 8 - Place where the problem was found.  

	Block 9 - Originator of the STR.

	Block 10 - List to which the STR has been assigned.

	Block 11 - Title of the STR.

	Block 12 - Description of the problem found.

	Block 13 - Government approval block for the developer to begin analysis 	(page 2 of the PEA Report).

� Figure 10.4.2-1  Preliminary Engineering Analysis Report (1 of 2)

�

Figure 10.4.2-1  Preliminary Engineering Analysis Report (2 of 2)

When the software developer receives a signed copy of page 1, page 2 is completely filled out.  The information on the PEA Report it is brought to a Government Representative for review and signature.  The Government reviewer looks for the following information:

•	Verifies that the PEA is for an STR that is on the approved STR list, meaning that the STR is approved to be fixed in a specific baseline.

•	Reviews the developers proposed technical approach for solving the problem and determines whether the approach will have any negative effects on the system as a whole.

•	Checks for associated documentation impacts, such as Interface Change Notices.

Approval is then received on block 22 of page 2 of the PEA Report.  After approval, a Software Development Tracking Form is generated (Figure 10.4.3-1).

The following is a description of the field definitions for page 2 of  the PEA database.

	Block 1 - Same as the assigned STR number.

	Block 2 - Same as the assigned MIL-STD-498 STR priority.

	Block 3 -. Organization that has been assigned to perform the work.

	Block 4 - Person that will the fix the STR

	Block 5 - The date the Software Development Tracking Form was generated.  	(This is an automatic fill-in by FileMaker Pro).

	Block 6 - Affected CSC.

	Block 7 - Estimation of how long it took analyze the STR.

	Block 8 - Estimation of how many lines of code will be changed.

	Block 9 - Estimation of how long it may take to fix the STR.

	Block 10 - Same as the title of the STR.

	Block 11 - Recommended solution of how the developer can resolve the 	problem.

	Block 12 - Any known impacts of how this solution may affect other areas of 	core or any mpm.

	Block 13 - Documentation affected by these changes.

	Block 22 - Approval by Government Representative to implement the change.

10.4.2.1	Tracking PEAs

CodeManager does not contain a database to track the PEAs.  As a result, TAMPS utilizes a software application called the Macintosh Application Environment (MAE) that creates a Macintosh environment on a UNIX based system.  The MAE has been installed on the TAMPS workstation/server, ìSOUNDî, to track PEAs in a FileMaker Pro database.

The developers are responsible for using this database to generate PEAs and Software Development Tracking Forms from open STRs.

10.4.3	Step 3 - (Generating a Software Development Tracking Form)

When block 22 of the PEA is signed by a Gov’t Representative this gives the developer authorization to begin work. At this time a Software Development Tracking Form is filled out. This is a separate form from the PEA Report and is located in FileMaker Pro as a separate layout (Figure 10.4.3-1).  The developer enters data in blocks 1 - 5 and in block 19 for a list of modified/new files. The developer does not need any further Gov’t signature and does not need Gov’t authorization to check the files into the development baseline.  This approval was granted upon signature 14 of the “PEA Report”. 

Block 18 is for any special requirements such as creating new directories under the static or dynamic directories.

Completion of unit tests (STRs/SORs) and functional tests (SORs), blocks 6 and 7, need to be initialed and dated when complete.  This is to inform test.  Attach the appropriate test reports, for SOR integration, to the tracking form to verify that testing was performed by the developer.

All other blocks on the Software Development Tracking Form are the responsibility of test and CM.

For an SOR a PEA Report is not generated.  Approval for the SOR was given at the SRR/Peer Reviews.  An Software Development Tracking Report does need to be filled out and the procedures are the same as for an STR.

All SORs and STRs will have their own Software Development Tracking Form.  If the solution fixes more than one STR it will be referenced in the solution and a Development Tracking Form will be filled out as well for that STR stating that no files were modified and that it has been fixed by another specific PEA.

�

Figure 10.4.3-1  Software Development Tracking Form (1 of 3)

�

Figure 10.4.3-1  Software Development Tracking Form (2 of 3)

�

Figure 10.4.3-1  Software Development Tracking Form (3 of 3)

The following is a description of the fields used on the Software Development Tracking Form.

	Block 1 - This is the same as the STR or SOR number.

	Block 2 - Organization to whom the STR has been assigned to perform work.

	Block 3 - Person that will implement the fix for the STR.

	Block 4 - The date the PEA was generated.  (This is an automatic fill-in by 	FileMaker Pro).

	Block 5 - Title of the STR.

	Block 6 & 7 - Developer’s signature that unit test (STRs & SORs) and 	functional test (SORs) have passed.  The PEA is then given to CM for 	integration into the staging area.

	Block 8 - Check off block for CM for integration to the staging area.  This is 	where testers will perform a semi-formal SOT before integration into the CM 	“Gold” baseline.

	Block 9 - After integration into the staging area CM will obtain a Gov’t Rep 	signature.  This lets the Gov’t know that the PEA is in test.

	Block 10 - Tester’s pass/fail signature block.  If the PEA fails a .1 Software 	Tracking Form must be generated.  Even if the files that are modified are on 	the original Software Tracking Form, a new Software Tracking Form must 	be generated.  Procedures for a .1 PEA will go back to block 10.  No Gov’t 	signature is needed for blocks 8 and 9.

	Block 11 - Comments from testers.

	Block 12 - When testers pass a PEA from the staging area it is given back to 	CM.  CM then receives another Gov’t Rep signature for integration into the 	“Gold” CM baseline.

	Block 13 - CM performs the putback, integrating the files into the CM “Gold” 	Baseline.  The Software Tracking Form is then placed into the testers 	notebook for 	final test on the target system.

	Block 14 - Testers then retest the PEA with a pass or fail.  If the PEA fails 	the developer must go back to the Software Tracking Form database and 	generated a 	.1 Software Tracking Form and proceed to block 10.

	Block 15 - Any additional comments testers would like to make in regards to 	“Gold” baseline testing results.

	Block 16 - CM field to be filled out after “Gold” baseline testing.  Build release 	number and date.

	Block 17 - After the PEA has passed “Gold” baseline testing a Gov’t Rep 	signature is need to finally close out the STR.

	Block 18 - Any special requirements that CM or tester need to be aware of 	(i.e., creating new directories).

	Block 19 - Listing of modified or new files.  Page 3 is a continuation page for 	files affected.

10.4.4	Step 4 - (SCCS Procedures)

After approval on block 15 of the PEA is granted, work can begin, using SCCS checkout, edit, and create procedures.  To provide the best configuration management, files are never deleted without prior approval from CM.

10.4.5	Step 5 - (Comments)

After the developer has made all corrections to the STR, the file(s) are checked back into the Development Baseline Area using SCCS commands.  SCCS prompts for a comment when editing a file.  Comments should always be entered as they go in with the delta or change number assigned automatically by SCCS and is used to track the history of the file.  Always state the STR/SOR number when checking a file(s) into SCCS.

10.4.6	Step 6 - (Putback) 

CM will perform a Putback transaction of the modified file into the Staging Area using TeamWareís CodeManager.  Only files listed on the Software Development Tracking Form will be integrated into the Staging Area.

10.4.7	Step 7 - (Software Development Tracking Form Status)

When the correction on the Software Development Tracking Form passes the developers unit test (STRs and SORs) or functional test (SORs), the Software Tracking Form is then given to CM and a putback to the Staging Area is performed.  Weekly builds are performed, or more frequent if needed, to test these changes before approval for integration into the CM Gold Baseline.

In some cases there may be several Software Development Tracking Forms written to fix an SOR/STR, due to failure at the test level.  In this case a new Software Development Tracking Form must be filled out as a “.1” of  the Software Development Tracking Form, or the next higher sequential number.  The “.1” is appended to the original assigned SOR/STR number.  This must be done even if the files touch are on the original Software Development Tracking Form.  CM needs this for tracking purposes and to know which files were changed and need to be integrated to the Staging Area.

10.4.8	Step 8 - (Bringover Update for Parallel Development)

When a passed and approved PEA is given to CM, they will perform a Bringover update to update any current parallel development baselines.  This is similar to the Putback transaction except that CM updates from the parent directory, (CM Gold Baseline Area), to the child directory, (Development Area).  The Putback transaction updates from the child directory (Development Baseline Area), to the parent directory (Staging Area), then the CM directory (CM Gold Baseline).

CodeManager, providing a GUI interface to this process, provides the ability to ìdrag and dropî directories.  These directories are represented by icons in CodeManager.  CM performs a Bringover update by dragging and dropping the CM Gold Baseline on to the parallel developments’ lower level child icon.

10.5	Parent/Child Relationship

When a developer copies files from a workspace to create a new workspace, a special relationship is created between the original workspace and the new one.  The original workspace is considered the parent of the newly created child workspace.  The developers can acquire files from any CodeManager workspace in this manner, and workspaces can have an unlimited number of children.  The portion of the file system that is copied from the parent workspace is determined at the time it is copied.  The entire contents of the parent can be copied to the child, making it a clone of the parent, or the developer can copy only portions of the file system hierarchy that are of interest.  The CodeManager transaction used to copy files from a parent workspace to a child workspace is called Bringover.

The parent/child relationship is special because project data is exchanged only between parent and child workspaces.  All files contained in a child workspace were either brought over from a parent workspace or created in the child workspace.  When development and testing are complete in the child, the developer can copy the files that were modified or added in the child back into the parent workspace.  Once the altered files are present in the parent, they can be copied by other children or passed up another level to the parentís parent workspace.  The CodeManager transaction for copying files from a child workspace to a parent workspace is called Putback.

�10.6	Bringover and Putback Transactions

The Bringover and Putback transactions are illustrated in Figure 10.6-1.

�

Figure 10.6-1  Bringover and Putback Transactions

10.7	Reparenting

Parent/child relationships can be changed.  CodeManager permits child workspaces to be ìreparentedî to new parent workspaces.  Reasons that CM uses to reparent a workspace are as follows:

•	To reorganize workspace hierarchies.

•	To populate a new project (release) hierarchy (new top-level workspace).

•	To move a feature into a new release.

•	To apply a bug fix to multiple releases.

10.8	Merging Conflicts Between Baselines

Conflicts between developers versions of the files and the versions in the parent (CM Baseline Area) must be resolved in the child (Development Baseline Area) workspace.  Conflicts are always resolve in the child workspace in order to preserve the integrity of the parent.

10.9	Multiple Baselines

There will be a separate work areas for each baseline.  Users will be able to build workspaces from any or all of the Development Baseline Areas.  Each workspace will be a child of the Development Baseline Area.
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ABL	Allocated Baseline

APML	Assistant Program Manager for Logistics

ASN(RD&A)	Assistant Secretary of the Navy for Research, Development, and Acquisition



CAGE	Commercial and Government Entity

CALS	Computer-aided Acquisition and Logistic Support

CCB	Change Control Board

CDRL	Contract Data Requirements List

CI	Configuration Item

CII	Configuration Item Identification

CIN	Configuration Item Number

CM	Configuration Management

CMA	Configuration Management Administrator

COMPASS	Common Operational Mission Planning And Simulation System

COTS	Commercial Off-The-Shelf

CRLCMP	Computer Resources Life Cycle Management Plan

CSA	Configuration Status Accounting

CSC	Computer Software Component

CSCI	Computer Software Configuration Item

CSU	Computer Software Unit



DOD-STD	Department of Defense Standard

DCC	Document Control Center



ECP	Engineering Change Proposal



FAMP	Forward Area Minefield Planning

FBL	Functional Baseline

FCA	Functional Configuration Audit

FPT	Fleet Project Teams



HARM	High Speed Anti-Radiation Missile

HWCI	Hardware Configuration Item



ICN	Interface Change Notice

ICWG	Interface Control Working Group

IDD	Interface Design Document

IRS	Interface Requirements Specification

IV&V	Independent Verification and Validation



JSOW	Joint Stand-Off Weapons

JTIDS	Joint Tactical Information Distribution System



LCN	Logistics Control Number

LSA	Logistics Support Analysis



MCCR	Mission Critical Computer Resources

MHB	MPM Handbook

MIL-STD 	Military Standard

MPM	Mission Planning Module



NAWC	Naval Air Warfare Center 

NAWC-AD	Naval Air Warfare Center -  Aircraft Division

NAWCWPNS	Naval Air Warfare Center - Weapons Division

NDI	Non-developmental Item

NFS	Network File System

NHA	Next Higher Assembly

NRaD DET	Naval Research and Development Detachment



OPTEVFOR	Operational Test and Evaluation Force 

OT & E	Operational Test and Evaluation



PBL	Product Baseline

PCA	Physical Configuration Audit

PDSS	Post Deployment Software Support

PEA	Preliminary Engineering Analysis

PEO	Program Executive Office

PMA	Program Manager, AIR



SCCS	Source Code Control System

SCN	Specification Change Notice

SDD	Software Design Document

SDP	Software Development Plan

SIT	System Integration Test

SLAM	Stand-Off Land Attack Missile

SM	System Manual

SOR	Statement of Requirement

SPS	Software Product Specification

SQA	Software Quality Assurance

SRS	Software Requirements Specifications

SSS	System/Segment Specification

STD	Software Test Description

STP	Software Test Plan

STR	Software Trouble Report

SUM	Software User's Manual

SWTR	Software Test Report



TAMPS	Tactical Automated Mission Planning System

TCCB	TAMPS Configuration Control Board

TD	Technical Directive

TID	TAMPS Interface Device

TPP	TAMPS Program Plan

TRB	Technical Review Board



VDD	Version Description Document



WSSA	Weapon System Support Activity
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The following forms are presented in this Appendix:

	•	Software Trouble Report Form

	•	Specification Change Notice Form

	•	Interface Change Notice Form



��

Software Trouble Report Form

��

Specification Change Notice Form;

��

Interface Change Notice Form
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