4.1.5.1	MIIDS IDB


4.1.5.1.1	IDB Load  (dtf, dtt, dvt)


4.1.5.1.1.1	IDB Tables


The IDB tables are provided in classified Appendix B.


4.1.5.1.1.2	IDB Load Tables
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4.1.5.1.2	Threat Update (dil)


4.1.5.1.2.1	Statement of Functionality


Situations occur within Mission Planning when a planner may wish to store information for a threat that is not included in the IDB, or edit a threat that appears on the map display without requiring the DBA to modify the IDB.  TAMPS will be modified to handle this situation by creating a new Interim Threat data set whereby threat updates will be stored separately from existing IDB data and queries will be performed using the new data set.  These threats will be available to the DBA for incorporation into the IDB.


4.1.5.1.2.1.1	Interim Threat Data Set


The Interim Threat data set will be created as a Sybase table (i.e., TAMPS_INTERIM_THREATS) with the minimum information required to define a threat to the IDB as the data fields.  The fields that will be modifiable by the planner include:  site name and site location in either latitude and longitude or grid coordinates.  These are the only fields that will appear in the Interim Threat Data Set editor.  The Interim Threat data set will store and be filterable by planner name.  Distinct queries will be created for the Interim Threat data set.


4.1.5.1.2.1.2	Displaying Interim Threats


The planner may display Interim Threats by selecting “Display” from the MPM top menu bar and “Interim Threat” from the pop-up menu that appears. The planner may display Interim Threats Only, Interim Threats and IDB Threats, or Deleted Threats.  The Interim Threat Data Set Selection HMI will appear with a list of all Interim Threat data sets available by planner name.  The current planner’s name will appear highlighted.  The planner may display multiple Interim Threat data sets by selecting multiple planner names and selecting “OK.”  If the planner does not select a planner name, a warning will be issued.  If the planner has selected Interim Threats Only or Interim Threats and IDB, the Threat Type HMI will appear where the planner must specify either AAA Site, Radar SAM, IR SAM, FW, RW, MECH, or OTHER.  If the planner elects to display Interim Threat and IDB, queries will be performed on the Interim Threat data set and IDB based on the threat type selection and the planner name(s) selected.   Data buckets will be filled first with threats from the IDB.  Another data bucket will be filled with threat data from the Interim Threat data sets selected.  Threats that are found in both data buckets will be removed from the IDB bucket to ensure that the Interim Threat data is reflected as the most current information.  When displaying Interim Threats Only or Deleted Threats, queries will be performed on the Interim Threat data sets selected.


The DBA may display Interim Threats by selecting “Update” from the DBA top menu bar and “Threats” from the pop-up list that appears, then “Display Interim” from the subsequent pop-up.  The DBA may display Deleted Threats or Interim Threats only.  The Interim Threat Data Set Selection HMI will appear with a list of all available data sets by planner name.  All threats in the selected data sets will appear on the map display.


4.1.5.1.2.1.3	Adding Interim Threats


An Interim Threat Data Set editor will be created as the HMI for a planner to control the adding process.  To access the editor, the planner will select “Threat” from the MPM top menu bar, “Interim Threat” from the pop-up menu that appears, and “Add” from the options list.  The Threat Type HMI will be displayed.  The planner will select the specific type of threat to be added, and select OK.  The Interim Threat editor data window will  appear blank.   The planner may enter the latitude and longitude of the new threat textually, or via a map pick selection by location or symbol.  When the planner selects OK or APPLY, all information available for that threat type will populate the Interim Threat data set and be saved with the current planner name.


Information is entered from the keyboard into the text fields, or location is selected via the map pick.  Functions available on the editor include:


	OK		Save all information to the Interim Threat data set and exit


			the Interim Threat editor.


	APPLY	Save the information to the Interim Threat data set.  Do not


			exit the Interim Threat editor.


	RESET	Display information from the last APPLY.


	CANCEL	Exit the Interim Threat editor data window.   Do not save


			information to the data set.


	CLEAR	Blank out all editable text fields.


	HELP 	Display help information.


Validity checks will be performed on individual fields where appropriate (e.g., latitude, and longitude).  Checks to ensure that the minimum required information is present will be performed.  A map pick capability will be implemented, so the planner can click a location or symbol on the display and have the latitude and longitude fields on the editor populated.  The editor window will be hidden during the map pick processing.  Warning messages will be displayed when OK or APPLY is selected.  All warning messages will require planner confirmation for processing to continue.


Added threats will appear on the planner’s map display area when an Interim Threat display is executed.


4.1.5.1.2.1.4	Modifying Threats


The planner may modify threats on the map display by hooking the desired threat, selecting the “Interim Threats” option on the MPM Threat pull-down, and selecting “Edit” from the option list.  The threat will be added to the current planner’s Interim Threat data set if the modification is to a threat that is not already in his data set.  If the planner has hooked a threat already in his Interim Threat data set, a new entry will not be created.  He will merely modify the existing information for the threat.  If the planner has hooked a threat from another planner’s Interim Threat data set, a new entry in the current planner’s data set will be created.  The other planner’s data set will not be affected.  The Interim Threat editor will appear populated with information for the hooked threat.  Modified threats will be displayed with their new information when an Interim Threat display is executed (i.e., if a threat has been moved, it will appear in its new location).


4.1.5.1.2.1.5	Deleting Threats


The planner may delete threats on the map display by hooking the desired threat, selecting “Interim Threats” from the MPM Threat pull-down, and selecting “Delete” from the option list. The threats will be added to the current planner’s Interim Threat data set if the threat to be deleted is not already in his data set.  If the hooked threat exists in the current planner’s Interim Threat data set, it will be deleted upon acknowledgment of a delete verification dialog prompt.  If the hooked threat exists in another planner’s Interim Threat data set, a new entry in the current planner’s data set will be created.  The other planner’s data set will not be affected.  Deleted threats will have their hitlist field modified to indicate deletion, but will remain in the Interim Threat data set until they have been removed by the DBA or planner.  Deleted threats will appear on the display when an Interim Threat display deleted threats request is executed.


4.1.5.1.2.1.6	Adding Interim Threats to the IDB


An Add Interim Threat to IDB editor will be created as the HMI for the DBA to control updating the IDB with Interim Threats.  To access the editor, the DBA will select “Update” from the DBA HMI main menu and  “Threat” from the first pop-up window displayed.  The DBA will then select “Add Interim Threat to IDB.”  The Interim Threat Data Set Selection HMI will appear with a list of all Interim Threat data sets available by planner name. The DBA must select planner name(s) to identify which Interim Threat data set(s) will be used to update the IDB.  The DBA must hook the desired threat to add to the IDB.  The Add Interim Threat data window will appear populated with  all information available for the hooked threat from the Interim Threat data set required to define a threat to the IDB.  The Add Interim Threat to IDB editor will contain all of the fields in the Interim Threat data set.  Functions on the Add Interim Threat to IDB editor will be the same as described above in paragraph 4.1.5.1.2.1.2, except information will be applied to the IDB.  DELETE is also available as an option.  If DELETE is selected a verification dialog will appear.  Upon confirmation, the threat will be removed from the IDB and the Interim Threat data set it came from.  Once an interim threat is added to the IDB by the DBA, it will be removed from the Interim Threat data set it came from.  Validity checks will be performed as defined in paragraph 4.1.5.1.2.1.3.  Minimum required information checks will be processed based on information required for the IDB.  Warning messages will be displayed as defined in paragraph 4.1.5.1.2.1.3.


4.1.5.1.2.2	Design Description


4.1.5.1.2.2.1	Control Flow Diagrams


The Threat Update control flow diagrams are provided below in Figures 4.1.5.1.2.2.1-1 through 4.1.5.1.2.2.1-6.


4.1.5.1.2.2.2	PDL


The following functions comprise the Interim Threat processing:


Display Processing


Add Threat Processing


Modify Threat Processing


Delete Threat Processing


Interim Threat Editor Processing


Add Interim Threat to IDB Editor Processing


The PDL for Interim Threat processing is provided in the paragraphs below.
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4.1.5.1.2.2.2.1	Display Processing


Add Interim Threat as a new Display option item for both the MPM with pulldown options of Deleted Threats, Interim Threats Only and IDB and Interim Threats (sit_defaultMenu.c).  The DBA will only have the option to display Deleted or Interim Threats only (dmt_menu.c).





Create and manage Interim Threat Dataset Planner Selection Widget


Allow planner to select multiple interim threat datasets by planner name


If Ok selected


	Get planner names


	If no planner name is selected


		Generate warning message indicating an Interim Threat Dataset


		   must be selected


	Else:





If planner and displaying IDB and Interim Threats:





Create and manage threat type widget with MECH and OTHER greyed out





If AAA selected:


	perform queries: 


		select * from IDBFQL where EQUIP_CODE like “T%”  (AAA 


		   MERA CAPABLE)


		select * from IDBUQL where EQUIP_CODE like “T%”  (Unit AAA 


		   Equipment)


		select * from IDBFQL where EQUIP_CODE like “XD%”  and


		   EQUIP_OPER_STAT not equal to NOP (Hot FC Radars)


	fill first bucket


	perform queries:


	perform same queries as above on TAMPS_INTERIM_THREAT and 


	   PLANNER=“selected planners”


	fill next bucket





Else SAM  selected:


	perform queries:


		select * from IDBF where CATEGORY like 872% and 


		   FAC_OPER_STAT not equal NOP (Hot Fixed Sams)


		select * from IDBF where CATEGORY like 873% and


		   FAC_OPER_STAT not equal NOP (Hot Tac Sams)


		select * from IDBUQL where EQUIP_CODE like ZGA% (Unit Equipment)


		select * from IDBFQL where EQUIP_CODE like XC% and EQUIP_OPER_STAT 


		   not equal NOP (Hot Radars)


	fill first bucket


	perform same queries as above on TAMPS_INTERIM_THREAT and 


	   PLANNER=“selected planners”


	fill next bucket





Else if FW selected:


	perform query select * from IDBUQL where EQUIP_CODE like “A%”


	fill first bucket


	perform query select * from TAMPS_INTERIM_THREAT where 


	   EQUIP_CODE like “A%” and PLANNER = “selected planners”


	fill next bucket





Else if RW selected:


	perform query select * from IDBUQL where EQUIP_CODE like “B%”


	fill first bucket (IDB bucket)


	perform query select * from INTERIM_THREAT where EQUIP_CODE 


	   like “B%” and PLANNER = “selected planners”


	fill next bucket





	Resolve duplicates (compare UNIQUE_ID of threats in Interim bucket to IDBFQL �	   or IDBUQL primary key s of threats in IDB bucket )


	Remove duplicate from IDB bucket


	Display





Else if Planner and Display Interim Threats Only:





	Create and Manage Threat Type Widget





	If AAA selected:


		perform queries: 


			select * from TAMPS_INTERIM_THREAT where EQUIP_CODE 


			   like “T%” and PLANNER=selected planners


			select * from IDBUQL where EQUIP_CODE like “T%” and 


			   PLANNER=selected planners


			select * from IDBFQL where EQUIP_CODE like “XD%” and 


			   PLANNER=selected planners


		fill bucket





Else if SAM selected:


		select * from TAMPS_INTERIM_THREAT where CATEGORY


		   like 872% and 	PLANNER=selected planners		


		select * from TAMPS_INTERIM_THREAT where CATEGORY 


		   like 873% and PLANNER=selected planners


		select * from TAMPS_INTERIM_THREAT where EQUIP_CODE 


		   like ZGA% and PLANNER=selected planners


		select * from TAMPS_INTERIM_THREAT where EQUIP_CODE 


		   like XC% and PLANNER=selected planners


		fill bucket





Else if MECH selected (assume mechanized artillery):


	perform query select * from TAMPS INTERIM_THREAT where 


	   EQUIP_CODE like TBD mech codes and PLANNER=selected planners


	fill bucket





Else if FW selected:


	perform query select * from TAMPS_INTERIM_THREAT where 


	   EQUIP_CODE like “A%” and PLANNER = selected planners


	fill bucket





Else if RW selected:


	perform query select * from TAMPS_INTERIM_THREAT where 


	   EQUIP_CODE like “B%” and PLANNER = selected planners


	fill  bucket





Else if OTHER selected:


	perform query select * from TAMPS INTERIM_THREAT where 


	   EQUIP_CODE = blank and PLANNER=selected planners


	fill bucket


	Display





Else if displaying Deleted Threats and Planner or DBA:


	Query  TAMPS_INTERIM_THREAT where HITLIST = “D%”  and�	PLANNER = “selected planners”


	Fill bucket


	Display





Else if display Interim Threats Only and DBA:


	Query  select * from TAMPS_ INTERIM_THREAT where PLANNER = selected 


	   planners


	Fill bucket


	Display


4.1.5.1.2.2.2.2	Add Threat Processing


Add Add as an option under MPM Threat, Interim Threat pulldown 


   (sit_defaultMenu.c)


If the planner selects Add, the Interim Threat Type Window will be created and 


   displayed 


Allow planner to select  threat type from pulldown menu list of specific threat types 


   (see list of threat types)





If AAA selected:


	select * from TAMPS_INTERIM_THREAT_TYPE where TYPE = AAA 


	and EQUIP_COMMON_NAME = selected threat


	select all fields to fill interim threat dataset (see table definition) from 


	   IDBUQL and IDBFQL where EQUIP_CODE = equip code retrieved from 


	   TAMPS_INTERIM_THREAT_TYPE





Else if Radar SAM selected:


	select * from TAMPS_INTERIM_THREAT_TYPE where TYPE = SAM


	and EQUIP_COMMON_NAME = selected threat


	select all fields to fill interim threat dataset (see table definition) from 


	   IDBUQL and IDBFQL and IDBF where EQUIP_CODE = equip code 


	   retrieved from TAMPS_INTERIM_THREAT_TYPE





Else if IR SAM selected:


	select * from TAMPS_INTERIM_THREAT_TYPE where TYPE = SAM


	and EQUIP_COMMON_NAME = selected threat


	select all fields to fill interim threat dataset (see table definition) from 


	   IDBUQL where EQUIP_CODE = equip code retrieved from 


	   TAMPS_INTERIM_THREAT_TYPE





Else if FW selected:


	select * from TAMPS_INTERIM_THREAT_TYPE where TYPE = FW


	and EQUIP_COMMON_NAME = selected threat


	select all fields to fill interim threat dataset (see table definition) from 


	   IDBUQL where EQUIP_CODE = equip code retrieved from 


	   TAMPS_INTERIM_THREAT_TYPE





Else if RW selected:


	select * from TAMPS_INTERIM_THREAT_TYPE where TYPE = RW


	and EQUIP_COMMON_NAME = selected threat


	select all fields to fill interim threat dataset (see table definition) from 


	   IDBUQL where EQUIP_CODE = equip code retrieved from 


	   TAMPS_INTERIM_THREAT_TYPE





Else if MECH  selected:


	select * from TAMPS_INTERIM_THREAT_TYPE where TYPE = MECH


	and EQUIP_COMMON_NAME = selected threat


	select all fields to fill interim threat dataset (see table definition) from 


	   IDBUQL where EQUIP_CODE = equip code retrieved from 


	   TAMPS_INTERIM_THREAT_TYPE





Else if OTHER:


	continue





Generate a UNIQUE_ID


Get env “planner” input as planner name


Fill temporary data structure with all data 


If Ok Selected


	Invoke Interim Threat Editor Window Processing (1.5)


If Help Selected


	Display help text for Threat Type Window


Else if Cancel Selected


	Unmanage Window


4.1.5.1.2.2.2.3	Modify Threat Processing


Add Modify as an option under MPM Threat, Interim Threat pulldown 


   (sit_defaultMenu.c)





If the planner selects Modify from the Interim Threat pulldown


	If no threat hooked


		 Generate warning.  The planner must select Ok for processing to continue.


	else:





Hook Threat from Display


If > 1 item hooked


	Display warning “Can only update one item at a time”


Else


Retrieve planner name from bucket


If threat has EQUIP_CODE or MSL_SYS_ID 


	If threat is an interim threat 


		Retrieve all data from TAMPS_INTERIM_THREAT bucket


	If threat has UNIT_ID 


		Retrieve EQUIP_CODE from bucket


		Retrieve data from IDBUQL where EQUIP_CODE = equip code 


		   from bucket


	else 


		Retrieve EQUIP_CODE from bucket


		Retrieve data from IDBFQL where EQUIP_CODE = equip code 


		   from bucket


		Generate UNIQUE_ID


		Get env “user” input as planner name


		Store data in temporary data structure


		Invoke Interim Threat Editor Window (1.5)


Else


	Display warning message  - Not eligible threat type for Interim Threat


4.1.5.1.2.2.2.4	Delete Threat Processing


Add Delete as an option under MPM Threat, Interim Threat pulldown 


   (sit_defaultMenu.c)





If the planner selects Delete from the Interim Threat pulldown


	If no threat hooked


		Generate warning.  The planner must select Ok for processing to continue.


	else 


		Repeat for all threats in hooked list





		if hooked item is an interim threat


			Retrieve planner name from bucket


			if current planner=“planner name”


				Display delete confirmation widget


				If Ok


				   Delete record from TAMPS_ INTERIM_THREAT


		else


			Generate warning. “Cannot delete threat from


			   Dataset - Not Owner”


		else if item has EQUIP_CODE or MSL_SYS_ID


			Get data from bucket


			Modify HITLIST value (=“D%”)


			Getenv “user” and input as PLANNER


			Store data in temporary data structure


			Write to TAMPS_INTERIM_THREAT





		else


			Display warning message  - Not eligible threat type for Interim Threat


4.1.5.1.2.2.2.5	Interim Threat Editor Processing


Create and manage the Interim Threat Editor Window  


Retrieve data from Add, Modify or Delete processing temporary data structure


Populate the window with  LATITUDE,  LONGITUDE, and GRID if 


   available (this information will not be available when adding a new threat)





If Select button selected


		If Location


			Call Core function to get lat/long from mouse location


		If Symbol


			Call Core function to get location of symbol clicked on


		Hide Editor Window until location processing complete


		Display lat/long and grid in Editor window upon remap


If Cancel Selected


		Unmanaged Interim Threat Editor Window


If Help Selected 


		Display help text in a help window.


If Reset Selected


		Display data from the temporary data structure which contains 


		   data from the last apply.


If  Clear Selected


		Blank out all text fields on the window


If Apply Selected


		Validate the window data, 


		Update the temporary data structure and 


		Write all data in temporary structure to TAMPS_INTERIM_THREAT





If Ok Selected


		Perform Apply Processing


		Unmanage Window


4.1.5.1.2.2.2.6	Add Interim Threat to IDB Editor Processing


Add Interim Threat to DBA Update, Threat menu (dmt_menu.c)


Allow the DBA to hook a displayed interim threat.


  If no threat is hooked or hooked threat is not Interim Threats


	Display warning message:  Must have Interim Threat hooked to 


	update DBA


Create and manage the Add Interim Threat to IDB Editor Window 


Populate window with bucket data


Allow DBA to enter text into required fields


Perform validation on text fields using uxt_modifyVerify Callback. The 


   planner must acknowledge the warning messages before processing continues. 


The Add Interim Threat to IDB Editor Window will remain managed until 


Cancel or Ok is depressed.


If the DBA selects Help,


	display help text in a help window.


If the DBA selects Reset,


	redisplay data from the temporary data structure 


	which will represent data from the last apply.


If the DBA selects Clear, 


	blank out all text fields on the window.


If the DBA selects Delete, 


	remove the threat from the IDB and the Interim Threat Datasets.  (The DBA is the 


	   only planner who can delete from others Interim Threat Datasets)


If the DBA selects Apply,


	validate the window data, update the temporary data structure, write all data to the 


	   IDB and remove threat from the Interim Threat Dataset


If the DBA selects Ok, 


	perform the Apply functions, unmanage the window.


4.1.5.1.2.2.3	Threat Update Tables


The TAMPS_INTERIM_THREATS and TAMPS_INTERIM_THREAT_TYPES table schemas are described in paragraph 4.1.11.1 (Mission Planning Tables).


The fields in TAMPS_INTERIM_THREATS are the minimum required fields for RTM, plus unique identifier, planner and MGRS.  


The primary key for TAMPS_INTERIM_THREATS is UNIQUE_ID_INT.  


The primary key for TAMPS_INTERIM_THREAT_TYPES is EQUIP_CODE.


Queries will be performed to extract deleted threats by HITLIST = “D%” from TAMPS_INTERIM_THREATS.


Queries will be performed to extract * from TAMPS_INTERIM_THREATS where INTERIM_THREAT_TYPE = AAA, or RADAR_SAM, or IR_SAM, or FW, or RW, or MECH, or OTHER.


Queries will be performed to extract * from IDBUQL where EQUIP_CODE like “A%,” “B%.”


Queries will be performed to extract * from IDBFQL where EQUIP_CODE between TA000 and TFZZZ.





4.1.5.1.3	TAMPS DB Editor Modifications to Support INTEL Requirements


4.1.5.1.3.1	Statement of Functionality


TAMPS Add/Edit features will be modified to include a new editor for the IDBFQL_PRM and IDBFQL_EXT tables.  The Facility Equipment editor will be modified to allow the DBA to update IDBFQL_ELINT_NOTE tables.


IDB Table Modifications.  The IDBFQL_ELINT_NOTE, IDBFQL_PRM and IDBFQL_EXT tables will be inserted, deleted or modified by the TERPES Tactical Fusion Processor (TFP) application or the TAMPS Add/Edit utilities.


TFP Update.  An appropriate TERPES user (i.e., a user with the correct roles and privileges) will be able to execute the TFP application and will identify candidate INTEL objects for IDB data table updates.  To initiate data table update, the user will “hook” the selected object and select Update->TIDB from the “DBtools” pull-down menu on the TFP application menu bar.  Appropriate data will then automatically be written to the IDB tables.


Add/Edit Updates.  The DBA will be the only user with the privilege to update the IDB tables using Add/Edit.  First, the user will identify the candidate data for update and then “hook” that object.  Next, the user will select Update->Threats->OOB->EOB from the DBA menu bar.  If the object is “hooked” and the record exists, data resulting from the database query will be displayed.  (If no existing record is found, or the object is not hooked, “blank” data fields will be displayed.)  The user then enters the updates in the displayed record.  Selecting “OK” or “APPLY” from the editor adds and saves the updates in the data table.


4.1.5.1.3.2	Design Description


4.1.5.1.3.2.1	IDB Editors


Existing Tamps Code Affected


/apps/appgen/dil/	TFAC_AddEdit.c


			TFAC_CreateWindows.c


			TFAC_AddEdit.h





/include/appgen	addedit_atoms.h





New Code Requirements


The following .def files will be added to the /src/apps/appgen/defs directory which will cause appgen to generate an editor for the IDBFQL_EXT and IDBFQL_PRM tables.


TFACEXT.def


TFACPRM.def


4.1.5.1.3.2.1.1	PDL


For the new extension and parameters editors, the .def file is attached.  These two (2) editors will be called from the TFAC facility editor.  To make them available as options on the TFAC editor, selection buttons will be added to the FACEQP sub-editor.  To accomplish this, the following modifications will be made:


TFAC_CreateWindow.c:


	Add a PushButton titled “EXTENSIONS...” 


	Add a PushButton titled “PARAMETERS...”





TFAC_AddEdit.h


	Add a prototype for Widgets EXTENSIONSPAE and PARAMETERSPAE





TFAC_AddEdit.c


	Add a function to format and issue a system call to activate these two (2) editors.  The calling sequence will be:





	TFACEXT_AddEdit be_number, equip_code, equip_id_number, hitlist, domain


	TFACPRM_AddEdit category, be_number, equip_code, equip_id_number, date_last_chg





Also, additional fields will be added to the equipment editor to allow the DBA to update the IDBFQL_ELINT_NOTE table.  The DBA can access these fields by selecting EOB from the Facility Equipment editor.





Basic Add/Edit Editor PDL


DBA selects Update->Threat->OOB->EOB


If an object is hooked, query data retrieved from bucket.


	Query initiated against IDBF


		“<Select distinct CATEGORY, BE_NUMBER, RDESIG, DOMAIN, OSUFFIX, DATE_LAST_CHG, HITLIST, COUNTRY_CODE, FAC_NAME from IDBF where <input parameters>“


else


	Query Window displayed


	DBA enters query options


	Query initiated against IDBF


If more than one match found


	Display Selection widget


	DBA selects record


	Data retrieved for selected record (See attached data list)


If one match


	Data retrieved for selected record (See attached data list)


If no matches


	warning posted “No Records Found”


	Data structure initialized with nulls


Editor displayed with data from structure.


DBA has option to modify items in Facility Editor


Options include:


	Clear - Clears all data from window (Data still retained in memory until Apply selected)


	Reset - Resets display to data in memory


	Delete - Deletes the equipment data from memory and removes from display


	Apply - Updates memory with data in window.


	Cancel - Closes window without saving changes since last Apply


	OK - Saves changes to the database for the Facility and Equipment editor and closes the window.  Updates the following databases:


			IDBF, IDBFQL, IDBI, IDBFQL_ELINT_NOTE


			


DBA can select sub editors to edit data:


	FACEQP


	Others...


If FACEQP selected, Equipment editor displayed


If more than one piece of equipment


	sensitize Next Prev buttons


DBA has option to modify items in Equipment Editor


If changes made,


	DBA selects Apply to accept edits


Other options include:


	Clear - Clears all data from window (Data still retained in memory until Apply selected)


	Reset - Resets display to data in memory


	Delete - Deletes the equipment data from memory and removes from display


	Apply - Updates memory with data in window.


	Next - Updates window with data for “next” piece of equipment


	Prev - Updates window with data from “prev” piece of equipment


	Cancel - Closes window without saving changes since last Apply


DBA can select sub editors to edit data:


	EOB


	EXTENSIONS


	PARAMETERS


	Others...


If EOB selected, an additional window will be displayed with options for the DBA to enter:


			


		ELINT NOTATION


		SEQUENCE NUMBER





After entering data, DBA has the following options:


	Clear - Clears all data from window (Data still retained in memory until Apply selected)


	Reset - Resets display to data in memory


	Delete - Deletes the equipment data from memory and removes from display


	Apply - Updates memory with data in window.


	Cancel - Closes window without saving changes since last Apply








If EXTENSIONS or PARAMETERS selected, The Extension/Parameter editor is called with key data from equipment editor.


	Query initiated against IDBFQL_EXT or IDBFQL_PRM


	If EXTENSION


		“select distinct BE_NUMBER, EQUIP_CODE, EQUIP_ID_NUMBER, SEQUENCE, HITLIST, DOMAIN, ELINT_NOTE, RADAR_FUNC from IDBFQL_EXT where <Input parameters>“


	If PARAMETERS


		“select distinct CATEGORY, BE_NUMBER, EQUIP_CODE, EQUIP_ID_NUMBER, DATE_LAST_CHG from IDBFQL_PRM where <input parameters>“


If more than one match found


	Display Selection widget


	DBA selects record


	Data retrieved for selected record


If one match


	Data retrieved for selected record (See Attached data list)


If no matches


	warning posted “No Records Found”


	Data structure initialized with nulls


Editor displayed with data from structure.


DBA can modify data


Options include:


	Clear - Clears all data from window (Data still retained in memory until Apply selected)


	Reset - Resets display to data in memory


	Delete - Deletes the equipment data from memory and removes from display


	Apply - Updates memory with data in window.


	Cancel - Closes window without saving changes since last Apply


	OK - Saves changes to the database for the EXTENSION/PARAMETER editor and closes the window.





4.1.5.1.3.2.2	INTEL Data Items


The following data items will be available for edit for the appropriate editors:





IDBFQL_EXT:


	ELINT_NOTE


	RADAR_FUNC


	EQUIP_ID_NUMBER


	EQUIP_CODE


	CATEGORY


	BE_NUMBER


	SEQUENCE


	LOCATION_TYPE


	LATITUDE


	LAT_HEMIS


	LONGITUDE


	LONG_HEMIS


	SMAJOR


	SMINOR


	ORIENT


	HITLIST


	RDESIG


	DATE_LAST_CHG





IDBFQL_PRM:


	ELINT_NOTE


	BE_NUMBER


	CATEGORY


	EQUIP_ID_NUMBER


	EQUIP_CODE


	FREQ


	GRI


	SCAN_RATE


	PW





IDBFQL_ELINT_NOTE:


	ELINT_NOTE


	SEQUENCE
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