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�K.1	Introduction

As represented in Figure K.1-1, the F/A-18 MPM provides a means of transferring data between the TAMPS and the F/A-18 aircraft Mission Computer (MC) using the Memory Unit (MU)  cartridge.  Some of the information included in an F/A-18 MU data load is derived from data files generated by other TAMPS MPMs, but the F/A-18 MPM is responsible for interfacing with the MU device to record or extract data.  This Appendix describes the generic TAMPS Core interfaces used to transfer information to the F/A-18 MPM for data loading purposes.  Specific interface definitions which describe valid file types, Operational Flight Program (OFP) applicability and data formats are contained in the F/A-18 MPM Interface Control Document (ICD).

Some models of the F/A-18 utilize alternative data loading devices such as the Mission Data Loader (MDL) and the Advanced Memory Unit (AMU).  Throughout this Appendix, the term Memory Unit or MU is used generically to refer to any type of F/A-18 data loading device used to transfer aircraft and weapon initialization files.  Similarly, references to the F/A-18 MPM are intended to encompass all F/A-18 Bulk Data File Pre-Processors and other F/A-18 software elements which are directly involved in the F/A-18 data preparation and loading process.

K.2	Data Transfer Overview

To provide F/A-18 MU data load information, an MPM must create a set of one (1) or more disk files in a format that can be read and interpreted by the F/A-18 MPM.  It then must populate a set of records in the TAMPS Core database tables which describe these files and makes them available for access by the F/A-18 MPM's MU Loading functions.  The database tables are named BAM_DTD_WPNLOADS and BAM_DTD_WPNFILES.  Detailed information about how the fields in these tables should be populated and how they are utilized by the F/A-18 MPM is provided in the following sections of this Appendix.

The interfaces used to transfer externally-generated data from TAMPS to the F/A-18 MU are depicted in Figure K.1-2.
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Figure K.1-1.  MU Loading Transfer Process
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Figure K.1-2.  TAMPS MU Load Data Interfaces



�K.3	BAM Database Table Interface Requirements

A group of related data files which are all associated with a single F/A-18 MU data load operation are collectively referred to as a data file set.  Each data file set is identified by a single record in the BAM_DTD_WPNLOADS database table and one (1) or more records in the BAM_DTD_WPNFILES database table.  There must be one (1) record in the BAM_DTD_WPNFILES table for each individual file in the data file set.  The records in these tables are linked together via the common FILE_SET_ID and WEAPON_MPM_NAME fields which are also used as a unique, primary key for the BAM_DTD_WPNLOADS table.

MPMs that supply data load information to the F/A-18 MPM are completely responsible for the management of data file sets associated with their supported weapon or avionics system.  This includes providing capabilities to generate data file sets, as well as functionality to either manually or automatically delete data file sets which are no longer required or have exceeded their planned expiration date.  The MPM must also ensure that the database tables are updated properly during all file management operations to maintain consistency with the set of valid data file sets which are available at any given point in time.

In the event that one (1) or more of the files in a data file set contains Global Positioning System (GPS) Crypto Key information, the MPM that creates the file is responsible for generating the appropriate auditing events associated with accessing, copying and writing the key data to a disk file.  The F/A-18 MPM will generate auditing events for all subsequent operations involving a keyed file including events to record the transfer of the file onto the F/A-18 MU device.

The F/A-18 MPM will access the files generated by other MPMs in a read-only mode and will not modify the contents of the original files in any way.  The F/A-18 MPM will also honor the file protection flags specified in the BAM_DTD_WPNLOADS table so that an MPM can use this field value to limit access to certain data file sets.  The generating MPM must set the Unix file permissions (mode) to permit owner and/or group read access to each file as appropriate.

Table K.3-I provides the name, data type and a short description for each of the fields in the BAM_DTD_WPNLOADS table.  Similar information for the BAM_DTD_WPNFILES table is provided in Table K.3-II.

�Table K.3-I.  BAM_DTD_WPNLOADS Table Field Definitions

Field�Type�DESCRIPTION��FILE_SET_ID�varchar (32)�No restrictions are placed on the value of this field by the F/A-18 MPM; however, the value must be unique for a given MPM.  This field is part of the unique key for this table.��WEAPON_MPM_NAME�varchar (32)�This field should contain the name of the MPM that generated the data file set.  The values found in this field are used in the F/A-18 MPM to construct a list of weapon/avionics systems which have data file sets available to support MU loading operations.  This field is part of the unique key for this table.��WEAPON_VARIANT�varchar (32)�Valid values for this field are defined by the MPM that generated the data file set.  This field can be used by the F/A-18 operator to filter the list of available data file sets from the selected MPM.��LAUNCH_MPM_NAME�varchar (32)�This field must be set to "FA18" (case sensitive) for any data file set intended to be used by the F/A-18 MPM.��LAUNCH_VARIANT�varchar (32)�This field is used to identify the F/A-18 OFP version(s) which are compatible with the data file set.  The value consists of one (1) or more tokens separated by single space characters.  Each token can represent an individual OFP version ("91C"), a fixed range of OFP versions ("11C-13C") or an open-ended range of OFP versions ("13C-*").  The F/A-18 MPM will not permit the operator to select a data file set which is not compatible with the OFP version selected for the current mission.��MISSION_NAME�varchar (32)�This field is used to identify the data file set to the F/A-18 operator.  It is the primary value used to select among the available data file sets for a given MPM.��MISSION_PLANNER_NAME�varchar (32)�This field is not currently used by the F/A-18 MPM.��CREATION_DATE�char (6)�This field should contain the data file set creation date in "YYMMDD" format where YY>=70 implies 1900+YY and YY<70 implies 2000+YY.  This field can be used by the F/A-18 operator to filter the list of available data file sets to only those created after a specified date.��EXPIRATION_DATE�char (6)�This field should contain the data file set expiration date in "YYMMDD" format where YY>=70 implies 1900+YY and YY<70 implies 2000+YY.  The F/A-18 MPM will not permit the operator to select this data file set if the current system date is greater than the value contained in this field.���Table K.3-I.  BAM_DTD_WPNLOADS Table Field Definitions (Cont.)

Field�Type�DESCRIPTION��LOAD_CREATOR_NAME�varchar (32)�This field should contain the name of the TAMPS planner that generated the data file set.  This field can be used by the F/A-18 operator to filter the list of available data file sets to only those created by a specified planner.��PROTECTION�int�This field contains the access protection level for the data file set.  This value is computed by logically ORing the appropriate symbolic parameters from bam_wpnload.h: 

   BAM_OWNER_READ,

   BAM_OWNER_WRITE,

   BAM_OTHER_READ, and

   BAM_OTHER_WRITE.

The F/A-18 MPM will permit an operator to access a data file set only if the "other read" protection level is set OR both the "owner read" protection level is set and the operator's user name matches the value found in the LOAD_CREATOR_NAME field.��

Table K.3-II. BAM_DTD_WPNFILES Table Field Definitions

Field�Type�DESCRIPTION��FILE_SET_ID�varchar (32)�This field must match the FILE_SET_ID field value from the BAM_DTD_WPNLOADS record associated with this data file set.��WEAPON_MPM_NAME�varchar (32)�This field must match the WEAPON_MPM_NAME field value from the BAM_DTD_WPNLOADS record associated with this data file set.��FILE_TYPE�int�This field identifies the specific type of file being provided to the F/A-18 MPM.  Refer to the F/A-18 MPM ICD for additional information about the content and format of specific file types and valid combinations of file types within a data file set.��FILE_CLASSIFICATION�int�This field indicates the highest level of classified information contained within this data file.  It must be a value between zero (0) and three (3), inclusive.  The values are defined by the following symbolic constants in bam_wpnload.h:

   BAM_UNCLASSIFIED (0)

   BAM_CONFIDENTIAL (1)

   BAM_SECRET (2)

   BAM_TOPSECRET (3)��FILE_NAME�varchar (255)�This field contains the full Unix file name for the data file.  It should include the full path specification, name and extension, if used.  Symbolic links are supported, but environment variables within the path are not.  This field should not contain leading or embedded blanks or special characters (e.g., "*" or "?") which could interfere with normal Unix file name interpretation.���K.4	BAM Database Convenience Routines

Convenience routines exist in the Core libraries that provide functional interface mechanisms to access and manipulate the contents of the BAM_DTD_WPNLOADS and BAM_DTD_WPNFILES database tables.  The routine names and brief descriptions are provided in Table K.4-I.  For a complete definition of each function, including parameter descriptions and calling sequences, refer to Appendix C.  Appendix G contains the associated Ada bindings for each of these functions.

Table K.4-I.  BAM Database Convenience Routines

Convenience Routine�Description��bam_deleteWpnLoad�This function deletes the specified weapon data load information from the database table.  Note that this function will delete the database records associated with the specified weapon data load, but it is the caller's responsibility to delete the associated weapon load data files (binary Unix files on disk) when they are no longer needed.��bam_getWpnLoads�This function executes a query on the weapon load database table and returns a linked list of records which meet the query criteria.  This function will automatically filter out data loads for which the current operator does not have read access permission.  The function returns a NULL pointer if a database error occurs during the query, or if no records are found that satisfy the query criteria.  It is the responsibility of the caller to free the memory allocated when the structures are no longer needed.��bam_insertWpnLoad�This function inserts the specified weapon data load information into the database for future access by another MPM and inclusion as part of a data transfer device load operation.��bam_retrieveWpnLoad�This function retrieves the specified weapon data load information from the database and returns a pointer to a structure containing the information for the specified load.  It is the responsibility of the caller to free memory allocated when the structure is no longer needed.��

K.5	F/A-18 MPM Responsibilities

The F/A-18 MPM is responsible for providing the functional capabilities to generate a data load and subsequently record it to the MU.  Data load generation consists of various menus that allow the mission planner to specify and/or select the data sets to be recorded to the MU including data which is originally generated by other TAMPS MPMs.  When externally generated data is required, the F/A-18 MPM interrogates the BAM_DTD_WPNLOADS table and presents the planner with a list of data file sets that have been previously generated by the operator-selected MPM.  The F/A-18 MPM only permits selection of data file sets compatible with the F/A-18 OFP version specified by the planner for the current F/A-18 mission.  In addition, the F/A-18 MPM will observe the protection flags for the data file set which are specified in the BAM_DTD_WPNLOADS database table.

Once the planner has selected the desired data file set, the F/A-18 MPM will access the BAM_DTD_WPNFILES table to obtain information about each of the individual data files associated with the data file set.  The F/A-18 MPM will verify that the file type parameters correspond to valid file numbers in the F/A-18 MPM ICD and, as a group, constitute a valid and complete set of files to complete the data loading operation.  If any of these verification checks fail, the error will be reported to the operator and the selected data file set will not be included in further MU Loading operations.  Otherwise, the F/A-18 MPM will read the data from the files, perform any required processing and record the data to the MU according to the Mission Initialization Files ICD.  Note that the F/A-18 MPM will access the original data files in a read-only mode and will not modify any of the original data in the BAM_DTD_WPNLOADS or BAM_DTD_WPNFILES database tables for the selected data file set.

The F/A-18 aircraft includes provisions for loading MC and Stores Management Set (SMS) software overlay files from the MU for certain applications during the development and test phases for these programs.  The F/A-18 MPM stores these overlay files in an F/A-18 private database along with the necessary configuration management information to identify the MU loads which require the use of overlays.  Other MPMs should not attempt to provide overlay files as part of their data file set.

K.6	Example Planning and Data Loading Scenario

This section identifies the steps involved to generate and load a set of data from a fictitious MPM called XYZ onto an F/A-18 MU device.  This is just one (1) possible example of the processing steps and information flow between the F/A-18 MPM and a single external MPM.  Other scenarios are possible and some of the steps can be executed in a different order to achieve the same overall result.

	1.	From the XYZ MPM, the operator performs all of the mission planning operations required to support the XYZ system.  This may involve route planning and/or setting up initialization values for specific data parameters.

	2.	The operator selects to generate the F/A-18 MU data files associated with his plans via some type of selection within the XYZ MPM.  The XYZ MPM creates the appropriate disk files and inserts new records into the BAM_DTD_WPNLOADS and BAM_DTD_WPNFILES database tables which describe this new data file set.

	3.	The operator plans the aircraft mission from within the F/A-18 MPM.

	4.	The operator generates all aircraft initialization files (waypoints, sequential steering, radar presets, etc.) within the F/A-18 MPM.

	5.	The operator selects the Weapon Initialization Files option within the F/A-18 data load generation menus.  The F/A-18 MPM queries the BAM_DTD_WPNLOADS table to identify the MPMs which currently have data loads available and presents these to the operator - possibly along with other options which do not require externally generated data files.  Once the operator selects the XYZ MPM, a list of the available data file sets from XYZ becomes available.  The operator can only access those data file sets which have the appropriate PROTECTION field values and are valid for the current mission's OFP version.  After selection of the desired data file set, the F/A-18 MPM will access the BAM_DTD_WPNFILES table and use this information to access the individual disk files associated with the data file set.  In most cases, the F/A-18 MPM will simply make a copy of these files to be stored along with the F/A-18 mission.  If a Bulk Data File Pre-Processor is used in conjunction with the XYZ MPM or other file processing steps are required, the F/A-18 MPM will perform these operations automatically at the appropriate time.  The original files and BAM database records created by the XYZ MPM will not be altered.

		{The following steps could be completed immediately following the file generation procedures described above.  Alternatively, the operator could at this point save the current mission and open it later - either during the same planning session or a subsequent session.  In either case, the remaining steps are the same.}

	6.	The operator inserts the F/A-18 MU into the TAMPS receptacle.

	7.	The operator selects the MU Load function from within the F/A-18 MPM.  The F/A-18 MPM loads all of the specified aircraft initialization files, weapon files, overlay files (if applicable) and supporting information onto the MU in the appropriate formats.  Any temporary files created during this process will be automatically deleted upon successful completion.

	8.	The operator removes the MU from the TAMPS receptacle and inserts into the F/A-18 aircraft receptacle.

	9.	During the aircraft start-up sequence, the F/A-18 MC senses the presence of initialization files on the MU and uploads the aircraft and weapon initialization files to the appropriate destinations over the aircraft MUX bus.
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