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1 SCOPE

1.1 Identification

This Software Test Plan (STP) applies to testing of the Strike Planning Folder (SPF) software. This STP covers SPF Phase I for CVN-68 only.

The Marconi Integrated Systems team responsible for executing this plan is hereinafter called the SPF project. The combined government team of the Naval Air Warfare Center, Weapons Division (NAWC-WD) and PMA-281 who are managing the SPF program are collectively referred to as the SPF Integrated Product Team (IPT) or the customer.

1.2 System Overview 

The Navy PMA-281 has been directed to create an integrated strike planning center for Carrier Air Wing (CVW) and Tomahawk strike warfare operations.  Current stand-alone aircraft and weapon mission planning systems, imagery processing systems, and targeting workstations will be linked into a network of inter-operating systems that share intelligence products and strike planning data.  The integrated system, SPF, comprises one or more compliant segments of the Defense Information Infrastructure Common Operating Environment (DII COE).

The SPF system functions as a web-based tool, which aids the strike planner in organizing, formulating, and briefing strike plans.  The data used in creating a strike plan is contained in seven data “shells”.  These shells consist of Tasking, Asset Availability, Intelligence, Meteorological and Oceanographic (METOC), Targeting and Weaponeering, Route Planning, and Post Strike Analysis.

1.3 Document Overview

This SPF STP defines and documents the software testing and integration processes and procedures for testing and integrating components of the SPF system in support of Phase 1 requirements for CVN-68.  This STP is intended as a reference manual/handbook for both the program/test & integration management team and for the developers and support personnel.  The document is organized as shown below.

Section 1 Introduction
Section 2 Document Reference List
Section 3 Description of the Test Environment
Section 4 Test Identification
Section 5 Test Schedules
Section 6 Traceability Matrices
Section 7 Notes – Acronyms
1.4 Relationship to Other Plans

In the event of a conflict or discrepancy between plans, the specific plans take precedence.

2 REFERENCE DOCUMENTS

The paragraphs in this section list industry, Marconi Integrated Systems, and government documents referenced by this plan.

2.1 Contract Specifications 

Document
Document No./Date
URL

Statement of Work for the Strike Planning Folder program
latest edition


Concept of Operations For the CVN 68 Naval Strike Warfare Planning Center Installed Configuration
PEO (CU) 2239/1
27 January 1998


Software Engineering Institute (SEI) Capability Maturity Model (CMM)
SW-CMM v1.1,
4 July 1993
http://www.sei.cmu.edu/cmm/cmm.html

Software Requirements Specifications (SRS) for the Defense Information Infrastructure (DII) Common Operating Environment (COE) Common Support Applications, DISA.
Latest edition
http://spider.dii.osfl.disa.mil/dii

DII COE Integration and Run-time Specification (I&RTS)
DISA, Version 3.0,
1 July 1997
http://spider.dii.osfl.disa.mil/dii

DII COE User Interface Specifications
DISA, Version 3.0,
8 March 1998
http://spider.dii.osfl.disa.mil/dii

2.2 Security Specifications

None

2.3 Military Standards

None

2.4 Other Publications

Document
Document No./Date

Software Requirements Specification (SRS) for the SPF
30 June 1999

SPF Data Fields Document (DFD)
SAIC Version 21

Functional Requirements Document (FRD)
22 April 1999

System Architecture Requirements Specification (SARS)
Version 4.0

SPF Interface Design Document (IDD)
Draft

SPF Software Description Document (SDD)
Draft

SPF Software Development Plan (SDP)
Draft

3 SOFTWARE TEST ENVIRONMENT

This section outlines the environment in which the Strike Planning Folder software is to be tested.  This includes brief descriptions of the site(s) where the tests are to be executed, necessary items to conduct testing (software, hardware, etc.), personnel, required orientation/training, and test procedures needed to perform system/software testing.

3.1 Testing Sites

The SPF program offices and computer facilities are located at the Marconi Integrated Systems 6X Complex in Rancho Bernardo, California.  This is a large, multi-building complex with compartment areas to house programs with special security requirements.  Marconi Integrated Systems employs its own facility security to provide 24 hour plant protection, and uses a closed circuit television system to continuously monitor the 6X Complex facilities and grounds.  Card readers control access to the complex.

All software and hardware development is executed in these facilities which have been selected based on the planned number of program personnel, the software environment, and hardware storage and assembly requirements.

Delivery of new or modified SPF capabilities requires qualification testing at the Marconi Integrated Systems Ranch Bernardo site and system integration testing at MIS and possibly at NAWC-WD contracting agency customer site, if needed for testing SPF with external systems, before release.

3.1.1 Software Items

The software items outlined below in Table 3.1.1-1 SPF Related Software, are necessary for testing to commence for Strike Planning Folder.  These software items can include, but are not limited to operating systems, compilers, databases, input files, test drivers, and test data generators.  These software items are in addition to the Strike Planning Folder software components.

Table 3.1.1-1 SPF Related Software

Item
Quantity
Media

Solaris 2.5.1 Operating System
5
CD-ROM

Netscape Suite Spot Web Server
1
CD-ROM

Page Mill 3.0 - HTML Conversion & Development
3
CD-ROM

MS Office 97, Documentation and Authoring Unix and PC
4
CD-ROM

Real PC Emulation Software
4
CD-ROM

Java Web Server
1
CD-ROM

Sybase Adaptive Enterprise Server Software
1
CD-ROM

Jconnect Enterprise - JDBC Driver for Sybase
3
CD-ROM

Toplink 11+  Obj Relational Mapping Tool, ver 2
3
CD-ROM

Soft Windows PC Emulation Software
4
CD-ROM

Hummingbird Network File Server
8
TBD

The site supplies each of these items.  There are no known security or privacy issues associated with any of the listed software items.  There are no known classified processing issues with any of the listed software items.

3.1.2 Hardware and Firmware Items

The hardware items outlined below in Table 3.1.2-2 SPF Hardware, are required for testing of the Strike Planning Folder software.  These hardware items can include, but are not limited to computer hardware, interfacing equipment, and peripherals such as tape drives, printers and plotters.

Table 3.1.2-2 SPF Hardware

Item
Qty
Supplier

Ultra 2300 Enterprise w/dual Ultra Sparc 2 512 Meg 9 GB HD CD
1
Marconi Integrated Systems (MIS)

     3.5 Floppy Drive



    Mammoth Tape Drive



     54 GB External Drive Pack



    Ultra SCSI 6 Pack



Sparc Ultra 10 - Sun Ultra 2i workstation 
4
MIS

     21" Video Monitor



     Ethernet Adapter - PCI 10/100 TX



     Graphics Card - PGX Graphics



     18.2 GB Hard Drive



     32X CD-ROM Drive



     3.5" Floppy Drive



Optiflex  Series  - GX1
9
MIS

     Intel Pentium III - 450 Mhz CPU



     128 Meg SDRAM - Memory



     6.4 GB Hard Drive



     21" Trinitron Monitor



     Video Card - 8 MB integrated Video Ram 



     3.5 1.44 Floppy Disk



     32X Variable Speed CD-ROM 



     10 GB Hard Drive - IRM # H5.1



HP 4000SE Network Laser Printer
2
MIS

C55 MP Color Laser Network Printer
1
MIS

Standard Configuration TAMPS/TSCM 1300 W/S   with Standard Software Licenses 
2
GFE

This is a classified system once the MIS hardware is connected to the GFE hardware and/or real data is used.  The GFE system is a classified system.

3.1.3 Other Materials

The miscellaneous items outlined below in Table 3.1.3-3 SPF Other Test Materials, are necessary for testing to commence for Strike Planning Folder.  These items can include, but are not limited to manuals, software listings, media containing the software to be tested, or data used in the tests, sample listings or outputs, and other forms or instructions.

Table 3.1.3-3 SPF Other Test Materials

Item
Purpose
Supplier

TBD 



The “supplier” column identifies those items that are to be delivered to the site and those that are to be supplied by the site.  Need to provide type, layout, and quantity, as applicable for each of the listed items.  There are no known security or privacy issues associated with any of the listed items.  There are no known classified processing issues with any of the listed items.

3.1.4 Proprietary Nature, Acquirer’s Rights, and Licensing

Items of a proprietary nature, government rights, and licensing governing the development environment, if they exist, also apply to the test environment, as well as arrangements for control and maintenance.  Establishment of the test environment includes provisions for classified processing.

3.1.5 Orientation Plan

An orientation briefing, Test Readiness Review (TRR), prior to qualification testing presents the format of the testing activity.  This presentation reviews ground rules for conducting the test and informs government and contractor personnel of their test participation roles.  In addition, TRR demonstrates to the customer that the system is ready for qualification testing, having satisfied the steps prior to formal test.

3.1.6 Tests to Be Performed

See Section 4, TEST IDENTIFICATION, for an outline and description of the tests to be performed.

This software test plan is primarily designed to document the testing effort leading to the delivery of SPF for CVN 68.  Efforts for other versions and follow-on test activities will be described in later deliveries of this document as defined by the customer.

4 TEST IDENTIFICATION

4.1 General Information

Tests conducted for Strike Planning Folder not only validate the individual software requirements, but also demonstrate the utility of the system based on use cases.  Each requirement is categorized as to what test method is most appropriate for verifying that requirement has been satisfied.  These four test methods are Analysis, Demonstration, Inspection, and Test.

· Analysis is defined as verifying satisfaction of a requirement based on review of supporting data.  For example, code analysis to determine proper incorporation of an algorithm.

· Demonstration is defined as verifying satisfaction of a requirement based on witnessing execution of the software and comparing the expected results to the actual results. For example, when the logon name and password are correctly entered, the system presents the main menu.

· Inspection is defined as verifying satisfaction of a requirement based on visual identification.  For example, verification that the system has 128 MB of RAM is completed when the witness sees the system startup that states how much RAM the machine contains, or similar visual verification.

· Test is defined as verifying satisfaction of a requirement based on taking measurements during system execution.  For example, timing how long it takes to process a query and retrieve data from a database.

4.1.1 Test Levels

Testing is performed at various levels as appropriate to verify proper satisfaction of requirements and to insure a useful system.  Testing is performed at the unit level, the component level, and the system level.

Individual elements of the system, known as units, are tested to ensure the following:

· Proper object initialization

· Proper state of the object following each operation

· Out parameters, returned values, exceptions, and error conditions

· Proper object destruction and memory management

· Boundary values including extremes (error handling)

Units are tested individually and then in combination with other units, forming system components, once they have been successfully unit tested.  Code units are also inspected to identify errors and deviations from user requirements, design guidelines, and organization standards.  Inspections have clearly defined objectives, specific products to be inspected, and guidelines or standards on how to conduct the inspection.  These are defined for each unit prior to implementation.  Inspections are conducted by review groups, consisting of team leads, peers, and domain experts.  Results from the review are documented and provided to the developer for reconciliation.

Formal qualification testing (FQT) is conducted at the component level and consists of testing the SPF system without connection to any external system or interfaces.  Component testing relies on published test procedures based on software requirements as the “roadmap” for ensuring that the integrated components function together.  This level of testing represents testing of integrated SPF components.  Test suites are developed to test a specific component in relation to its interface to other components, or to test a facility of components, or to test a cluster of components that formulate a use case.  The following are methods used to conduct functional testing.  Note that each test uses only those methods that are applicable and practical.

· Testing of the character and data representation.

· Testing of application behavior.

· Testing memory usage and garbage collection

· Testing the messages sent from objects of one component to objects of another.

· Testing of concurrent behavior (i.e. multiple clients accessing the same servers or data).

· Testing of exceptions between two components.

The challenge with component testing is determining which combination of paths to test.  For example, if we had three (3) components with three (3) states each, we could potentially have 27 paths to exercise.  Not all paths however are practical or testable.  The strategy is to select a covering set of paths based on functionally sensible message flows.

A group of one or more requirements constitutes a test case.  A group of one or more related test cases constitute a test procedure.  Each software requirement is mapped to at least one test case.  The resulting requirement matrix provides traceability to ensure that each requirement is tested.  The Requirements Traceability Matrix is included in Section 6.

Following FQT, Formal Integration Testing (FIT) is performed.  FIT consists of testing the SPF system in concert with external systems and interfaces, such as TAMPS, TSCM, and PTW.  FIT is considered to be system level testing since all of the components and interfaces for a complete SPF are in place.  System level testing is primarily based on testing of use case scenarios.  Each use case produces many scenarios and each scenario produces many test cases.  The defined system is tested as a whole, in an environment that duplicates the real world end-user environment as much as possible.  It is important not to deviate from the end-user environment to minimize the risk of not being operationally representative.  The following system test areas are addressed:

· Functionality – Tests the basic features and functions of the requirements.  Many tests are inherited from component test cases as well as use cases.  Error testing and error recovery is also included.  All system error messages are tested.

· Stress – Tests to attempt to break the system by stressing all its resources.  For example, attempting to load large amounts of data, or load as many windows or services as possible.

· Performance – Tests to measure system requirements for timing and accuracy.

· Load – Tests to prove requirements under heavy or simultaneous usage.

· Configuration – Tests to ensure system can be configured easily from an uninstalled state, and to verify alternate system or software configurations, such as laptop vs. workstation.

· Security – Tests that attempt to compromise the security of the system.

· Usability – Tests that determine how useable and flexible the system is, and verify the built-in help functions and documentation.  In addition, ways in which the end users will combine the discrete features and functions of the system to synthesize new and different usage patterns.

4.1.2 Test Progression

The planned sequence or progression of tests is TBD.  This will be able to be determined upon completion of detailed design.

4.1.3 Data Recording, Reduction, and Analysis

Following each FQT/FIT testing phase, a Software Test Report (STR) is written which records the results of the tests, including any corrective actions taken or scheduled.  The STR also includes a description of any regression testing that is performed and its results.

4.2 Planned Tests

System and software testing is planned for the Strike Planning Folder Computer Software Configuration Item (CSCI).  Qualification testing for the SPF CSCI is broken into Computer Software Components (CSC).  Testing is also performed at the Computer Software Unit (CSU) level.  Definition of the CSCs is performed during detailed design.  Until the components are defined and test cases can be created based on the components, test categories have been created to cover each of the software requirements.  The Statements of Requirements (SORs) fall into one of four Statements of Intent (SOI). The following are the four SOIs that comprise the SPF:

· Web and System Management – includes requirements for accessing, organizing, and viewing SPF information to facilitate the strike planning process and requirements for the GUI and web pages for the system.  These requirements start with a 4, 5 or 9.

· SPF Repository – includes requirements for storing strike planning information.  These requirements start with a 4 or 6.

· External Interfaces – includes requirements for transferring data to and from various external data sources.  These requirements start with a 2, 4 or 7.

· E-mail and Web Server – includes requirements for strike team communication and web server capabilities.  These requirements start with a 4 or 8.

The SORs have been further clarified and expanded in the Software Requirements Specification and are simply called requirements.  The requirements have been grouped into test categories according to where each requirement is best tested.  A test category may contain requirements from any SOI.  The test categories are described in the following sections.

4.2.1 Access Instance Test Category

The Access Instance test category is comprised of those requirements that describe how the system handles granting access to SPF Instances and SPF data.   All of the requirements in the Access Instance category are verified through Demonstration (see Section 4.1 for a description of the test methods).  Section 6.1.1 contains the Traceability Matrix detailing each of the requirements that are scheduled to be tested within the Access Instance category.

4.2.2 Create Instance Test Category

The Create Instance test category is comprised of those requirements that describe how a new SPF Instance is created.  All of the requirements in the Create Instance category are verified through Demonstration (see Section 4.1 for a description of the test methods).  Section 6.1.2 contains the Traceability Matrix detailing each of the requirements that are scheduled to be tested within the Create Instance category.

4.2.3 Populate Instance Test Category

The Populate Instance test category is comprised of those requirements that describe how an Instance gets filled with data and edits (including updates) to an instance are made.  All of the requirements in the Populate Instance category are verified through Demonstration (see Section 4.1 for a description of the test methods).  Section 6.1.3 contains the Traceability Matrix detailing each of the requirements that are scheduled to be tested within the Populate Instance category.

4.2.4 View Instance Test Category

The View Instance test category is comprised of those requirements that describe data display formats and other controls on the viewing of SPF Instances.  The majority of the requirements in the View Instance category are verified through Demonstration.  A couple of requirements are verified through Analysis (see Section 4.1 for a description of the test methods).  Section 6.1.4 contains the Traceability Matrix detailing each of the requirements that are scheduled to be tested within the View Instance category.

4.2.5 Save Instance Test Category

The Save Instance test category is comprised of those requirements that describe how the system stores SPF Instances and data.  Many of these requirements are similar to requirements in the Manage Data test category, described in the next section.  However, since there are several requirements that deal with data archival and retrieval, a separate test category was deemed necessary.  The majority of the requirements in the Save Instance category are verified through Demonstration.  A couple of requirements are verified through Analysis (see Section 4.1 for a description of the test methods).  Section 6.1.5 contains the Traceability Matrix detailing each of the requirements that are scheduled to be tested within the Save Instance category.

4.2.6 Manage Data Test Category

The Manage Data test category is comprised of those requirements that describe how data is managed within the SPF software.  Many of these requirements are verified through Analysis with another set of requirements that are verifiable through Demonstration.  Verification of requirements through Inspection is also used (see Section 4.1 for a description of the test methods).  Section 6.1.6 contains the Traceability Matrix detailing each of the requirements that are scheduled to be tested within the Manage Data category.

4.2.7 System Setup Test Category

The System Setup test category is comprised of those requirements that describe system configuration, software guidelines, system administration, and other mainly non-demonstrable aspects of the system.  The majority of these requirements are verified through Inspection, some through Analysis, and the odd requirement is verified through Demonstration (see Section 4.1 for a description of the test methods).  Section 6.1.7 contains the Traceability Matrix detailing each of the requirements that are scheduled to be tested within the System Setup category.

4.2.8 User Administration Test Category

The User Administration test category is comprised of those requirements that describe System Administrator functions for controlling user access and permissions.  All of the requirements in the User Administration category are verified through Demonstration (see Section 4.1 for a description of the test methods).  Section 6.1.8 contains the Traceability Matrix detailing each of the requirements that are scheduled to be tested within the User Administration category.

4.2.9 Utilities Test Category

The Utilities test category is comprised of those requirements that describe extraneous functions of the Strike Planning Folder software.  These functions include e-mail and print capabilities.  The requirements in the Utilities category are verified through Demonstration and Inspection (see Section 4.1 for a description of the test methods).  Section 0 contains the Traceability Matrix detailing each of the requirements that are scheduled to be tested within the Utilities category.

4.2.10 Web Pages Test Category

The Web Pages Test Category is comprised of the set of requirements for the SPF Web Pages.  There are several sub-categories of these web pages, each of which will be described in the following sections.  These requirements are all verifiable through Demonstration (see Section 4.1 for a description of the test methods).  These requirements can be found in Section 3.9 of the SPF SRS.

4.2.10.1 SPF Management Web Pages

The SPF Management Web Pages are the top-level pages used to login, perform normal network administrative tasks, create new SPF Instances, and open existing SPF Instances.  The test cases for the Management Web Pages are the following:

· Login Web Page

· SPF Home Web Page

· SPF Admin Pages

· SPF Create Web Pages

· Open SPF Instance Web Pages

· SPF Instance Home Web Page

· Edit SPF Instance Web Page

4.2.10.2 SPF Utility Web Pages

The SPF Utility Web Pages are used to supplement the seven SPF Shells data. The utility web pages include Global, Map, Briefings, and Integrated Flight Log.  The test cases for the Utility Web Pages are the following:

· SPF Global Web Page

· SPF Map Web Page

· SPF Briefings Web Page

· Integrated Flight Log (IFL) Web Page

4.2.10.3 SPF Instance Web Pages

The SPF Instance Web Pages include the seven SPF Shells and their applicable data fields as described in the SPF DFD.  The test cases for the Instance Web Pages are the following:

· Tasking Shell Web Page

· Asset Availability Shell Web Page

· Intelligence Web Page

· METOC Shell Web Page

· Targeting and Weaponeering Shell Web Page

· Route Planning Shell Web Page

· Post Strike Analysis Shell Web Page
5 TEST SCHEDULES

Test Schedules TBD.

6 REQUIREMENTS TRACEABILITY

6.1 Traceability Matrices

The following matrices show for each test category listed in Section 4, with the exception of the Web Pages test category, the requirements and test method for each requirement.  They are grouped by Test Category, then Test Method, then by Requirement ID.

6.1.1 Access Instance Matrix

See Section 4.2.1 for a description.

Req’t ID
Requirement Text
Test Category
Method

5.03
The SPF Instance shall be accessible to other strike planning elements and systems via the NSWPC network. (SARS: S68-1501/SORS: 1.3)
Access Instance
D

5.03.A
The SPF shall provide a SPF Login web page for external user access to a SPF Instance. 
Access Instance
D

5.04
SPF Instance data shall be accessible by the NSWPC component systems. (SARS S68-2451/SORS: 1.4)
Access Instance
D

5.04.A
SPF Instance data, other than interoperable data, shall be accessible by NSWPC component systems in accordance with the Strike Planning Folder (SPF) Data Fields Document (DFD).
Access Instance
D

5.04.B
SPF Instance interoperable data shall be accessible by NSWPC component systems in accordance with the interfaces described in the SPF Interface Design Document (IDD).
Access Instance
D

5.06
The SPF shall manage the simultaneous access of two or more users to a SPF Instance. (SARS: S68-246/SORS: 1.6)
Access Instance
D

5.32
The SPF Instance shall be accessible from NSWPC workstation(s). (SARS: S68-1518/SORS: 1.32)
Access Instance
D

5.32.A
The SPF Instance shall be accessible from NSWPC workstation(s) based on the access permissions level of the user.
Access Instance
D

5.35
Multiple SPF Instances shall be accessible from any SPF compatible workstation. (SARS: S68-131/SORS: 1.35)
Access Instance
D

5.36
The SPF Instance shall provide access to mission information for each selected mission. (SARS S68-132/SORS: 1.36)
Access Instance
D

5.36.A
The SPF Instance shall provide access to mission data for each selected mission as delineated in the SPF DFD. 
Access Instance
D

5.37
The SPF shall allow component system users to access the missions and edit their respective portions (e.g., Strike brief materials, aircrew checklists, routes, etc.) from their planning workstations.  (SARS: S68-132/SORS: 1.37)
Access Instance
D

5.37.B
The SPF shall allow component system users to access the missions and edit their respective portions (e.g., Strike brief materials, aircrew checklists, routes, etc.) from their planning workstations to the extent that their planning workstations are compatible/interface with the NSWPC network.
Access Instance
D

5.39
The SPF shall allow the component planning systems to retrieve interoperable mission-planning data from a SPF Instance. (SARS: S68-136/SORS: 1.39)
Access Instance
D

5.39.A
The SPF shall allow the component planning systems to retrieve interoperable mission-planning data from a SPF Instance based on the component system interfaces described in the SPF IDD.
Access Instance
D

5.41
The SPF shall allow the component system users to import the contents of the appropriate SPF Instance shell to their planning workstation(s). (SARS: S68-138/SORS: 1.41)
Access Instance
D

5.41.A
The SPF shall allow the component system users to import the contents of the appropriate SPF Instance shell to their planning workstation(s), based on the component system interfaces described in the SPF IDD.
Access Instance
D

5.46
The SPF Instance shall make available tasking information that is defined in the SPF Data Fields. (SARS: S68-147/SORS: 1.46)
Access Instance
D

5.46.A
The SPF Instance shall make tasking information viewable that is defined in the SPF DFD to any NSWPC component workstation or other workstation connected to the SECRET-level IT-21 network.
Access Instance
D

5.47
The SPF shall allow users at component systems to access, at a minimum, special instructions (SPINS), ROE, and Operational Procedures, and other items as defined in the SPF Data Fields document, directly from the Tasking Shell of a SPF Instance. (SARS: S68-151/SORS: 1.47)
Access Instance
D

5.47.A
The SPF shall allow users at component systems to access special instructions (SPINS), ROE, and Operational Procedures in message text files format, directly from the Tasking Shell of a SPF Instance.
Access Instance
D

5.47.B
The SPF shall allow users at component systems to access special instructions (SPINS), ROE, and Operational Procedures, displayed as information type data defined in the SPF DFD.
Access Instance
D

5.48
The SPF shall allow component system users to retrieve planned organic and non-organic CSAR asset availability information during the strike execution cycle from a SPF Instance. (SARS: S68-152/SORS: 1.48)
Access Instance
D

5.48.A
The SPF shall allow component system users to retrieve planned organic and non-organic CSAR asset availability information as defined in the SPF DFD.
Access Instance
D

5.48.B
The SPF shall allow component system users to retrieve planned organic and non-organic CSAR asset availability information during the strike execution cycle from the Route Planning Shell of a SPF Instance.
Access Instance
D

5.48.C
The SPF shall allow component system users to retrieve planned organic and non-organic CSAR asset availability information, displayed as information type data defined in the SPF DFD.
Access Instance
D

5.48.D
The SPF shall allow component system users to retrieve planned organic and non-organic CSAR asset availability information, displayed as presentation formats defined in the SPF DFD.
Access Instance
D

5.49
The SPF shall allow component system users to retrieve an updateable CSAR operational order or SPIN-derived CSAR “page” that would include the latest CSAR information defined in SPF Data Fields. (SARS: S68-152/SORS: 1.49)
Access Instance
D

5.49.A
The SPF shall allow component system users to retrieve an updateable CSAR operational order or SPIN-derived CSAR “page” from the Tasking Shell of a SPF Instance.
Access Instance
D

5.49.B
The SPF shall allow component system users to retrieve an updateable CSAR operational order or SPIN-derived CSAR “page” displayed as information type data defined in the SPF DFD.
Access Instance
D

5.49.C
The SPF shall allow component system users to retrieve an updateable CSAR operational order or SPIN-derived CSAR “page” displayed as presentation formats defined in the SPF DFD.
Access Instance
D

5.50
The SPF shall perform an automated pull of strike planning information from sources designated by the Strike Lead, or authorized personnel, at the instantiation of a SPF Instance (SARS: S68-153/SORS: 1.50)
Access Instance
D

5.52
The SPF shall allow the component systems to retrieve strike asset availability, as defined in SPF Data Fields, in the Asset Availability Shell of a SPF Instance. (SARS: S68-156/SORS: 1.52)
Access Instance
D

5.54
The METOC Shell shall make available the NITES/TEDS data obtained from GCCS-M, as referenced in the SPF Data Fields document. (SARS: S68-161/SORS: 1.54)
Access Instance
D

5.55
The METOC shell shall provide access to environmental information, in accordance with the SPF Data Fields for the specific aircraft involved in the strike. (SARS: S68-161/SORS: 1.55)
Access Instance
D

5.55.A
SPF METOC shell environmental data for specific aircraft shall be provided as information types defined in the SPF DFD.
Access Instance
D

5.55.B
SPF METOC shell environmental data for specific aircraft shall be provided as presentation formats defined in the SPF DFD.
Access Instance
D

5.56
The SPF shall allow component systems to receive intelligence and threat information from the Intel Shell of a SPF Instance throughout the planning process. (SARS: S68-169/SORS: 1.56)
Access Instance
D

5.56.A
Intelligence and threat information from the Intel Shell shall be provided as presentation formats defined in the SPF DFD.
Access Instance
D

5.56.B
Intelligence and threat information from the Intel Shell shall be provided as information types defined in the SPF DFD.
Access Instance
D

5.60
The SPF shall allow users at route planning workstations to retrieve the four dimensional route planning data displayed in the Route Planning Shell. (SARS: S68-190/SORS: 1.60)
Access Instance
D

5.60.A
The SPF shall allow users at NWSPC Network compatible route planning workstations to retrieve the four-dimensional route planning data (lat., long, Altitude, and time) displayed in the Route Planning Shell.
Access Instance
D

5.61
The SPF Instance shall allow component system users to access Route Planning Shell data for display on the component systems. (SARS: S68-2308/SORS: 1.61)
Access Instance
D

5.62
The SPF Instance shall allow users at a component workstation to retrieve current organic and non-organic tanking station information, as defined in SPF Data Fields, from the Route Planning Shell. (SARS: S68-1574/SORS: 1.62)
Access Instance
D

5.67
The SPF Instance shall enable component systems to retrieve data from its shells for display on the LSD. (SARS: S68-206/SORS: 1.67)
Access Instance
D

5.67.A
The SPF Instance shall enable component systems to retrieve data from its shells as defined in the SPF DFD.
Access Instance
D

6.04
The SPF shall allow the component system users to access strike-planning information contained in SPF databases within NSWPC. (SARS: S68-1501/SORS: 2.4)
Access Instance
D

6.04.A
The SPF shall allow the component system users to access strike-planning information contained in SPF databases within NSWPC, as defined in the SPF DFD.
Access Instance
D

6.04.B
The SPF shall allow the component system users to access strike-planning information contained in SPF databases within NSWPC based on the users access permission levels.
Access Instance
D

7.01
The SPF shall allow the component system users to access strike-planning information contained in database external to the NSWPC. (SARS: S68-124/SORS: 3.1)
Access Instance
D

6.1.2 Create Instance Matrix

See Section 4.2.2 for a description.

Req’t ID
Requirement Text
Test Category
Method

5.01.B
An SPF Instance shall be able to be created but not filled with information until desired by the user.
Create Instance
D

5.01.C
The SPF shall provide the capability to create an SPF Instance using information from an existing ATO to populate applicable SPF elements at the discretion of the user.
Create Instance
D

5.01.D
The SPF shall provide the capability to create an SPF Instance manually (non-ATO).
Create Instance
D

5.07
The SPF shall be responsible for the population of an SPF Instance with ATO and non-ATO tasking information. (SORS: S68-1500/SARS 1.7)
Create Instance
D

5.07.A
The SPF shall allow the user to identify and view an ATO that will be associated with the SPF Instance being created.
Create Instance
D

5.07.B
The SPF shall provide a capability to import BE Numbers from the ATO associated with the SPF Instance.
Create Instance
D

5.07.C
The SPF shall provide the user with a capability to specify an area of interest (AOI) based on BE numbers, manual entry or imported from the ATO associated with the SPF Instance.
Create Instance
D

5.08
The SPF shall provide for multiple SPF Instances initiated from a single ATO. (SARS:S68-1500/SORS: 1.8)
Create Instance
D

5.09
The SPF shall receive tasking information from alternative sources (e.g., TSCM, GCCS-M, and TBMCS). (SARS: S68-119/SORS 1.9)
Create Instance
D

5.09.A
The SPF shall receive tasking information from alternative sources, other than interoperable data, in accordance with the SPF DFD.
Create Instance
D

5.11
A SPF Instance shall be instantiated by a user with appropriate permissions by entering a set of tasking parameters. (SARS: S68-2324/SORS: 1.11)
Create Instance
D

5.16.B
The SPF shall provide the capability to create an SPF Instance that can be used as a strike-planning template without the use of any NSWPC component system(s) or external system(s) data.
Create Instance
D

5.31
An SPF Instance shall be instantiated for each distinct strike at the discretion of the user. (SARS: S68-1518/SORS: 1.31)
Create Instance
D

5.31.A
The SPF System shall provide the capability to create an SPF Instance for each distinct strike.
Create Instance
D

5.50.A
The SPF shall perform a pull of strike planning information from user designated sources, defined in the SPF DFD, at the creation of an SPF Instance.
Create Instance
D

5.50.B
The SPF shall perform a pull of strike planning information as defined in the SPF IDD at the creation of an SPF Instance.
Create Instance
D

7.04
The SPF Instance shall receive tasking information that is defined in the SPF Data Fields. (SARS: S68-147/SORS: 3.4)
Create Instance
D

7.04.A
The SPF Instance Tasking Shell shall receive tasking information that is defined in the SPF DFD.
Create Instance
D

6.1.3 Populate Instance Matrix

See Section 4.2.3 for a description

Req’t ID
Requirement Text
Test Category
Method

5.10
The SPF shall insert strike pertinent information, per the SPF Data Fields document, into an SPF Instance. (SARS: S68-119/ SORS: 1.10)
Populate Instance
D

5.10.A
Following SPF creation, the SPF shall populate interoperable strike pertinent SPF Data Fields as listed in the SPF DFD into an SPF Instance.
Populate Instance
D

5.10.B
Following SPF creation, the SPF shall populate interoperable strike pertinent SPF Data Fields in accordance with the applicable interfaces described in the SPF Interface Design Document (IDD).
Populate Instance
D

5.26
The shells of a SPF Instance shall be generated and filled, as defined by the SPF DFD, upon SPF instantiation by the user. (SARS S68-125/SORS: 1.26)
Populate Instance
D

5.27
The SPF Instance shall allow users to place miscellaneous information (e.g., commonly used formats of briefing information, notes, files, etc. not defined by the schema) into each SPF Shell. (SARS S68-233/SORS 1.27)
Populate Instance
D

5.27.A
The SPF Instance shall allow users to place data into the Global area of the SPF System.
Populate Instance
D

5.27.B
The SPF Instance shall allow to place data into applicable SPF Shells.
Populate Instance
D

5.27.C
The SPF Instance shall allow users to place miscellaneous information (e.g., commonly used formats of briefing information, notes, files, etc. not defined by the schema) into data fields designated as “Office Products” in the SPF DFD into each applicable SPF Shell.
Populate Instance
D

5.29
The SPF shall allow users to organize and edit data within a SPF Instance based on their level of access. (SARS S68-128/SORS: 1.29)
Populate Instance
D

5.29.B
The SPF shall allow users to edit data within a SPF Instance based on the data fields in the DFD.
Populate Instance
D

5.33
The SPF shall allow the user to define the tasking for element and unit planners at their component workstations. (SARS: S68-1519/SORS: 1.33)
Populate Instance
D

5.33.A
The SPF shall allow the user to define the tasking for element and unit planners at their component workstations per the “Office Product” data fields in the DFD.
Populate Instance
D

5.34
The SPF shall allow users, with proper access, the ability to assign strike teams. (SARS: S68-131/SORS: 1.34)
Populate Instance
D

5.37.A
The SPF shall allow component system users to edit their respective portions (e.g., Strike brief materials, aircrew checklists, routes, etc.) based on the data, presentation, and Current User fields of the SPF DFD.
Populate Instance
D

5.40
The SPF shall allow the component system users to place data, in accordance with the SPF Data Fields document, into the Shells of an SPF Instance. (SARS: S68-137/SORS: 1.40)
Populate Instance
D

5.40.A
The SPF shall allow the component system users to place data, in accordance with the SPF DFD, based on user access level, into the Shells of an SPF Instance.
Populate Instance
D

5.51
The SPF Instance shall receive OpOrds and ROE (text data files). (SARS: S68-154/SORS: 1.51)
Populate Instance
D

5.51.A
The SPF Instance shall receive OpOrds and ROE (text data files), from sources defined in the SPF DFD.
Populate Instance
D

5.51.B
The SPF Instance shall receive OpOrds and ROE as information type data defined in the SPF DFD.
Populate Instance
D

5.57
The SPF shall allow the user to request threat data pertinent to the strike from GCCS-M and place it in a SPF Instance (SARS: S68-1541/SORS: 1.57)
Populate Instance
D

5.57.A
The SPF shall allow the user to request threat data pertinent to the strike from GCCS-M, as defined in the SPF DFD, and place it in the Intel Shell of a SPF Instance.
Populate Instance
D

5.58
Following initialization by the user, the SPF shall retrieve available data, in accordance with the SPF Data Fields document, for the Weaponeering and Targeting Shell of a SPF Instance. (SARS: S68-1555/SORS: 1.58)
Populate Instance
D

5.58.A
Following initialization by the user, the SPF shall retrieve available interoperable data, in accordance with the SPF IDD, for the Weaponeering and Targeting Shell of a SPF Instance.
Populate Instance
D

5.59
The SPF shall allow component systems to retrieve imagery from the JSIPS-N to be viewed in the Targeting and Weaponeering Shell of a SPF Instance. (SARS: S68-185/SORS: 1.59)
Populate Instance
D

5.64
The SPF shall provide Airwing debrief forms in Microsoft Office format for debriefing on-line. (SARS: S68-200/SORS: 1.64)
Populate Instance
D

5.64.A
The SPF shall provide Airwing debrief forms in the Post Strike Analysis Shell of a SPF Instance.
Populate Instance
D

7.02
The SPF shall retrieve strike information from applicable on-board database types. (SARS: S68-126/SORS: 3.2)
Populate Instance
D

7.02.A
The SPF shall retrieve strike information from applicable on-board database types compatible with the NSWPC Network.
Populate Instance
D

7.02.B
The SPF shall retrieve strike information from applicable on-board database types defined in the SPF DFD.
Populate Instance
D

7.05
The SPF shall allow the users to import operational procedures, ROE, and special instructions from the ship’s information infrastructure and from magnetic media recognized by the Host Operating System, and place them in the Tasking Shell of a SPF Instance. (SARS: S68-1529/SORS: 3.5)
Populate Instance
D

7.05.A
The SPF shall allow users to import, into the Tasking Shell, operational procedures, ROE, and special instructions from NSWPC Network compatible ship’s information infrastructure.
Populate Instance
D

7.05.B
The SPF shall allow users to import, into the Tasking Shell, operational procedures, ROE, and special instructions defined in the SPF DFD.
Populate Instance
D

7.05.C
The SPF shall allow users to import, into the Tasking Shell, operational procedures, ROE, and special instructions from magnetic media recognized by the Host Operating System.
Populate Instance
D

6.1.4 View Instance Matrix

See Section 4.2.4 for a description.

Req’t ID
Requirement Text
Test Category
Method

6.03.A
The SPF Instance shall serve as the single, central repository for all strike data, displayed as information types defined in SPF DFD.
View Instance
A

6.03.B
The SPF Instance shall serve as the single, central repository for all strike data, displayed as presentation types defined in SPF DFD.
View Instance
A

4.01
Browser Viewable (BV) data shall be viewable by SPF components and displayed in an SPF Web page.
View Instance
D

4.04
Browser Viewable Baselined (BB) data shall be viewable by SPF components and displayed in a SPF Web page.
View Instance
D

4.07
Browser Editable (BE) data shall be visualized by SPF components and displayed in SPF web pages.
View Instance
D

4.10
Interoperable data shall be displayed on SPF web pages as entities.
View Instance
D

5.22
The strike planner shall be able to retrieve data from an SPF Instance at any time during the strike planning process. (SARS: S68-2315/SORS: 1.22)
View Instance
D

5.35.B
The SPF shall provide the capability for multiple users to view a read only copy of data that is being edited by another user. 
View Instance
D

5.45
The SPF shall allow the component systems to retrieve tasking data, as defined in the SPF Data Fields document, from the Tasking Shell of an SPF Instance. (SARS: S68-145/SORS: 1.45)
View Instance
D

5.45.A
The SPF shall allow the component systems to retrieve tasking data, based on applicable interoperable component system interfaces described in the SPF IDD, from the Tasking Shell of an SPF Instance.
View Instance
D

5.51.C
The SPF Instance shall display OpOrds and ROE data as presentation formats defined in the SPF DFD.
View Instance
D

5.52.A
The SPF shall display strike asset availability data as information type data defined in the SPF DFD.
View Instance
D

5.52.B
The SPF shall display strike asset availability data as presentation formats defined in the SPF DFD.
View Instance
D

5.53.B
The SPF shall allow users to view asset availability data as information type data defined in the SPF DFD.
View Instance
D

5.53.C
The SPF shall allow users to view asset availability data as presentation formats defined in the SPF DFD.
View Instance
D

5.54.A
The SPF shall allow users to view NITES/TEDS data, as defined in the SPF DFD, in the METOC Shell.
View Instance
D

5.57.B
The SPF shall display threat data pertinent to the strike from GCCS-M as presentation formats defined in the SPF DFD.
View Instance
D

5.57.C
The SPF shall display threat data pertinent to the strike from GCCS-M as information types defined in the SPF DFD.
View Instance
D

5.59.A
The SPF shall display JSIPS-N data as presentation formats defined in the SPF DFD.
View Instance
D

5.59.B
The SPF shall display JSIPS-N data as information types defined in the SPF DFD.
View Instance
D

5.60.B
The SPF shall display four-dimensional route planning data (lat., long., Altitude, and time), displayed in the Route Planning Shell, as presentation formats defined in the SPF DFD.
View Instance
D

5.60.C
The SPF shall display four-dimensional route planning data (lat., long., Altitude, and time), displayed in the Route Planning Shell, as information types defined in the SPF DFD.
View Instance
D

5.61.A
The SPF shall provide component system users route-planning data as presentation formats defined in the SPF DFD.
View Instance
D

5.61.B
The SPF shall provide component system users route-planning data as information types defined in the SPF DFD.
View Instance
D

5.62.A
The SPF shall provide current organic and non-organic tanking station information as presentation formats defined in the SPF DFD.
View Instance
D

5.62.B
The SPF shall provide current organic and non-organic tanking station information as information types defined in the SPF DFD.
View Instance
D

5.63.A
The contents of the SPF Post Strike Analysis Shell shall be displayed as presentation formats defined in the SPF DFD.
View Instance
D

5.63.B
The contents of the SPF Post Strike Analysis Shell shall be displayed as information types defined in the SPF DFD.
View Instance
D

5.64.B
The SPF shall display Airwing debrief forms in the Post Strike Analysis Shell of a SPF Instance as presentation formats defined in the SPF DFD.
View Instance
D

5.64.C
The SPF shall display Airwing debrief forms in the Post Strike Analysis Shell of a SPF Instance as information types defined in the SPF DFD.
View Instance
D

5.66
The SPF shall allow users to retrieve copies of briefing slides made by element and unit planners from a SPF Instance. (SARS: S68-203/SORS: 1.66)
View Instance
D

5.66.A
The SPF shall allow users to retrieve copies of briefing slides made by element and unit planners, which are presentation format Office Products, as defined in the SPF DFD.
View Instance
D

6.01.B
Strike Data from the Component Systems deposited into an SPF Instance shall be displayed as information types defined in the SPF DFD.
View Instance
D

6.01.C
Strike Data from the Component Systems deposited into an SPF Instance shall be displayed as presentation formats defined in the SPF DFD.
View Instance
D

6.06.A
The Tasking Shell of an SPF Instance shall display the appropriate strike requirements as allocated to the respective strike elements for detailed element and unit planning as information types defined in the SPF DFD.
View Instance
D

6.06.B
The Tasking Shell of an SPF Instance shall display the appropriate strike requirements as allocated to the respective strike elements for detailed element and unit planning as presentation formats defined in the SPF DFD.
View Instance
D

6.07.A
The SPF Instance shall display tasking information as information types defined in the SPF DFD.
View Instance
D

6.07.B
The SPF Instance shall display tasking information as presentation formats defined in the SPF DFD.
View Instance
D

6.08.A
The SPF Instance shall display OpOrds and ROE as information types defined in the SPF DFD.
View Instance
D

6.08.B
The SPF Instance shall display OpOrds and ROE as presentation formats defined in the SPF DFD.
View Instance
D

6.09.A
The SPF shall display Office Products derived NITES/TEDS data as information types defined in the SPF DFD.
View Instance
D

6.09.B
The SPF shall display Office Products derived NITES/TEDS data as presentation formats defined in the SPF DFD.
View Instance
D

6.10.A
The SPF shall display intelligence data as presentation formats defined in the SPF DFD.
View Instance
D

6.10.B
The SPF shall display intelligence data as information types defined in the SPF DFD.
View Instance
D

6.11.A
The SPF shall display in the Route Planning Shell of a SPF Instance four-dimensional route planning data (lat., long., Altitude, and time) data as presentation formats defined in the SPF DFD.
View Instance
D

6.11.B
The SPF shall display in the Route Planning Shell of a SPF Instance four-dimensional route planning data (lat., long., Altitude, and time) data as information types defined in the SPF DFD.
View Instance
D

6.1.5 Save Instance Matrix

See Section 4.2.5 for a description.

Req’t ID
Requirement Text
Test Category
Method

5.02
The SPF instance shall be maintained for the duration of the strike planning process. (SARS: S68-1501/SORS 1.2)
Save Instance
A

5.02.A
The SPF shall provide the capability for the User to save an SPF Instance to local media.
Save Instance
D

5.02.B
The SPF shall provide the capability to replicate (“save as”) an SPF Instance to a destination and naming convention determined by the user.
Save Instance
D

5.18
The “in-work” SPF Instance shall be “Saved-As” a new SPF Instance with data from the original SPF Instance. (SARS: S68-2321/SORS: 1.18)
Save Instance
D

5.18.A
Data specified in the SPF DFD from the “in work” SPF Instance shall be replicated (“saved as”) into a new SPF Instance from the original SPF Instance.
Save Instance
D

5.19
Data in the SPF instance shall be storable to external media and restorable as an SPF instance. (SARS: S68-2316/SORS: 1.19)
Save Instance
D

5.19.A
Data elements specified as archivable in the SPF DFD shall be stored to external media as part of an SPF Instance archive.
Save Instance
D

5.19.C
SPF data designated as “archivable” in the SPF DFD shall be restored from external media as part of the SPF Instance being restored.
Save Instance
D

5.20
Data in the SPF shall be backed-up (e.g., for short-term recall) at the discretion of the system administrator. (SARS:S68-2332/SORS:1.20)
Save Instance
D

5.20.A
Databases and file systems residing on the SPF server shall be backed-up at the discretion of the system administrator.
Save Instance
D

5.21
Data in the SPF shall be storable to external media (e.g., for long term storage) at the discretion of the user. (SARS: S68-2332/SORS:1.21)
Save Instance
D

5.21.A
Databases and file systems residing on the SPF server shall be storable to external media (e.g., for long-term recall) at the discretion of the system administrator.
Save Instance
D

5.42
The SPF shall allow the SPF Instance to be backed-up by the system administrator. (SARS: S68-198/SORS: 1.42)
Save Instance
D

5.42.A
The SPF shall allow the databases and file systems on the SPF server to be backed-up by the system administrator.
Save Instance
D

5.44
Archived media will not be altered upon the restoration of an SPF instance. (SARS: S68-143/SORS: 1.44)
Save Instance
D

5.44.A
Archived media shall be read only upon restoration of a SPF Instance, dependent upon the write-protect capabilities of the operating system, file system, and COTS (Microsoft Office Products) software installed.
Save Instance
D

6.01.A
Strike Data from the Component Systems deposited into a SPF Instance shall be archivable as defined in the SPF DFD.
Save Instance
D

6.05
The SPF shall store interoperable mission-planning data from an SPF Instance. (SARS: S68-136/SORS: 2.5)
Save Instance
D

6.05.A
The SPF shall store interoperable mission-planning data from an SPF Instance defined in the SPF DFD.
Save Instance
D

6.05.B
The SPF shall store interoperable mission-planning data from an SPF Instance defined in the SPF IDD.
Save Instance
D

6.06
The Tasking Shell of an SPF Instance shall store the appropriate strike requirements as allocated to the respective strike elements (e.g., VF, VFA, VAQ, etc) for detailed element and unit planning according to the SPF Data Fields. (SARS: S68-146/SORS: 2.6)
Save Instance
D

6.07
The SPF Instance shall store tasking information that is defined in the SPF Data Fields. (SARS: S68-147/SORS: 2.7)
Save Instance
D

6.08
The SPF Instance shall store OpOrds and ROE (text data files). (SARS: S68-154/SORS: 2.8)
Save Instance
D

6.09
The SPF shall allow the users to store NITES/TEDS data obtained from GCCS-M, as referenced in the SPF Data Fields document (version 20). (SARS: S68-161/SORS: 2.9)
Save Instance
D

6.10
The SPF shall store intelligence data, as defined in SPF Data Fields (version 20), gathered for the strike in the Intel Shell of a SPF Instance. (SARS: S68-171/SORS: 2.10)
Save Instance
D

6.11
The SPF shall allow users to store in the Route Planning Shell of a SPF Instance four-dimensional route planning data (lat., long. Altitude, and time). (SARS: S68-190/SORS: 2.11)
Save Instance
D

6.13
The briefing files in an SPF instance shall be write-protected to the extent permitted by COTS/GOTS products. (SARS: S68-204/SORS: 2.13)
Save Instance
D

6.1.6 Manage Data Matrix

See Section 4.2.6 for a description.

Req’t ID
Requirement Text
Test Category
Method

4.11
Interoperable data shall be Referenced or Acquired.
Manage Data
A

4.14
Referenced interoperable data shall not be tracked or managed by the SPF.
Manage Data
A

4.16
Applicable SPF pages shall maintain URLs that point to web pages that reside on the NSWPC network.
Manage Data
A

4.18
Browser linked data shall not be browser editable.
Manage Data
A

4.19
Browser linked data shall not be interoperable.
Manage Data
A

4.20
Applicable SPF pages shall maintain URLs and additional information (Browser Linked with parameters) that point to web pages that reside on the NSWPC network.
Manage Data
A

4.22
Browser linked with parameter data shall not be browser editable.
Manage Data
A

4.23
Browser linked data shall not be interoperable.
Manage Data
A

5.01
There shall be one instance of the SPF for each strike. (SARS: S68-1501/SORS 1.1)
Manage Data
A

5.01.A
An SPF Instance shall be a repository or collection of data for a specific strike.
Manage Data
A

5.12.B
The SPF shall not track nor manage changes to source host systems(s) interoperable data. 
Manage Data
A

5.63
The contents of the Post Strike Analysis Shell shall include, at a minimum, debrief items, post strike imagery from organic assets, post strike imagery from national assets, cockpit video, lessons learned from the strike participants, and other items as defined in the SPF Data Fields document. (SARS: S68-199/SORS: 1.63)
Manage Data
A

5.65
The SPF shall provide provisions for properly cataloging Airwing debrief forms to missions for inclusion in the Post Strike Analysis Shell of a SPF Instance. (SARS: S68-200/SORS: 1.65)
Manage Data
A

6.01
The SPF Instance shall serve as the central repository for strike data, in accordance with the SPF Data Fields document, from the component planning systems. (SARS: S68-118/SORS: 2.1)
Manage Data
A

6.02
The SPF Instance shall be the entity in which strike pertinent data, in accordance with the SPF Data Fields document will be placed. (SARS: S68-1501/SORS: 2.2)
Manage Data
A

6.02.A
The SPF Instance shall be the entity in which strike pertinent interoperable data, in accordance with the SPF IDD, shall be placed.
Manage Data
A

6.03
The SPF Instance shall serve as the single, central repository for all strike data, in accordance with the SPF Data Fields document. (SARS: S68-2.3/SORS: 2.3)
Manage Data
A

6.12
The SPF shall not modify input source data. (SARS: S68-2464/SORS: 2.12)
Manage Data
A

6.12.A
The SPF shall not modify input source data defined in the SPF DFD.
Manage Data
A

4.03
Applicable BV data shall be archived as delineated in the SPF DFD.
Manage Data
D

4.05
The SPF shall provide the user the capability of explicitly committing the BB data to the SPF Shell.
Manage Data
D

4.06
Applicable BB data shall be archived as delineated in the SPF DFD.
Manage Data
D

4.08
BE data shall be editable in the browser with resulting changes performed in the SPF database. 
Manage Data
D

4.09
Applicable BE data shall be archived as delineated in the SPF DFD.
Manage Data
D

4.12
Applicable acquired interoperable data shall be archived as delineated in the SPF DFD.
Manage Data
D

4.13
Referenced interoperable data shall not be archived.
Manage Data
D

4.15
Acquired interoperable data shall be transferred to the SPF host database or file system.
Manage Data
D

4.17
Browser linked data shall not be archivable.
Manage Data
D

4.21
Browser linked with parameter data shall not be archivable.
Manage Data
D

5.05
An SPF Instance shall be divided into seven shells (sub-folders of the SPF) that are: 1) Tasking Shell, 2) Asset Availability Shell, 3) Intelligence Shell, 4) METOC Shell, 5) Targeting and Weaponeering Shell, 6) Route Planning Shell, and 7) Post-Strike Analysis Shell. (SARS: S68-2451/SORS: 1.5)
Manage Data
D

5.05.A
Each of the seven SPF Instance shells shall contain, or provide links to, the applicable data fields specified in the SPF DFD.
Manage Data
D

5.05.D
Applicable SPF Instance shells shall provide a link to the SPF Global Data web page.
Manage Data
D

5.05.B
Applicable SPF Instance shells shall contain a manual refresh capability for updating dynamic data by the User.
Manage Data
D

5.09.B
The SPF shall receive interoperable tasking data in accordance with the applicable interfaces described in the SPF Interface Design Document (IDD).
Manage Data
D

5.12
The data in a SPF Instance shall be refreshed at user initiated or automated intervals. (SARS: S68-120/ SORS: 1.12)
Manage Data
D

5.12.A
User initiated SPF Instance data refresh shall be controlled by an appropriate manual update in the applicable shell(s).
Manage Data
D

5.35.A
The SPF shall allow for one user at a time to edit shell SPF Instance data.
Manage Data
D

5.38
The SPF shall provide an alert when interoperable data has been updated. (SARS: S68-134/SORS: 1.38)
Manage Data
D

5.53
The SPF shall allow users to update (retrieve updated information, not edit) asset availability data. (SARS: S68-159/SORS: 1.53)
Manage Data
D

5.53.A
The SPF shall allow users to view asset availability data from the Asset Availability Shell defined in the SPF DFD.
Manage Data
D

5.71
The SPF shall provide an alert when an error has occurred during the update of data. (SARS: S68-134/SORS: 1.71)
Manage Data
D

7.08
The SPF shall notify the user if requested data is not available. (SARS: S68-134/SORS: 3.8)
Manage Data
D

7.08.A
The SPF shall notify the user on an NSWPC compatible workstation if the user’s requested data is not available.
Manage Data
D

8.01
The SPF shall disseminate the alert to the users. (SARS: S68-134/SORS: 3.1)
Manage Data
D

4.02
BV data sources shall be those data described in the SPF DFD.
Manage Data
I

5.05.C
Applicable SPF Instance shells shall include data Source and Date-Time-Group (DTG) stamps on external data.
Manage Data
I

6.1.7 System Setup

See Section 4.2.7 for a description.

Req’t ID
Requirement Text
Test Category
Method

5.17
The SPF shall be Y2K compliant. (SARS: S68-2317/SORS: 1.17)
System Setup
A

7.06
The SPF shall interface with data sources defined in the SPF Data Fields document. (SARS: S68-153/SORS: 3.6)
System Setup
A

7.06.A
The SPF shall interface with interoperable data sources as defined in the SPF IDD.
System Setup
A

8.02
SPF shall provide a server to support NSWPC Component System’s capability to browse, access and use the data/information that is available in a SPF Instance. (SARS: S68-2322/SORS: 3.2)
System Setup
A

5.17.A
The SPF System shall be Y2K compliant in accordance with the Department of Navy (DON) Year 2000 Action Plan, Appendix C:  Year 2000 Compliance Checklist.
System Setup
D

5.13
The SPF shall be level 5 DII-COE compliant and structured as a basis for subsequent evolutions to higher levels of DII COE compliance. (SARS S68-2320/SORS: 1.13)
System Setup
I

5.13.A
The SPF shall be level 5 DII COE compliant as defined in the DII COE Integration and Run Time Specification (I&RTS).
System Setup
I

5.15
The SPF shall operate as a standalone application independent of other application software on the NSWPC component on which the SPF is hosted. (SARS: S68-2318/SORS: 1.15)
System Setup
I

5.16
The SPF shall not require any other NSWPC component system in order to operate. (SARS: S68-2318/SORS: 1.16)
System Setup
I

5.16.A
The SPF shall not require any other NSWPC component system(s) or external system(s) server(s) or data to operate.
System Setup
I

5.23
The SPF shall reside and operate at the SECRET/GENSER level. (SARS: S68-180/SORS: 1.23)
System Setup
I

5.23.A
The SPF shall reside and operate at the SECRET/GENSER level, to the extent that the component and external systems support the SECRET/GENSER level.
System Setup
I

5.24
The SPF shall be connected to the NSWPC network. (SARS: S68-122/SORS: 1.24)
System Setup
I

5.25
The SPF shall use the NSWPC Network for interconnectivity with component system workstations, and other NSWPC network-resident systems. (SARS: S68-122/SORS: 1.25)
System Setup
I

5.67.B
The SPF shall not interface with the LSD.
System Setup
I

5.69
The SPF shall not impose additional security and privacy requirements on the components. (SARS: S68-212/SORS: 1.69)
System Setup
I

5.70
The SPF shall provide SIPRNET connectivity, if available, through the NSWPC network. (SARS: S68-122/SORS: 1.70)
System Setup
I

7.03
The SPF shall use existing CVN 68 network protocols to communicate with the necessary databases. (SARS: S68-127/SORS: 3.3)
System Setup
I

7.03.A
The SPF shall use existing CVN 68 network protocols compatible with the NSWPC Network to communicate with the necessary databases.
System Setup
I

6.1.8 User Administration Matrix

See Section 4.2.8 for a description.

Req’t ID
Requirement Text
Test Category
Method

5.11.A
The SPF shall provide the capability to distinguish users from administrators.
User Administration
D

5.19.B
The SPF shall enforce administrative permission levels for storing SPF data.
User Administration
D

5.29.A
The SPF System shall provide the capability to set user permission(s) level of access.
User Administration
D

6.1.9 Utilities Matrix

See Section 4.2.9 for a description.

Req’t ID
Requirement Text
Test Category
Method

5.30
The SPF shall provide SPF Instance data to component systems that can then be formatted by the component system for print. (SARS S68-129/SORS: 1.30)
Utilities
D

5.33.B
The SPF shall provide an e-mail capability to allow the user to define the tasking for element and unit planners at their component workstations.
Utilities
D

5.34.A
The SPF shall provide an e-mail capability to allow the user to assign strike teams.
Utilities
D

5.68
The SPF Instance shall enable component systems to retrieve data for printing on a large format printer to print a color hard copy printout. Information only. Component system formats and sends to printer. (SARS: S68-208/SORS: 1.68)
Utilities
D

8.01.A
The SPF shall disseminate applicable alerts and messages to the users in the form of generated email.
Utilities
D

5.34.B
The SPF shall provide an e-mail capability to allow the user to assign strike teams.
Utilities
I

8.03
SPF shall provide a server to support NSWPC user communications via e-mail. (SARS: S68-231/SORS: 3.3)
Utilities
I

6.1.10 Interface Testing Requirements Matrix

Interface Requirements.

Req’t ID
Requirement Text
Test Category
Method

2.01
The SPF System shall interface with the Common Route Definition (CRD) Planning System to extract specified mission planning data per the SPF DFD.
Interface
D

2.02
The SPF System shall interface with the Global Command and Control System – Maritime (GCCS-M) System to obtain SPF Intel Shell data specified in the SPF DFD.
Interface
D

2.03
The SPF System shall interface with the Joint Message Handling Service (JMHS) System to obtain SPF Tasking Shell data specified in the SPF DFD.
Interface
D

2.04
The SPF System shall interface with the Meteorological Broadcast (METCAST) Tactical Environment Data Server (TEDS) systems to obtain SPF METOC Shell data specified in the SPF DFD. 
Interface
D

2.05
The SPF System shall interface with the Modernized Integrated Database (MIDB) System to obtain SPF Intel Shell data specified in the SPF DFD.
Interface
D

2.06
The SPF System shall interface with the MIDB/Naval Intelligence Database (NID) System to obtain SPF Intel Shell data specified in the SPF DFD.
Interface
D

2.07
The SPF System shall interface with the Precision Targeting Workstation (PTW) System to extract SPF Targeting and Weaponeering Shell data specified in the SPF DFD.
Interface
D

2.08
The SPF System shall interface with the Tactical Strike Coordination Manager (TSCM) System to extract SPF Tasking Shell data specified in the SPF DFD.
Interface
D

2.09
The SPF System shall interface with the Aviation Data Management and Control System (ADMACS) to obtain SPF Route Planning Shell data specified in the SPF DFD.
Interface
D

2.10
The SPF System shall interface with the Intelligence Link (INTELINK) System to obtain SPF Intel Shell data specified in the SPF DFD.
Interface
D

6.1.11 Miscellaneous Requirements Matrix

Requirements not covered in any test category.

Req’t ID
Requirement Text
Test Category
Method

5.28
DELETED, with the agreement by the SPF Team that 1.27 fully meets the requirements of SAR S68-2333, and the second half of S68-2333 is for informational purposes only.
N/A
N/A

5.43
SOR 1.18 and 1.19 together meet the requirement stated in SAR S68-1525. (SARS: S68-1525/SORS: 1.43)
N/A
N/A

7.07
DELETED due to 3.6 rewording 4/09/99 NAWC/MIS/SAIC. (SARS: S68-161/SORS: 3.7)
N/A
N/A

5.14
TO BE DEFINED.  SAIC ACTION FOR FURTHER INFORMATION. (SARS: S68-2319/ SORS: 1.14)
TBD
TBD

7 NOTES

7.1 ACRONYMS AND ABBREVIATIONS

A


API
Application Programming Interface

C


CD
Compact Disc

CDRL
Contract Data Requirements List

CM
Configuration Management

CMM
Capability Maturity Model

COMSEC
Communications Security

CONOPS
Concept of Operations

COTS
Commercial Off-The-Shelf

CVIC
(Aircraft) Carrier Intelligence Center

CVN
Nuclear Aircraft Carrier

CVW
(Aircraft) Carrier Airwing

D


DII COE
Defense Information Infrastructure Common Operation Environment

DISA
Defense Information Systems Agency

DoD
Department of Defense

F


FQT
Formal Qualification Testing

FRD
Functional Requirements Document

FTP
File Transfer Protocol

G


GCCS
Global Command Control System

GFE
Government Furnished Equipment

GFI
Government Furnished Information

GOTS
Government Off-The-Shelf

GUI
Graphical User Interface

H


HTML
Hyper-Text Markup Language

HW
Hardware

I


I&RTS
Integration and Runtime Specification

I/F
Interface

ICD
Interface Control Document

ICWG
Interface Control Working Group

ID
Identification

IDD
Interface Design Document

IDE
Integrated Development Environment

IDL
Interface Definition Language

IPT
Integrated Product Team

IRAD, IR&D
Independent Research and Development

ISO
International Standard Organization

ITR
Incremental Technical Review

IV&V
Independent Verification and Validation

J


JAVA
Java Programming Language

JMV
Joint Message Viewer

K


KPA
Key Process Area

KPP
Key Performance Parameters

L


LOC
Lines of Code

M


MC&G
Mapping, Charting, and Geodesy

MCG&I
Mapping, Charting, Geodesy and Imagery

MIL
Military

MLS
Multi-Level Security

MS
Microsoft

N


NAVAIR
Naval Air

NDI
Non Developmental Item

NTAG
DII COE NT Advisory Group

NT
Windows NT Operating System - “New Technology”

O


OM
Operating Manual

OO / OOD
Object Oriented; Object Oriented Design

OOT
Object Oriented Technology

OPSEC
Operations Security

OT
Operations Test

OTS
Off the Shelf

P


PC
Personal Computer

PCAR
Priority Corrective Action Request

PCR
Process Change Request

PDRL
Program Data Requirements List

PM
Program Management

PMA
Program Management Agency

PMR
Program Management Review

PPG
Program Process Group

Q


QA
Quality Assurance

R


RAM
Random Access Memory

RFD/RFW
Request for Deviation or Waiver

S


SARS
Software Architecture Requirements Specification

SCM
Software Configuration Management

SDD
Software Design Document

SDE
Software Development Environment

SDF
Software Development File (Folder)

SDK
Software Development Kit

SDL
Software Development Library

SDP
Software Development Plan

SDPD
Software Delivery Plan and Description

SE&I
System Engineering and Integration

SE-CMM
Systems Engineering Capability Maturity Model

SEI
Software Engineering Institute

SEPG
Software Engineering Process Group

SIPRNET
Secret Internet Protocol Router Network

SLOC
Software Lines of Code

SOF
Statement of Function

SOI
Statement of Intent

SOR
Statement of Requirement

SORD
System Operational (Operations) Requirements Document

SOT
Statement of Test

SOW
Statement of Work

SPEC
Specification

SPF
Strike Planing Folder

SPO
Software Project Office

SQA
Software Quality Assurance

SQT
System Qualification Test

SRS
Software Requirements Specification

SSS
System/Segment Specification

STE
Software Test Environment

STP
Software Test Plan

STR
Software Test Report

SUM
Software Users' Manual

SVD
Software Version Description

SW
Software

SW-CMM
Software Capability Maturity Model

T


TAMPS
Tactical Aircraft Mission Planning System

TBD
To Be Determined

TIM
Technical Interchange Meeting

TPM
Technical Performance Measure

TRR
Test Readiness Review

TSCM
Technical Surveillance Countermeasure Program

U


UML
Unified Modeling Language

UNIX
Universal Computer Operating System

USN
U.S. Navy




VTC
Video Teleconferencing
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