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Introduction

1.1 SCOPE

This Software Requirements Specification establishes the requirements for the Strike Planning Folder (SPF) software.  If new requirements are developed in subsequent versions or builds of the product, this document will require updating to reflect the new requirements.

1.2 System Overview

The Navy PMA-281 has been directed to create an integrated strike-planning center for Carrier Air Wing (CVW) and Tomahawk strike warfare operations.  Current stand-alone aircraft and weapon mission planning systems, imagery processing systems, and targeting workstations will be linked into a network of inter-operating systems that share intelligence products and strike planning data.  

The SPF system functions as a web-based tool, which aids the strike planner in organizing, formulating, and briefing strike plans.  The data used in creating a strike plan is contained in seven data “shells”.  These shells consist of Tasking, Asset Availability, Intelligence, Meteorological and Oceanographic (METOC), Targeting and Weaponeering, Route Planning, and Post Strike Analysis.

1.3 Document Overview

This SPF SRS defines and documents the software requirements of the SPF system in support of version 1 requirements for CVN-68.  This SRS is intended as a reference for the developers and the program/test & integration management team. The document is organized as shown below.

Section 1: Introduction

Section 2: Strike Planning Folder (SPF) Description

Section 3: Software Requirements

Section 4: Assumptions and Dependencies

Section 5: Issues and Risks

Section 6: Requirements Tracibility Matrix

1.4 Applicable Documents

Concept of Operations For the CVN 68 Naval Strike Warfare Planning  Center Installed Configuration
PEO (CU) 2239/1
27 January 1998

Defense Information Infrastructure (DII) Common Operating Environment (COE) Baseline Specification
Version 3.1
27 April 1997

DII COE Integration and Runtime Specification (DII COE I&RTS)
Version 3.0
July 1997

Defense Information Infrastructure (DII)

Common Operating Environment (COE)

Kernel Platform Certification Program
Draft - Version 0.8


10 October 1997

Department of Navy (DON) Year 2000 Action Plan, Appendix C:  Year 2000 Compliance Checklist
 Draft - Version 1.3

. 
April 1998

Strike Planning Folder (SPF) Systems Architecture Requirements Specification (SARS)
Version 4.0


Strike Planning Folder (SPF) Design Document
Draft
xxxx

Strike Planning Folder Data Fields Document (SPF DFD)
Version 21
xxxx

NSWPC Strike Planning Folder (SPF) Functional Requirements Document (FRD) 

22 April 1999

Strike Planning Folder (SPF) Interface Design Document (IDD)
Draft
1 May 1999

1.5 Acronyms and Abbreviations

API
Application Programming Interface

BE
Basic Encyclopedia

CSAR
Combat Search and Rescue

ICD
Interface Control Document

IDD
Interface Design Document

NSWPC
Naval Strike Warfare Planning Center

OpOrds
Operational Orders

OSS
Other Ships Systems

ROE
Rules of Engagement

SPINS
Special Instructions

SRS
Software Requirements Document

SPF
Strike Planning Folder

USMTF
United States Message Text Format

VFA
Fixed wing fighter attack 

1.6 Glossary

Archive
Storing an SPF Instance to an external media, whether complete or incomplete, for future reference or re-use.

Backed-up
An administrative copying of a systems hard drive contents to an external media which can be restored, if necessary, at a later date. 

Browser Viewable (BV)
Data that can be visualized by SPF components and displayed in an SPF web page.

Browser Viewable  Baselined (BB)
Data that can be visualized by SPF components and displayed in an SPF web page. The view is typically derived from data at the source, however the data residing in the SPF Instance may also be presented at the discretion of the user.

Browser Editable (BE)


Data that can be visualized by SPF components, displayed in an SPF web page, and edited in the browser with resulting changes performed in the SPF database.

Interoperable Data
Data that retains its original format and is defined by ICD or file format.

Referenced Interoperable (RI):
Interoperable data that resides in the source host system.

Acquired Interoperable: (AI)
Interoperable data that originated in the source host system but was transferred to the SPF host database.

Browser-Linked: (BL)
SPF pages that maintain URLs that point to web pages on the NSWPC network.

Browser-Linked with Parameters: (BP)
SPF pages that maintain fixed URLs and additional information that point to web pages on the NSWPC network.

NSWPC Network
Any system that enables the NSWPC component systems and other ship’s systems to exchange information. The NSWPC network may be implemented by existing or available ship’s computer network facilities.

Network
See NSWPC Network.

Save
Copying of a file(s) to the local host machines hard drive, which at a later date, may be recalled for viewing and/or editing.

SPF
Software programs, associated web servers, and databases that together collect strike planning information from NSWPC component systems and enables users to access that information on their workstations.

SPF Instance
A specific data repository or collection of data assembled for a particular strike. 

User
Carrier Airwing aircrew, Intelligence Personnel, and carrier Intelligence Center personnel. Strike Planner, Mission Planner,  Planner, Intelligence Personnel, AI, etc are synonymous with user.

Workstation
A NSWPC component or other connected to the SECRET-level IT-21 network.

2. Strike Planning Folder (SPF)  Description

The Strike Planning Folder (SPF) is a stand alone Software System within the Naval Strike Warfare Planning Center (NSWPC). The NSWPC is a system of systems, consisting of various planning and intelligence support systems located in the Aircraft Carrier Intelligence Center (CVIC). Each of these systems is called an NSWPC component system. The inter-action of these Component Systems with the SPF is described in the SARS.

The Strike Planning Folder (SPF) Software System provides a means for the strike planning organization on the aircraft carrier to access, view, and use information associated with the strike planning process. It is the electronic equivalent of a filing cabinet containing strike planning information. The SPF also allows the users, with appropriate permission levels, to edit and place information into the folder.

Strike Planners use the data fields described in the Strike Planning Folder Data Fields Document as planning information for formulating the Strike Plan and associated aircrew briefings. These data fields are referred to as Information Elements (IE). The IE’s represent the highest level of information that can be assigned various source, population, update, and initialization rules. The data fields are placed into one of seven “shells” within an SPF Instance. The information in the SPF Instance can be viewed using a common web browser (browsable information) and/or using one or more of the NSWPC component systems (interoperable information).

Interfaces between the SPF, Component Systems, Other Ship Systems, and external systems is described in the SPF IDD.  Figure 1 displays major Component Systems and interfaces with the SPF.
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Figure 1: SPF System Architecture

3. Software Requirements

Section 3 includes all SARS/SORS as top-level SPF software requirements, and are assigned SRS numbers. These requirements are highlighted in bold typeface for rapid identification. Additionally, these top-level SRS were sub-divided further into additional software requirements when clarification and/or amplification of an SARS/SORS were necessary. 

3.1 Hardware, Software,  and Operating System Support

N/A

3.2  SPF System Interfaces

The SPF is required to interface with Component Systems and external sources to access, view, and use Component System and external data associated with strike planning. 

2.1
The SPF System shall interface with the Common Route Definition (CRD) Planning System to extract specified mission planning data per the SPF DFD.

2.2
The SPF System shall interface with the Global Command and Control System – Maritime (GCCS-M) System to obtain SPF Intel Shell data specified in the SPF DFD.

2.3
The SPF System shall interface with the Joint Message Handling Service (JMHS) System to obtain SPF Tasking Shell data specified in the SPF DFD.

2.4
The SPF System shall interface with the Meteorological Broadcast (METCAST) Tactical Environment Data Server (TEDS) systems to obtain SPF METOC Shell data specified in the SPF DFD. 

2.5
The SPF System shall interface with the Modernized Integrated Database (MIDB) System to obtain SPF Intel Shell data specified in the SPF DFD.

2.6
The SPF System shall interface with the MIDB/Naval Intelligence Database (NID) System to obtain SPF Intel Shell data specified in the SPF DFD.

2.7
The SPF System shall interface with the Precision Targeting Workstation (PTW) System to extract SPF Targeting and Weaponeering Shell data specified in the SPF DFD.

2.8
The SPF System shall interface with the Tactical Strike Coordination Manager (TSCM) System to extract SPF Tasking Shell data specified in the SPF DFD.

2.9
The SPF System shall interface with the Aviation Data Management and Control System (ADMACS) to obtain SPF Route Planning Shell data specified in the SPF DFD.

2.10
The SPF System shall interface with the Intelligence Link (INTELINK) System to obtain SPF Intel Shell data specified in the SPF DFD.

3.3 User Interface

Refer to Section 3.9.

3.4 SPF Data Type Classifications

The SPF uses the following data type classifications. More than one classification may apply to SPF data elements. Certain data elements may be acquired by both interoperable and browser viewable. 

4.1
Browser Viewable (BV) data shall be viewable by SPF components and displayed in an SPF Web page.

4.2
BV data sources shall be those data described in the SPF DFD.

4.3
Applicable BV data shall be archived as delineated in the SPF DFD.

4.4
Browser Viewable Baselined (BB) data shall be viewable by SPF components and displayed in an SPF Web page.

4.5
The SPF shall provide the user the capability of explicitly committing the BB data to the SPF Shell.

4.6
Applicable BB data shall be archived as delineated in the SPF DFD.

4.7
Browser Editable (BE) data shall be visualized by SPF components and displayed in SPF web pages.

4.8
BE data shall be editable in the browser with resulting changes performed in the SPF database. 

4.9
Applicable BE data shall be archived as delineated in the SPF DFD.

4.10
Interoperable data shall be displayed on SPF web pages as entities.

4.11
Interoperable data shall be Referenced or Acquired.

4.12
Applicable Acquired interoperable data shall be archived as delineated in the SPF DFD.

4.13
Referenced interoperable data shall not be archived. 

4.14
Referenced interoperable data shall not be tracked or managed by the SPF.

4.15
Acquired interoperable data shall be transferred to the SPF host database or file system.

4.16
Applicable SPF pages shall maintain URLs that point to web pages that reside on the NSWPC network.

4.17
Browser linked data shall not be archived.

4.18
Browser linked data shall not be browser editable.

4.19
Browser linked data shall not be interoperable.

4.20
Applicable SPF pages shall maintain URLs and additional information (Browser Linked with parameters) that point to web pages that reside on the NSWPC network.

4.21
Browser linked with parameter data shall not be archived.

4.22
Browser linked with parameter data shall not be browser editable.

4.23
Browser linked data shall not be interoperable.

3.5 SPF Web and System Management

SPF Web and system management provides a means for accessing, organizing and viewing strike-planning information using the NSWPC network to interconnect component system workstations, and other NSWPC network-resident systems to facilitate the strike planning process.

5.1
There shall be one instance of the SPF for each strike. (SARS: S68-1501/SORS 1.1)

5.1.1
An SPF Instance shall be a repository or collection of data for a specific strike.

5.1.2
An SPF Instance shall be able to be created but not filled with information until desired by the user.

5.1.3
The SPF shall provide the capability to create an SPF Instance using information from an existing ATO to populate applicable SPF elements at the discretion of the user.

5.1.4
The SPF shall provide the capability to create an SPF Instance manually (non-ATO).

5.2
The SPF instance shall be maintained for the duration of the strike planning process. (SARS: S68-1501/SORS 1.2)

5.2.1
The SPF shall provide the capability for the User to save an SPF Instance to local media.

5.2.2
The SPF shall provide the capability to replicate (“save as”) an SPF Instance to a destination and naming convention determined by the user.

5.3
   The SPF Instance shall be accessible to other strike planning elements and systems via the NSWPC network.  (SARS: S68-1501/SORS: 1.3)

5.3.1
The SPF shall provide An SPF Login web page for external user access to the SPF system. 

5.4
   SPF Instance data shall be accessible by the NSWPC component systems. 

   (SARS S68-2451/SORS: 1.4)

5.4.1
SPF Instance data, other than interoperable data, shall be viewable by NSWPC component systems in accordance with the Strike Planning Folder (SPF) Data Fields Document (DFD). 

5.4.2
SPF Instance interoperable data shall be accessible by NSWPC component systems in accordance with the interfaces described in the SPF Interface Design Document (IDD).

5.5
   An SPF Instance shall be divided into seven shells (sub-folders of the SPF) that are: 1) Tasking Shell, 2) Asset Availability Shell, 3) Intelligence Shell, 4) METOC Shell, 5) Targeting and Weaponeering Shell, 6) Route Planning Shell, and 7) Post-Strike Analysis Shell.  (SARS: S68-2451/SORS: 1.5)

5.5.1
Each of the seven SPF Instance shells shall contain, or provide links to, the applicable data fields specified in the SPF DFD.

5.5.2
Applicable SPF Instance shells shall contain a manual refresh capability for updating browser views by the User.

5.5.3
Applicable SPF Instance shells shall include data Source and Date-Time-Group (DTG) stamps on external data.

5.5.4
Applicable SPF Instance shells shall provide a link to the SPF Global Data web page.

5.6
  The SPF shall manage the simultaneous access of two or more users to an SPF Instance.  (SARS: S68-246/SORS: 1.6)     

5.7
The SPF shall be responsible for the population of an SPF Instance with ATO and non-ATO tasking information. (SORS: S68-1500/SARS 1.7)

5.7.1
The SPF shall allow the User to identify and view an ATO that will be associated with the SPF Instance being created.

5.7.2
The SPF shall provide a capability to import BE Numbers from the ATO associated with the SPF Instance.

5.7.3
The SPF shall provide the User with a capability to specify an area of interest (AOI) based on BE numbers, manual entry or imported from the ATO associated with the SPF Instance.

5.8
 The SPF shall provide for multiple SPF Instances initiated from a single ATO.  (SARS:S68-1500/SORS: 1.8)

5.9
 The SPF shall receive tasking information from alternative sources (e.g., TSCM, GCCS-M, and TBMCS).  (SARS: S68-119/SORS 1.9)

5.9.1
The SPF shall receive tasking information from alternative sources, other than interoperable data, in accordance with the SPF DFD.

5.9.2
The SPF shall receive interoperable tasking data in accordance with the applicable interfaces described in the SPF Interface Design Document (IDD).

5.10
The SPF shall insert strike pertinent information, per the SPF Data Fields document, into an SPF Instance. (SARS: S68-119/ SORS: 1.10)

5.10.1 
Following SPF creation, the SPF shall populate interoperable strike pertinent SPF Data Fields as listed in the SPF DFD into an SPF Instance.

5.10.2
Following SPF creation, the SPF shall populate interoperable strike pertinent SPF Data Fields in accordance with the applicable interfaces described in the SPF Interface Design Document (IDD).

5.11
An SPF Instance shall be instantiated by a user with appropriate permissions by entering a set of tasking parameters. (SARS: S68-2324/SORS: 1.11)

5.11.1
The SPF shall provide the capability to distinguish users from administrators.  

5.12
The data in an SPF Instance shall be refreshed at user initiated or automated intervals. (SARS: S68-120/ SORS: 1.12)

5.12.1
User initiated SPF Instance data refresh shall be controlled by an appropriate manual update in the applicable shell(s).

5.12.2
The SPF shall not track nor manage changes to source host systems(s) interoperable data. 

5.13
 The SPF shall be level 5 DII-COE compliant and structured as a basis for subsequent evolutions to higher levels of DII COE compliance.  

(SARS S68-2320/SORS: 1.13)

5.13.1
The SPF shall be level 5 DII COE compliant as defined in the DII COE Integration and Run Time Specification (I&RTS). 

5.14
 TO BE DEFINED.  SAIC ACTION FOR FURTHER INFORMATION.

(SARS: S68-2319/ SORS: 1.14)

5.15
The SPF shall operate as a standalone application independent of other application software on the NSWPC component on which the SPF is hosted. 

(SARS: S68-2318/SORS: 1.15)

5.16
The SPF shall not require any other NSWPC component system in order to operate. (SARS: S68-2318/SORS: 1.16)

5.16.1
The SPF shall not require any other NSWPC component system(s) or external system(s) server(s) or data to operate.

5.16.2
The SPF shall provide the capability to create an SPF Instance that can be used as a strike-planning template without the use of any NSWPC component system(s) or external system(s) data.

5.17
The SPF shall be Y2K compliant. (SARS: S68-2317/SORS: 1.17)

5.17.1
The SPF System shall be Y2K compliant in accordance with the Department of Navy (DON) Year 2000 Action Plan, Appendix C:  Year 2000 Compliance Checklist

5.18
 The “in-work” SPF Instance shall be “Saved-As” a new SPF Instance with data from the original SPF Instance. (SARS: S68-2321/SORS: 1.18)

5.18.1
Data specified in the SPF DFD from the “in work” SPF Instance shall be replicated (“saved as”) into a new SPF Instance from the original SPF Instance.

5.19
Data in the SPF instance shall be storable to external media and restorable as an SPF instance.  (SARS: S68-2316/SORS: 1.19)

5.19.1
 Data elements specified as archivable in the SPF DFD shall be stored to external media as part of an SPF Instance archive.

5.19.2
The SPF shall enforce administrative permission levels for storing SPF data.  

5.19.3
SPF data designated as “ archivable” in the SPF DFD shall be restored from external media as part of the SPF Instance being restored.

5.20
 Data in the SPF shall be backed-up (e.g., for short-term recall) at the discretion of the system administrator. (SARS:S68-2332/SORS:1.20)

5.20.1
 Databases and file systems residing on the SPF server shall be backed-up  at the discretion of the system administrator. 

5.21
 Data in the SPF shall be storable to external media  (e.g., for long term storage) at the discretion of the user. (SARS: S68-2332/SORS:1.21)

5.21.1
 Databases and file systems residing on the SPF server shall be storable to external media (e.g., for long-term recall) at the discretion of the system administrator. 

5.22
The strike planner shall be able to retrieve data from an SPF Instance at any time during the strike planning process. (SARS: S68-2315/SORS: 1.22)

5.23
The SPF shall reside and operate at the SECRET/GENSER level. 

(SARS: S68-180/SORS: 1.23)

5.23.1
The SPF shall reside and operate at the SECRET/GENSER level, to the extent that the component and external systems support the SECRET/GENSER level.

5.24
 The SPF shall be connected to the NSWPC network.

 (SARS: S68-122/SORS: 1.24)

5.25
 The SPF shall use the NSWPC Network for interconnectivity with component system workstations, and other NSWPC network-resident systems. 

(SARS: S68-122/SORS: 1.25)

5.26
 The shells of an SPF Instance shall be generated and filled, as defined by the SPF DFD, upon SPF instantiation by the User. 

(SARS S68-125/SORS: 1.26)

5.27
The SPF instance shall allow users to place miscellaneous information (e.g., commonly used formats of briefing information, notes, files, etc. not defined by the schema) into each SPF Shell. (SARS S68-233/SORS 1.27)

5.27.1
The SPF Instance shall allow users to place data into the Global area of the SPF System. 

5.27.2
The SPF Instance shall allow users to place data into applicable SPF Shells.

5.27.3
The SPF Instance shall allow users to place miscellaneous information (e.g., commonly used formats of briefing information, notes, files, etc. not defined by the schema) into data fields designated as “Office Products” in the SPF DFD into each applicable SPF Shell.

5.28
  DELETED, with the agreement by the SPF Team that 1.27 fully meets the requirements of SAR S68-2333, and the second half of S68-2333 is for informational purposes only.

5.29
 The SPF shall allow users to organize and edit data within an SPF Instance based on their level of access.  (SARS S68-128/SORS: 1.29)

5.29.1
The SPF System shall provide the capability to set user permission(s) level of access.

5.29.2
The SPF shall allow users to edit data within An SPF Instance based on the data fields in the DFD.

5.30
The SPF shall provide SPF Instance data to component systems that can then be formatted by the component system for print. (SARS S68-129/SORS: 1.30)

5.31
An SPF Instance shall be instantiated for each distinct strike at the discretion of the user. (SARS: S68-1518/SORS: 1.31)

5.31.1
The SPF System shall provide the capability to create an SPF Instance for each distinct strike 

5.32
The SPF Instance shall be accessible from NSWPC workstation(s).  

(SARS: S68-1518/SORS: 1.32)

5.32.1
The SPF Instance shall be accessible from NSWPC workstation(s) based on the access permissions level of the user.

5.33
The SPF shall allow the user to define the tasking for element and unit planners at their component workstations.   (SARS: S68-1519/SORS: 1.33)

5.33.1
The SPF shall allow the user to define the tasking for element and unit planners at their component workstations per the “Office Product” data fields in the DFD. 

5.33.2
The SPF shall provide an e-mail capability to allow the user to define the tasking for element and unit planners at their component workstations. 

5.34
The SPF shall allow users, with proper access, the ability to assign strike teams. 

(SARS: S68-131/SORS: 1.34)

5.34.1
The SPF shall provide an e-mail capability to allow the user to assign strike teams.

5.35
 Multiple SPF Instances shall be accessible from any SPF compatible workstation. 

(SARS: S68-131/SORS: 1.35)

5.35.1
The SPF shall allow for one user at a time to edit SPF Instance shell data.

5.35.2
The SPF shall provide the capability for multiple users to view a read only copy of data that is being edited by another user. 

5.36
The SPF Instance shall provide access to mission information for each selected mission. (SARS S68-132/SORS: 1.36)

5.36.1
The SPF Instance shall provide access to mission data for each selected mission as delineated in the SPF DFD. 

5.37
The SPF shall allow component system users to access the missions and edit their respective portions (e.g., Strike brief materials, aircrew checklists, routes, etc.) from their planning workstations.   (SARS: S68-132/SORS: 1.37)

5.37.1
The SPF shall allow component system users to edit their respective portions (e.g., Strike brief materials, aircrew checklists, routes, etc.) based on the data, presentation, and Current User fields of the SPF DFD. 

5.37.2
The SPF shall allow component system users to access the missions and edit their respective portions (e.g., Strike brief materials, aircrew checklists, routes, etc.) from their planning workstations to the extent that their planning workstations are compatible/interface with the NSWPC network.

5.38
 The SPF shall provide an alert when interoperable data has been updated.

 (SARS: S68-134/SORS: 1.38)

5.39
 The SPF shall allow the component planning systems to retrieve interoperable mission-planning data from an SPF Instance.  (SARS: S68-136/SORS: 1.39)

5.39.1
The SPF shall allow the component planning systems to retrieve interoperable mission-planning data from an SPF Instance based on the component system interfaces described in the SPF IDD.

5.40
The SPF shall allow the component system users to place data, in accordance with the SPF Data Fields document, into the Shells of an SPF Instance. (SARS: S68-137/SORS: 1.40)

5.40.1
The SPF shall allow the component system users to place data, in accordance with the SPF DFD, and based on user access level, into the Shells of an SPF Instance.

5.41
 The SPF shall allow the component system users to import the contents of the appropriate SPF Instance shell to their planning workstation(s). 

 (SARS: S68-138/SORS: 1.41)

5.41.1
The SPF shall allow the component system users to import the contents of the appropriate SPF Instance shell to their planning workstation(s), based on the component system interfaces described in the SPF IDD.

5.42
 The SPF shall allow the SPF Instance to be backed-up by the system administrator. (SARS: S68-198/SORS: 1.42)

5.42.1
 The SPF shall allow the databases and file systems on the SPF server to be backed-up by the system administrator. 

5.43
SOR 1.18 and 1.19 together meet the requirement stated in SAR S68-1525. 

(SARS: S68-1525/SORS: 1.43)

5.44
Archived media will not be altered upon the restoration of an SPF instance. 

(SARS: S68-143/SORS: 1.44)

5.44.1
Archived media shall be read only upon restoration of An SPF Instance, dependent upon the write-protect capabilities of the operating system, file system, and COTS (Microsoft Office Products) software installed.

5.45
 The SPF shall allow the component systems to retrieve tasking data, as defined in the SPF Data Fields document, from the Tasking Shell of an SPF Instance. (SARS: S68-145/SORS: 1.45)

5.45.1
 The SPF shall allow the component systems to retrieve tasking data, based on applicable interoperable component system interfaces described in the SPF IDD, from the Tasking Shell of an SPF Instance. 

5.46
The SPF Instance shall make available tasking information that is defined in the SPF Data Fields.  (SARS: S68-147/SORS: 1.46)

5.46.1
The SPF Instance shall make tasking information viewable that is defined in the SPF DFD to any NSWPC component workstation or other workstation connected to the SECRET-level IT-21 network.

5.47
 The SPF shall allow users at component systems to access, at a minimum, special instructions  (SPINS), ROE, and Operational Procedures, and other items as defined in the SPF Data Fields document, directly from the Tasking Shell of an SPF Instance.  (SARS: S68-151/SORS: 1.47)

5.47.1
The SPF shall allow users at component systems to view special instructions  (SPINS), ROE, and Operational Procedures in message text files format, directly from the Tasking Shell of an SPF Instance.

5.47.2
The SPF shall allow users at component systems to view special instructions  (SPINS), ROE, and Operational Procedures, displayed as information type data defined in the SPF DFD.

5.48
The SPF shall allow component system users to retrieve planned organic and non-organic CSAR asset availability information during the strike execution cycle from an SPF Instance. (SARS: S68-152/SORS: 1.48)

5.48.1
The SPF shall allow component system users to retrieve planned organic and non-organic CSAR asset availability information as defined in the SPF DFD.

5.48.2
The SPF shall allow component system users to retrieve planned organic and non-organic CSAR asset availability information during the strike execution cycle from the Route Planning Shell of an SPF Instance. 

5.48.3
The SPF shall allow component system users to retrieve planned organic and non-organic CSAR asset availability information, displayed as information type data defined in the SPF DFD.

5.48.4
The SPF shall allow component system users to retrieve planned organic and non-organic CSAR asset availability information, displayed as presentation formats defined in the SPF DFD.

5.49
The SPF shall allow component system users to retrieve an updateable CSAR operational order or SPIN-derived CSAR “page” that would include the latest CSAR information defined in SPF Data Fields.  (SARS: S68-152/SORS: 1.49)

5.49.1
The SPF shall allow component system users to retrieve an updateable CSAR operational order or SPIN-derived CSAR “page” from the Tasking Shell of an SPF Instance. 

5.49.2
The SPF shall allow component system users to retrieve an updateable CSAR operational order or SPIN-derived CSAR “page” displayed as information type data defined in the SPF DFD.

5.49.3
The SPF shall allow component system users to retrieve an updateable CSAR operational order or SPIN-derived CSAR “page” displayed as presentation formats defined in the SPF DFD.

5.50
 The SPF shall perform an automated pull of strike planning information from sources designated by the Strike Lead, or authorized personnel, at the  instantiation of an SPF Instance (SARS: S68-153/SORS: 1.50)

5.50.1
 The SPF shall perform a pull of strike planning information from user designated sources, defined in the SPF DFD, at the creation of An SPF Instance. 

5.50.2
 The SPF shall perform a pull of strike planning information as defined in the SPF IDD at the creation of An SPF Instance. 

5.51
 The SPF Instance shall receive OpOrds and ROE (text data files). 

(SARS: S68-154/SORS: 1.51)

5.51.1
 The SPF Instance shall receive OpOrds and ROE (text data files), from sources defined in the SPF DFD. 

5.51.2
 The SPF Instance shall receive OpOrds and ROE as information type data defined in the SPF DFD. 

5.51.3
 The SPF Instance shall display OpOrds and ROE data as presentation formats defined in the SPF DFD.

5.52
The SPF shall allow the component systems to retrieve strike asset availability, as defined in SPF Data Fields, in the Asset Availability Shell of an SPF Instance.  (SARS: S68-156/SORS: 1.52)

5.52.1
The SPF shall provide strike asset availability data as information type data defined in the SPF.

5.52.2
The SPF shall provide strike asset availability data as presentation formats defined in the SPF DFD.

5.53
 The SPF shall allow users to update (retrieve updated information, not edit) asset availability data. (SARS: S68-159/SORS: 1.53)

5.53.1
The SPF shall allow users to view asset availability data from the Asset Availability Shell defined in the SPF DFD.

5.53.2
The SPF shall allow users to view asset availability data as information type data defined in the SPF DFD.

5.53.3
The SPF shall allow users to view asset availability data as presentation formats defined in the SPF DFD.

5.54
 The METOC Shell shall make available the NITES/TEDS data obtained from GCCS-M, as referenced in the SPF Data Fields document.

 (SARS: S68-161/SORS: 1.54)

5.54.1
The SPF shall allow users to view Office Products derived from NITES/TEDS data, as described in the SPF DFD, in the METOC Shell. 

5.55
The METOC shell shall provide access to environmental information, in accordance with the SPF Data Fields for the specific aircraft involved in the strike. (SARS: S68-161/SORS: 1.55)

5.55.1
SPF METOC shell environmental data for specific aircraft shall be provided as information types defined in the SPF DFD.

5.55.2
SPF METOC shell environmental data for specific aircraft shall be provided as presentation formats defined in the SPF DFD.

5.56
The SPF shall allow component systems to receive intelligence and threat information from the Intel Shell of an SPF Instance throughout the planning process. (SARS: S68-169/SORS: 1.56)

5.56.1
Intelligence and Threat data information from the Intel Shell shall be provided as information types defined in the SPF DFD.

5.56.2
Intelligence and Threat data information from the Intel Shell shall be provided as presentation formats defined in the SPF DFD

5.57
 The SPF shall allow the user to request threat data pertinent to the strike from GCCS-M and place it in an SPF Instance (SARS: S68-1541/SORS: 1.57)

5.57.1
The SPF shall allow the user to request threat data pertinent to the strike from GCCS-M, as defined in the SPF DFD, and place it in the Intel Shell of an SPF Instance. 

5.57.2
The SPF shall provide threat data pertinent to the strike from GCCS-M as presentation formats defined in the SPF DFD.

5.57.3
The SPF shall provide threat data pertinent to the strike from GCCS-M as information types defined in the SPF DFD.

5.58
Following initialization by the user, the SPF shall retrieve available data, in accordance with the SPF Data Fields document, for the Weaponeering and Targeting Shell of an SPF Instance.  (SARS: S68-1555/SORS: 1.58)

5.58.1
Following initialization by the user, the SPF shall retrieve available interoperable data, in accordance with the SPF IDD, for the Weaponeering and Targeting Shell of an SPF Instance.

5.59
The SPF shall allow component systems to retrieve imagery from the JSIPS-N to be viewed in the Targeting and Weaponeering Shell of an SPF Instance. 

 (SARS: S68-185/SORS: 1.59)

5.59.1
The SPF shall provide JSIPS-N data as presentation formats defined in the SPF DFD.

5.59.2
The SPF shall provide JSIPS-N data as information types defined in the SPF DFD.

5.60
The SPF shall allow users at route planning workstations to retrieve the four dimensional route planning data displayed in the Route Planning Shell.

  (SARS: S68-190/SORS: 1.60)

5.60.1
The SPF shall allow users at NWSPC Network compatible route planning workstations to retrieve the four-dimensional route planning data (lat., long., Altitude and time) displayed in the Route Planning Shell.

5.60.2
The SPF shall display four-dimensional route planning data (lat., long., Altitude, and time), displayed in the Route Planning Shell, as presentation formats defined in the SPF DFD.

5.60.3
The SPF shall display, four-dimensional route planning data (lat., long., Altitude and time) displayed in the Route Planning Shell, as information types defined in the SPF DFD.

5.61
The SPF Instance shall allow component system users to access Route Planning Shell data for display on the component systems. (SARS: S68-2308/SORS: 1.61)

5.61.1
The SPF shall provide component system users route-planning data as presentation formats defined in the SPF DFD.

5.61.2
The SPF shall provide component system users route-planning data as information types defined in the SPF DFD.

5.62
The SPF Instance shall allow users at a component workstation to retrieve current organic and non-organic tanking station information, as defined in SPF Data Fields, from the Route Planning Shell. 

(SARS: S68-1574/SORS: 1.62)

5.62.1
The SPF shall provide current organic and non-organic tanking station information as presentation formats defined in the SPF DFD.

5.62.2
The SPF shall provide current organic and non-organic tanking station information as information types defined in the SPF DFD.

5.63
The contents of the Post Strike Analysis Shell shall include, at a minimum, debrief items, post strike imagery from organic assets, post strike imagery from national assets, cockpit video, lessons learned from the strike participants, and other items as defined in the SPF Data Fields document. 

 (SARS: S68-199/SORS: 1.63)

5.63.1
The contents of the SPF Post Strike Analysis Shell shall be displayed as presentation formats defined in the SPF DFD.

5.63.2
The contents of the SPF Post Strike Analysis Shell shall be displayed as information types defined in the SPF DFD.

5.64
The SPF shall provide Airwing debrief forms in Microsoft Office format for debriefing on-line. (SARS: S68-200/SORS: 1.64)

5.64.1
The SPF shall provide Airwing debrief forms in the Post Strike Analysis Shell of an SPF Instance.  

5.64.2
The SPF shall display Airwing debrief forms in the Post Strike Analysis Shell of an SPF Instance as presentation formats defined in the SPF DFD.

5.64.3
The SPF shall display Airwing debrief forms in the Post Strike Analysis Shell of an SPF Instance as information types defined in the SPF DFD.

5.65
The SPF shall provide provisions for properly cataloging Airwing debrief forms to missions for inclusion in the Post Strike Analysis Shell of an SPF Instance. 

(SARS: S68-200/SORS: 1.65)

5.66
The SPF shall allow users to retrieve copies of briefing slides made by element and unit planners from an SPF Instance. (SARS: S68-203/SORS: 1.66)

5.66.1
The SPF shall allow users to retrieve copies of briefing slides made by element and unit planners, which are presentation format Office Products, as defined in the SPF DFD. 

5.67
The SPF Instance shall enable component systems to retrieve data from its shells for display on the LSD. (SARS: S68-206/SORS: 1.67)

5.67.1
The SPF Instance shall enable component systems to retrieve data from its shells as defined in the SPF DFD.  

5.67.2
The SPF shall not interface with the LSD.

5.68
The SPF Instance shall enable component systems to retrieve data for printing on a large format printer to print a color hard copy printout. Information only. Component system formats and sends to printer. (SARS: S68-208/SORS: 1.68)

5.69
The SPF shall not impose additional security and privacy requirements on the components. (SARS: S68-212/SORS: 1.69)

5.70
The SPF shall provide SIPRNET connectivity, if available, through the NSWPC network. (SARS: S68-122/SORS: 1.70)

5.71
The SPF shall provide an alert when an error has occurred during the update of data. (SARS: S68-134/SORS: 1.71)

3.6 SPF Repository

The SPF Repository allows users to store information that is required to support the strike planning process.

6.1
The SPF Instance shall serve as the central repository for strike data, in accordance with the SPF Data Fields document, from the component planning systems. (SARS: S68-118/SORS: 2.1)

6.1.1
Strike Data from the Component Systems deposited into an SPF Instance shall be archived as defined in the SPF DFD.

6.1.2
Strike Data from the Component Systems deposited into an SPF Instance shall be provided as information types defined in the SPF DFD.

6.1.3
Strike Data from the Component Systems deposited into an SPF Instance shall be provided as presentation formats defined in the SPF DFD.

6.2
The SPF Instance shall be the entity in which strike pertinent data, in accordance with the SPF Data Fields document will be placed. 

(SARS: S68-1501/SORS: 2.2)

6.2.1
The SPF Instance shall be the entity in which strike pertinent interoperable data, in accordance with the SPF IDD, shall be placed. 

6.3
The SPF Instance shall serve as the single, central repository for all strike data, in accordance with the SPF Data Fields document.

 (SARS: S68-2.3/SORS: 2.3)

6.3.1
The SPF Instance shall serve as the single, central repository for all strike data, provided as information types defined in SPF DFD.

6.3.2
The SPF Instance shall serve as the single, central repository for all strike data, provided as presentation types defined in SPF DFD.

6.4
The SPF shall allow the component system users to access strike-planning information contained in SPF databases within NSWPC. 

(SARS: S68-1501/SORS: 2.4)

6.4.1
The SPF shall allow the component system users to access strike-planning information contained in SPF databases within NSWPC, as defined in the SPF DFD.

6.4.2
The SPF shall allow the component system users to access strike-planning information contained in SPF databases within NSWPC based on the users access permission levels.

6.5
The SPF shall store interoperable mission-planning data from an SPF Instance.

 (SARS: S68-136/SORS: 2.5)

6.5.1
The SPF shall store interoperable mission-planning data from an SPF Instance defined in the SPF DFD.

6.5.2
The SPF shall store interoperable mission-planning data from an SPF Instance defined in the SPF IDD. 

6.6
The Tasking Shell of an SPF Instance shall store the appropriate strike requirements as allocated to the respective strike elements (e.g., VF, VFA, VAQ, etc) for detailed element and unit planning according to the SPF Data Fields.  (SARS: S68-146/SORS: 2.6)

6.6.1
The Tasking Shell of an SPF Instance shall provide the appropriate strike requirements as allocated to the respective strike elements for detailed element and unit planning as information types defined in the SPF DFD.

6.6.2
The Tasking Shell of an SPF Instance shall provide the appropriate strike requirements as allocated to the respective strike elements for detailed element and unit planning as presentation formats defined in the SPF DFD.

6.7
The SPF Instance shall store tasking information that is defined in the SPF Data Fields. (SARS: S68-147/SORS: 2.7)

6.7.1
The SPF Instance shall provide tasking information as information types defined in the SPF DFD. 

6.7.2
The SPF Instance shall provide tasking information as presentation formats defined in the SPF DFD. 

6.8
The SPF Instance shall store OpOrds and ROE (text data files). 

(SARS: S68-154/SORS: 2.8)

6.8.1
The SPF Instance shall provide OpOrds and ROE as information types defined in the SPF DFD.

6.8.2
The SPF Instance shall provide OpOrds and ROE as presentation formats defined in the SPF DFD.

6.9
The SPF shall allow the users to store NITES/TEDS data obtained from GCCS-M, as referenced in the SPF Data Fields document.

(SARS: S68-161/SORS: 2.9)

6.9.1
The SPF shall display Office Products derived NITES/TEDS data as information types defined in the SPF DFD. 

6.9.2
The SPF shall display Office Products derived NITES/TEDS data as presentation formats defined in the SPF DFD. 

6.10
The SPF shall store intelligence data, as defined in SPF Data Fields gathered for the strike in the Intel Shell of an SPF Instance. 

(SARS: S68-171/SORS: 2.10)

6.10.1
The SPF shall provide intelligence data as presentation formats defined in the SPF DFD. 

6.10.2
The SPF shall provide intelligence data as information types defined in the SPF DFD. 

6.11
The SPF shall allow users to store in the Route Planning Shell of an SPF Instance four-dimensional route planning data (lat., long. Altitude, and time). 

(SARS: S68-190/SORS: 2.11)

6.11.1
The SPF shall provide in the Route Planning Shell of an SPF Instance four-dimensional route planning data (lat., long., Altitude, and time) data as presentation formats defined in the SPF DFD. 

6.11.2
The SPF shall provide in the Route Planning Shell of an SPF Instance four-dimensional route planning data (lat., long., Altitude, and time) data as information types defined in the SPF DFD. 

6.12
The SPF shall not modify input source data. 

 (SARS: S68-2464/SORS: 2.12)

6.12.1
The SPF shall not modify input source data defined in the SPF DFD. 

6.13
The briefing files in an SPF instance shall be write-protected to the extent permitted by COTS/GOTS products (SARS: S68-204/SORS: 2.13)

3.7 SPF External Interfaces

SPF external interfaces provide data transfer capabilities using the NSWPC Network to various data sources to access required strike-planning information.

7.1
The SPF shall allow the component system users to access strike-planning information contained in database external to the NSWPC. 

(SARS: S68-124/SORS: 3.1)

7.2
The SPF shall retrieve strike information from applicable on-board database types.

 (SARS: S68-126/SORS: 3.2)

7.2.1
The SPF shall retrieve strike information from applicable on-board database types compatible with the NSWPC Network. 

7.2.2
The SPF shall retrieve strike information from applicable on-board database types defined in the SPF DFD.  

7.3
The SPF shall use existing CVN 68 network protocols to communicate with the necessary databases.  (SARS: S68-127/SORS: 3.3)

7.3.1
The SPF shall use existing CVN 68 network protocols compatible with the NSWPC Network to communicate with the necessary databases.

7.4
The SPF Instance shall receive tasking information that is defined in the SPF Data Fields.  (SARS: S68-147/SORS: 3.4)

7.4.1
The SPF Instance Tasking Shell shall receive tasking information that is defined in the SPF DFD.  

7.5
The SPF shall allow the users to import operational procedures, ROE, and special instructions from the ship’s information infrastructure and from magnetic media recognized by the Host Operating System, and place them in the Tasking Shell of an SPF Instance.  (SARS: S68-1529/SORS: 3.5)

7.5.1
The SPF shall allow users to import, into the Tasking Shell, operational procedures, ROE, and special instructions from NSWPC Network compatible ship’s information infrastructure.  

7.5.2
The SPF shall allow users to import, into the Tasking Shell, operational procedures, ROE, and special instructions defined in the SPF DFD.

7.5.3
The SPF shall allow users to import, into the Tasking Shell, operational procedures, ROE, and special instructions from magnetic media recognized by the Host Operating System.  

7.6
The SPF shall interface with data sources defined in the SPF Data Fields document. (SARS: S68-153/SORS: 3.6)

7.6.1
The SPF shall interface with interoperable data sources as defined in the SPF IDD.

7.7
DELETED due to 3.6 rewording 4/09/99 NAWC/MIS/SAIC

 (SARS: S68-161/SORS: 3.7)

7.8
The SPF shall notify the user if requested data is not available.

(SARS: S68-134/SORS: 3.8)

7.8.1
The SPF shall notify the user on an NSWPC compatible workstation if the user’s requested data is not available.

3.8 SPF E-mail and Web Server

The SPF provides an email system for strike team communication and a web server for access to strike planning information in the SPF.

8.1
The SPF shall disseminate the alert to the users.

 (SARS: S68-134/SORS: 3.1)

8.1.1
The SPF shall disseminate applicable alerts and messages to the users in the form of generated email.

8.2
SPF shall provide a server to support NSWPC Component System’s capability to browse, access and use the data/information that is available in an SPF Instance.

 (SARS: S68-2322/SORS: 3.2)

8.3
SPF shall provide a server to support NSWPC user communications via e-mail. (SARS: S68-231/SORS: 3.3)

3.9 SPF Web Pages

The SPF System contains a series of web pages, which permit the user to manipulate strike-planning data within the seven SPF Instance Shells.  The SPF web pages also may contain pointers or links to other sites or servers within and external to the NSWPC Network. 

3.9.1 SPF Management Web Pages

The SPF Management Web Pages are the top-level pages used to login, perform normal network administrative tasks, create new SPF Instances, and open existing SPF Instances.

3.9.1.1 Login Web Page

9.1.1.1
The SPF System shall provide a Strike Planning Folder Login web page.

9.1.1.2
The SPF Login web page shall provide an editable text field for login. 

9.1.1.3
The SPF Login page shall provide an editable text field for user password.

9.1.1.4
The SPF Login page shall provide a capability to submit an encrypted login name and password to the SPF web server for SPF access. 

9.1.1.5
Following a successful login attempt, the SPF System shall default to the SPF Home web page.

9.1.1.6
Following an unsuccessful login attempt the SPF shall provide a dialogue notifying the user and clears the login fields.

9.1.1.7
The SPF Login page shall provide a capability to clear the login and password fields (reset).  

3.9.1.2 SPF Home Web Page

9.1.2.1
The SPF System shall provide an SPF Home web page. 

9.1.2.2
The SPF Home page shall provide the capability to advance the browser to pages that create a new copy of An SPF Instance.

9.1.2.3
The SPF Home page shall provide the capability to advance the browser to pages that open an existing copy of An SPF Instance.

9.1.2.4
The SPF Home page shall provide the capability to advance the browser to pages that open a Global area that contains data that is global to all SPF Instances.

9.1.2.5
The SPF Home page shall provide the capability to advance the browser to pages that open An SPF Site Admin page that is accessible only to users with SPF Administrative privileges.

9.1.2.6
The SPF Home page shall provide a dialogue if a user attempts to open the SPF Admin page without access privileges.

9.1.2.7
The SPF Home page shall include remarks to assist the user in selecting the desired function.

3.9.1.3 SPF Admin Pages

9.1.3.1
The SPF System shall provide an SPF Admin Web Page. 

9.1.3.2
The SPF Admin page shall be accessible only to users with SPF Administrative privileges.

9.1.3.3
The SPF Admin page shall provide the capability to advance to a User Admin page. 

9.1.3.4
The SPF Admin page shall provide the capability to advance to a Data Admin page. 

9.1.3.5
The SPF Admin page shall provide the capability to advance to a Debrief Template page. 

9.1.3.6
The SPF Admin page shall provide the capability to advance to a System Labels page.  

9.1.3.7
The SPF Admin page shall provide the capability to advance to the SPF Home page.  

9.1.3.8
The SPF User Admin page shall provide the capability to edit SPF Site Users.

9.1.3.9
SPF Site Users data, contained within the SPF User Admin page, shall contain the following editable fields: Name, Role, Permissions, Squadron, and E-mail address.

9.1.3.10
The SPF User Admin page shall provide the capability to modify, add, and submit site user data.

9.1.3.11
The SPF User Admin page shall provide the capability to Add, Edit, and Delete Strike Team members.

9.1.3.12
The SPF User Admin page shall display a view of the default Strike Team Names, Leads, and Members. 

9.1.3.13
The SPF User Admin page shall generate a read only HTML Strike Team page. 

9.1.3.14
The SPF User Admin page shall provide the capability for the user to send the read only HMTL Strike Team page to the Global area.

9.1.3.15
The SPF User Admin page shall include the capability to return to the SPF Admin page. 

9.1.3.16
The SPF Instance (Data) Management page shall list SPF Instances which include SPF names, strike leads, BE Numbers, and status.

9.1.3.17
The SPF Instance (Data) Management page shall provide the capability to select an SPF Instance.

9.1.3.18
The SPF Instance (Data) Management page shall provide the capability to delete a selected SPF Instance.

9.1.3.19
The SPF Instance (Data) Management page shall provide the capability to Archive a selected SPF to external media. 

9.1.3.20
The SPF Instance (Data) Management page shall provide the capability to Restore an archived SPF Instance into the current SPF site database and file system.  

9.1.3.21
The SPF Instance (Data) Management page shall include the capability to return to the SPF Admin page.  

9.1.3.22
The SPF Debrief Template page shall allow the user to specify form content for debriefs.

9.1.3.23
The SPF Debrief Template page shall provide editable fields that include Label, and sizing of the debrief text.

9.1.3.24
The SPF Debrief Template page shall provide the capability to Add, Modify, Delete, and Save items within the provided fields.

9.1.3.25
The SPF System Labels page shall provide a field label to Add, Modify, and Delete aircraft types.

9.1.3.26
The SPF System Labels page shall provide a field label to Add, Modify, and Delete SPF Instance Status labels.

3.9.1.4 SPF Create Web Pages   

9.1.4.1
The SPF System shall provide an SPF Create web page.

9.1.4.2
The SPF Create page shall provide the capability to import data from an ATO into the SPF Instance being created. 

9.1.4.3
The SPF Create page shall provide the capability to return to the SPF Home page.

9.1.4.4
The SPF Create page shall provide the capability to select an ATO that will be associated with the SPF Instance being created.

9.1.4.5
The SPF Create pages shall provide the capability to open a selected ATO File.

9.1.4.6
The SPF Create pages shall provide the capability to select ATO Package ID. 

9.1.4.7
The SPF Create pages shall provide the capability to advance to the SPF Create Wizard page.

9.1.4.8
The SPF Create pages shall provide an editable SPF Instance Name field. 

9.1.4.9
The SPF Create pages shall provide an editable SPF Strike Lead field. 

9.1.4.10
The SOF Create pages shall provide editable Start/End DTG fields.

9.1.4.11
The SPF Create pages shall facilitate  population of  the Start/End DTG values based on the selected ATO and Package ID.  

9.1.4.12
The SPF Create pages shall provide an editable Strike Description field.

9.1.4.13
The  SPF Create pages shall provide the capability to select an ATO File from a list of available ATO.

9.1.4.14
The SPF Create pages shall provide the capability to view an ATO in raw test format. 

9.1.4.15
The SPF Create pages shall provide the capability to select No ATO for creating a non-ATO (Manual) SPF. 

9.1.4.16
The SPF Create pages shall provide an editable field for entering BE numbers. 

9.1.4.17
The SPF Create pages shall provide for default BE number populating if an ATO has been selected.

9.1.4.18
The SPF Create pages shall provide for editable fields to insert Lat., Long., and Radius.

9.1.4.19
The SPF Create pages shall provide for using a selected ATO file to populate the AOI.

9.1.4.20
The SPF Create pages shall provide for using selected BE numbers to populate the AOI.

9.1.4.21
The SPF Create pages page shall provide for adding or removing CRD file set associated with the SPF Instance.

9.1.4.22
The SPF Create pages page shall provide for viewing raw text CRD data.

9.1.4.23
The SPF Create pages shall load default strike team data from the SPF site database.

9.1.4.24
The SPF Create pages shall provide for adding or deleting members from the strike team associated with the SPF Instance.

9.1.4.25
The SPF Create pages shall provide for editing strike team member roles.

9.1.4.26
The SPF Create pages shall display all previously created data.

9.1.4.27
The SPF Create pages shall indicate SPF creation progress.

3.9.1.5 Open SPF Instance Web Pages

9.1.5.1
The SPF Home page shall provide the capability to open an existing SPF.

9.1.5.2
The Open SPF page display a list of Instance Names and associated Strike Lead, BE Numbers, and planning phase status.

9.1.5.3
The Open SPF page shall provide the capability to select an Instance from the Instance Names list.

9.1.5.4
Following selection of an Instance, the Open SPF page shall provide an applicable preview or summary containing a display of pertinent data in the selected instance. 

9.1.5.5
The Open SPF page shall provide the some capability to search for a desired Instance.

9.1.5.6
The Open SPF page shall advance the Browser to the SPF Instance Home page following selection of a desired Instance. 

3.9.1.6 SPF Instance Home Web Page

9.1.6.1
The SPF System shall provide an SPF Instance Home page

9.1.6.2
The SPF Instance Home page shall display read only views of Instance Name, Strike Lead, DTG Start, and DTG end.

9.1.6.3
The SPF Instance Home page shall provide an enumerated selection for “Status”.

9.1.6.4
The SPF Instance Home page shall provide a link to Global that advances the Browser to the “Global Area” page.

9.1.6.5
The SPF Instance Home page shall provide a link to Final Brief that advances the Browser to the Final Brief page.

9.1.6.6
The SPF Instance Home page shall provide a link to Edit Instance Data that advances the Browser to the Edit Instance Data page.

9.1.6.7
The SPF Instance Home page shall provide a link to map data that advances the Browser to the Map page.

9.1.6.8
The SPF Instance Home page shall provide a link to view the ATO that advances the Browser to an ATO page to view the associated ATO. 

9.1.6.9
The SPF Instance Home page shall provide link select CRD files.

9.1.6.10
The SPF Instance Home page shall provide a link view CRD files. 

9.1.6.11
The SPF Instance Home page shall provide a link to view the Integrated Flight Log. 

9.1.6.12
The SPF Instance Home page shall display the seven SPF Shells and associated links.

3.9.1.7 Edit SPF Instance Web Page

9.1.7.1
The Edit Instance Data page shall provide the capability to modify ATO selection.(Note: Data derived from old ATO will be unchanged) 

9.1.7.2
The Edit Instance Data page shall provide the capability to view ATO.

9.1.7.3
The Edit Instance Data page shall provide the capability to modify BE Numbers. (Note: Data derived from old BE Number will be unchanged)

9.1.7.4
The Edit Instance Data page shall provide the capability to modify AOI. (Note:  Data derived from old AOI will be unchanged )

9.1.7.5
The Edit Instance Data page shall provide the capability to modify Time Span.

9.1.7.6
The Edit Instance Data page shall provide the capability to modify Strike Description.

9.1.7.7
The Edit Instance Data page shall provide the capability to modify Strike Team.

9.1.7.8
The Edit Instance Data page shall provide the capability to modify Team roles.

9.1.7.9
The Edit Instance Data page shall provide the capability to modify CRD Set. (Note: Data derived from old CRD files will be unchanged)

9.1.7.10
The Edit Instance Data page shall provide the capability to select and view CRD files.

9.1.7.11
The Edit Instance Data page shall provide the capability to modify Strike Lead name.

9.1.7.12
The Edit Instance Data page shall provide the capability to save the SPF Instance changes to the SPF Instance Database.  

9.1.7.13
The Edit Instance Data page shall provide the capability for a  reset that causes the fields in the Edit Instance Data page to reset to the values saved in the database

3.9.2 SPF Utility Web Pages  

The SPF Utility Web Pages are used to supplement the seven SPF Shells data. The utility web pages include Global, Map, Briefings, and Integrated Flight Log.

3.9.2.1 SPF Global Web Page

9.2.1.1
The SP System shall include a Global page for common SPF Instance data.

9.2.1.2
The Global page shall display the seven SPF Shells and associated global data links.

9.2.1.3
The Global page Tasking Shell shall provide links to briefings, OpOrds, SPINS, and other tasking documents delineated in the SPF DFD which are specified as global data.

9.2.1.4
The Global page Asset Availability Shell shall provide links to briefings that are specified as global data.

9.2.1.5
The Global page Intel Shell shall provide forms for global non-briefing item data per the SPF DFD.

9.2.1.6
The Global page Intel Shell shall provide links to briefings that are specified as global data per the SPF DFD.

9.2.1.7
The Global page METOC Shell shall provide links to briefings that are specified as global data per the SPF DFD.

9.2.1.8
The Global page Targeting and Weaponeering Shell shall provide links to briefings that are specified as global data per the SPF DFD.

9.2.1.9
The Global page Route Planning Shell shall provide links to briefings that are specified as global data per the SPF DFD.

9.2.1.10
The Global page Post Strike Analysis Shell shall provide links to briefings that are specified as global data per the SPF DFD.

3.9.2.2 SPF Map Web Page  

9.2.2.1
The SPF System shall include a Map page.

9.2.2.2
The Map page shall be accessed from the SPF Instance Home page.

9.2.2.3
The Map page shall present overlay selected data on TIROS or CADRG map backgrounds

9.2.2.4
The Map page shall include a zoom capability.

9.2.2.5
The Map page shall include a pan capability.

9.2.2.6
The Map page shall include a recenter capability.

9.2.2.7
The Map page shall include Overlay control capability.

9.2.2.8
The Map page Overlay Control shall include select/deselect control of routes.  

9.2.2.9
The Map page Overlay Control shall include select/deselect control of Blue/White Aircraft.

9.2.2.10
The Map page Overlay Control shall include select/deselect control of Blue/White Naval.

9.2.2.11
The Map page Overlay Control shall include select/deselect control of Red Aircraft.

9.2.2.12
The Map page Overlay Control shall include select/deselect control of EW/GCI.

9.2.2.13
The Map page Overlay Control shall include select/deselect control of Airfields.

9.2.2.14
The Map page Overlay Control shall include select/deselect control of SAM/AAA.

9.2.2.15
The Map page Overlay Control shall include select/deselect control of Threat Ring.

9.2.2.16
The Map page shall have the capability to create a representation of the map in a COTS interoperable format

9.2.2.17
The Map page shall have the capability to send the representation of the map to the Global area.

3.9.2.3 SPF Briefings Web Page

9.2.3.1
The SPF System shall provide a Briefing web page. 

9.2.3.2
The Briefing page shall display the briefing file types.

9.2.3.3
The Briefing page shall display the Brief file names.

9.2.3.4
The Briefing page shall display a description of the Brief file’s role in the SPF.

9.2.3.5
The Briefing page shall allow the user to select a file within a briefing set.

9.2.3.6
The Briefing page shall allow the user to change or append the description of the associated file in the briefing set.

9.2.3.7
The Briefing page shall allow the user to add a new file, which can be seen from the client system, to the briefing set.

9.2.3.8
The Briefing page shall provide for the copying of a new brief file to the appropriate SPF Instance directory.

9.2.3.9
The Briefing page shall allow the user to delete a file and its associated description from the briefing set.

3.9.2.4 Integrated Flight Log (IFL) Web Page

9.2.4.1
The SPF System shall provide an Integrated Flight Log (IFL).

9.2.4.2
The IFL shall be accessed through the SPF Instance Home page.

9.2.4.3
The IFL shall display a read-only view of the SPF Instance name.

9.2.4.4
The ILF shall allow the user to select a CRD file from the Instance CRD set for the IFL page.

9.2.4.5
The IFL shall display a read-only view of the aircraft types associated with the selected CRD.

9.2.4.6
The IFL shall display a read-only view of Waypoint, Descriptor, Altitude, Airspeed, Leg Fuel Used, Fuels Remaining, Leg Time, Total Time, Real Time, and Remarks for each Waypoint in the selected CRD.

3.9.3 SPF Instance Web Pages

The SPF Instance Web Pages include the seven SPF Shells and their applicable data fields as described in the SPF DFD.

3.9.3.1 SPF Tasking Shell

9.3.1.1
The SPF System shall provide an SPF Tasking Shell.

9.3.1.2
The SPF Instance Home page shall provide access to the Tasking Shell.

9.3.1.3
The Tasking Shell page shall provide access to the Tasking Briefings page. 

9.3.1.4
The Tasking Briefings page shall contain the information delineated in Section 3.9.2.3 applicable to the Tasking Shell.

9.3.1.5
The Tasking Shell page shall provide access to the Tasking page.

9.3.1.6
The Tasking page shall display a read-only view of Start DTG, End DTG, Strike Description.

9.3.1.7
The Tasking page shall display an editable Strike Objective view.

9.3.1.8
The Tasking page shall display Target Locations as editable Lat./Long, DMPI, and Description fields for each BE Number.

9.3.1.9
The Tasking page shall display routes by providing a listing of the CRD in the SPF Instance to include CRD File Name, Date Last Modified, and Description.

9.3.1.10
The Tasking page shall provide routes viewing by advancing the Browser to the Map page with the route overlay selected.

9.3.1.11
The Tasking page shall display Mission Information as read-only view of Mission ID, Aircraft Type, Number of Aircraft, TOT (DTG), Weapon Type, and Number of Weapons.

9.3.1.12
The Tasking page shall provide the capability to view the ATO.

9.3.1.13
The Tasking page shall provide the capability to display a read-only view of the latest JMHS messages.

9.3.1.14
The Tasking page shall provide a save capability to cause the changed data fields to be written to the SPF Instance database.

9.3.1.15
The Tasking page shall provide a reset capability that causes the fields in the Browser to be set to the current values in the SPF Instance database.

3.9.3.2 SPF Asset Availability Shell 

9.3.2.1
The SPF System shall provide an SPF Asset Availability Shell.

9.3.2.2
The SPF Instance Home page shall provide access to the Asset Availability Shell.

9.3.2.3
The Asset Availability Shell page shall provide access to the Asset Availability Briefings page. 

9.3.2.4
The Asset Availability Briefings page shall contain the information delineated in Section 3.9.2.3 applicable to the Asset Availability Shell.

9.3.2.5
The Asset Availability page shall display editable fields for Aircraft Type, Number Required, Number Available, Squadron, Side Numbers, Call Signs, Aircraft Mission, and Strike Fighter Options.

9.3.2.6
The Asset Availability page shall provide a save capability to cause the changed data fields to be written to the SPF Instance database.

9.3.2.7
The Asset Availability page shall provide a reset capability that causes the fields in the Browser to be set to the current values in the SPF Instance database.

3.9.3.3 SPF Intel Shell 

9.3.3.1
The SPF System shall provide an SPF Intel Shell.

9.3.3.2
The SPF Instance Home page shall provide access to the Intel Shell.

9.3.3.3
The Intel page shall provide access to the Intel Briefings page. 

9.3.3.4
The Intel Briefings page shall contain the information delineated in Section 3.9.2.3 applicable to the Intel Shell.

9.3.3.5
The Intel Page shall display editable fields for Fleet Air Defense Posture, EMCON Condition, and current CVW alerts.

9.3.3.6
The Intel page shall provide a save capability to cause the changed data fields to be written to the SPF Instance database.

9.3.3.7
The Intel page shall provide a reset capability that causes the fields in the Browser to be set to the current values in the SPF Instance database.

3.9.3.4 SPF METOC Shell

9.3.4.1
The SPF System shall provide an SPF METOC Shell.

9.3.4.2
The SPF Instance Home page shall provide access to the METOC Shell.

9.3.4.3
The METOC page shall provide access to the METOC Briefings page. 

9.3.4.4
The METOC Briefings page shall contain the information delineated in Section 3.9.2.3 applicable to the METOC Shell.

3.9.3.5 SPF Targeting and Weaponeering Shell

9.3.5.1
The SPF System shall provide an SPF Targeting and Weaponeering Shell.

9.3.5.2
The SPF Instance Home page shall provide access to the Targeting and Weaponeering Shell.

9.3.5.3
The Targeting and Weaponeering page shall provide access to the Target and Weaponeering Briefings page. 

9.3.5.4
The Targeting and Weaponeering Briefings page shall contain the information delineated in Section 3.9.2.3 applicable to the Targeting and Weaponeering Shell.

9.3.5.5
The Targeting and Weaponeering page shall provide access to the Target List page. 

9.3.5.6
The Target List page shall display a read-only view of Target, Be Number, and Description fields. 

9.3.5.7
The Target List shall provide a link to PTW products.

3.9.3.6 SPF Route Planning Shell

9.3.6.1
The SPF System shall provide a Route Planning Shell.

9.3.6.2
The SPF Instance Home page shall provide access to the Route Planning Shell.

9.3.6.3
The Route Planning Shell shall provide access to the Route Planning Briefings page. 

9.3.6.4
The Route Planning Briefings page shall contain the information delineated in Section 3.9.2.3 applicable to the Route Planning Shell.

9.3.6.5
The Route Planning Shell shall provide access to the Route Administration page.

9.3.6.6
The Route Administration page shall provide editable fields for launch time (DTG) and Recovery Time (DTG).

9.3.6.7
The Route Administration page shall display Divert Field Information.

9.3.6.8
The Route Administration page Divert Field Information shall be editable fields for Name, Bearing, Distance, TACAN ID/Frequency, Frequencies, NOTAMS, Runway Length, Runway Number, Runway Arresting Gear for the selected Divert Field.

9.3.6.9
The Route Administration page shall provide access to the Tanking page.

9.3.6.10
The Tanking page shall provide editable fields for Tanker Name, Tanker Location, Altitude, Airspeed, Scheduled Offload, and Receiver Aircraft MODEX.

9.3.6.11
The Route Administration page shall provide a save capability to cause the changed data fields to be written to the SPF Instance database.

9.3.6.12
The Route Administration page shall provide a reset capability that causes the fields in the Browser to be set to the current values in the SPF Instance database.

3.9.3.7 SPF Post Strike Analysis Shell

9.3.7.1
The SPF System shall provide an SPF Post Strike Analysis Shell.

9.3.7.2
The SPF Instance Home page shall provide access to the Post Strike Analysis Shell.

9.3.7.3
The Post Strike Analysis page shall provide access to the Post Strike Analysis Briefings/Lessons Learned page. 

9.3.7.4
The Post Strike Analysis Briefings/Lessons Learned page shall contain the information delineated in Section 3.9.2.3 applicable to the Post Strike Analysis Shell.

9.3.7.5
The Post Strike Analysis Shell shall provide access to the Debrief Notes page.

9.3.7.6
The Debrief Notes page shall provide an editable debrief template. 

9.3.7.7
The Debrief Notes page shall provide the capability to generate and save the template as an HTML file.

3.10 Communications

Refer to the SPF IDD.

3.11 3rd Party Software Interface

See Section 4

3.12 Persistence

None

3.13 Error Reporting

None

3.14 Debugging

None 

3.15 Performance Goals

N/A

4. assumptions and dependencies

a.  DII COE version 4.0 software will be compatible with version 3.1.1.

b.  Component systems OSS that interface with the SPF are Y2K Compliant.

c. External systems are IT-21 compatible.

d. The SPF System will be hosted on a standard configured UNIX workstation with 27 GB of memory, consisting of two physically separate hard drives, of 9 GB and 18 GB, respectively.

e. The SPF System will be hosted on the Solaris 2.5.1 Operating System.

f. The SPF System will be hosted on a platform that provides Web Server software.

g. The SPF System shall be hosted on a platform that provides print server software.

h. The SPF System will be hosted on a platform that provides Utility Applications: i.e. Microsoft Office, Adobe Acrobat, Microsoft Picture, File Compression/Decompression software, and E-mail server. 

i. The SPF system will communicate with the NSWPC network via an Ethernet LAN using Transmission Control Protocol / Internet Protocol (TCP/IP).

j. No interfaces being built for TEDS/NITES data. This will be Office Product briefings.

k. Map Web Page will be included, time permitting.

5. issues and risks

a.  ADMACS web page capabilities.

c.  Memory requirements for an SPF Instance.

d.  NSWPC Network bandwidth requirements and capabilities.

6. REquirements Tracibility Matrix

The following matrix traces each System Architecture Requirement (SAR) number to its respective Statement of Requirement (SOR) number, and corresponding SPF System Software Requirements Specification (SRS) number(s).

SARS NUMBER
SORS NUMBER
SRS NUMBER





S68-1501
1.1
5.1,  5.1.1-5.1.4

S68-1501
1.2
5.2, 5.2.1 – 5.2.2

S68-1501
1.3
5.3, 5.3.1

S68-2451
1.4
5.4, 5.4.1 – 5.4.2

S68-2451
1.5
5.5, 5.5.1 – 5.5.4, 9.3.1.1 – 9.3.1.15, 4.1 – 4.23

S68-246
1.6
5.6

S68-1500
1.7
5.7, 5.7.1 – 5.7.3, 9.1.4.1 –9.1.4.27, 9.1.5.1 – 9.1.5.6

S68-1500
1.8
5.8

S68-119
1.9
5.9, 5.9.1 – 5.9.2, 9.1.1.1 – 9.1.1.5, 9.3.3.1 – 9.3.3.7, 9.3.4.1 – 9.3.4.4, 9.3.5.1 – 9.3.5.7, 9.3.6.1 – 9.3.6.12

S68-119
1.10
5.10, 5.10.1 – 5.10.2, 9.3.3.1 – 9.3.3.7, 9.3.4.1 – 9.3.4.4, 9.3.5.1 – 9.3.5.7, 9.3.6.1 – 9.3.6.12 

S68-2324
1.11
5.11, 5.11.1, 9.1.3.1 – 9.1.3.26, 9.1.4.1 – 9.1.4.27

S68-120
1.12
5.12, 5.12.1 – 5.12.3, 9.1.7.1 – 9.1.7.14, 9.3.1.1 – 9.3.1.15, 9.3.2.1 – 9.3.2.7, 9.3.3.1 – 9.3.3.7, 9.3.6.1 – 9.3.6.12

S68-2320
1.13
5.13, 5.13.1

S68-2319
1.14
5.14

S68-2318
1.15
5.15

S68-2318
1.16
5.16, 5.16.1 – 5.16.2

S58-2317
1.17
5.17, 5.17.1

S68-2321
1.18
5.18, 5.18.1

S68-2316
1.19
5.19, 5.19.1 – 5.19.3, 4.1 – 4.23

S68-2332
1.20
5.20, 5.20.1, 4.1 – 4.23

S68-2332
1.21
5.21, 5.21.1, 4.1 – 4.23

S68-2315
1.22
5.22

S68-180
1.23
5.23, 5.23.1

S68-122
1.24
5.24

S68-122
1.25
5.25

S68-125
1.26
5.26, 9.3.3.1 – 9.3.3.7, 9.3.4.1 – 9.3.4.4, 9.3.5.1 – 9.3.5.7, 9.3.6.1 – 9.3.6.12

S68-2333
1.27
5.27, 5.27.1 – 5.27.3, 9.2.1.1 – 9.2.1.10, 9.2.3.1 – 9.2.3.9, 9.3.1.1 – 9.3.1.15, 9.3.2.1 – 9.3.2.7, 9.3.3.1 – 9.3.3.7, 9.3.4.1 – 9.3.4.4, 9.3.5.1 – 9.3.5.7, 9.3.6.1 – 9.3.6.12, 9.3.7.1 – 9.3.7.7

S68-2333
DELETED
5.28

S68-128
1.29
5.29, 4.1 – 4.23, 5.29.1 – 5.29.2, 9.1.3.1 – 9.1.3.26, 

S68-129
1.30
5.30

S68-1518
1.31
5.31, 5.31.1

S68-1518
1.32
5.32, 5.32.1

S68-1519
1.33
5.33, 5.33.1 – 5.33.2, 9.1.3.1 – 9.1.3.26

S68-131
1.34
5.34, 5.34.1, 9.1.3.1 – 9.1.3.26

S68-131
1.35
5.35, 5.35.1 – 5.35.2

S68-132
1.36
5.36, 5.36.1, 9.1.6.1 – 9.1.6.12, 9.2.4.1 – 9.2.4.6

S68-132
1.37
5.37, 5.37.1 – 5.37.2, 9.1.6.1 – 9.1.6.12, 9.1.7.1 – 9.1.7.14, 9.2.2.1 – 9.2.2.17, 9.2.3.1 – 9.2.3.9, 9.2.4.1 – 9.2.4.6 , 9.3.5.1 – 9.3.5.7, 9.3.6.1 – 9.3.6.12

S68-134
1.38
5.38, 5.38.1, 9.1.1.1 – 9.1.1.7, 9.1.2.1 – 9.1.2.7

S68-136
1.39
5.39, 5.38.1 – 5.38.2, 9.2.4.1 – 9.2.4.6, 9.3.4.1 – 9.3.4.4, 9.3.5.1 – 9.3.5.7, 9.3.6.1 – 9.3.6.12

S68-137
1.40
5.40, 5.40.1, 9.1.1.1 – 9.1.1.7, 9.1.2.1 – 9.1.2.7, 9.1.5.1 – 9.1.5.6, 9.1.6.1 – 9.1.6.12, 9.1.7.1 – 9.1.7.14, 9.2.1.1 – 9.2.1.10, 9.2.3.1 – 9.2.3.9, 9.2.4.1 – 9.2.4.6, 9.3.1.1 – 9.3.1.15, 9.3.2.1 – 9.3.2.7, 9.3.3.1 – 9.3.3.7, 9.3.4.1 – 9.3.4.4, 9.3.5.1 – 9.3.5.7, 9.3.6.1 – 9.3.6.12, 9.3.7.1 – 9.3.7.7

S68-138
1.41
5.41, 5.41.1 – 5.41.3, 9.1.5.1 – 9.1.5.6, 9.1.6.1 – 9.1.6.12, 9.2.1.1 – 9.2.1.10, 9.2.3.1 – 9.2.3.9, 9.3.1.1 – 9.3.1.15, 9.3.2.1 – 9.3.2.7, 9.3.3.1 – 9.3.3.7, 9.3.4.1 – 9.3.4.4, 9.3.5.1 – 9.3.5.7, 9.3.6.1 – 9.3.6.12, 9.3.7.1 – 9.3.7.7

S68-198
1.42
5.42, 5.42.1, 4.1 – 4.23

S68-1525
1.43
5.43

S68-143
1.44
5.44, 4.1 – 4.23

S68-145
1.45
5.45, 5.45.1, 9.3.1.1 – 9.3.1.15

S68-147
1.46
5.46, 5.46.1, 9.3.1.1 – 9.3.1.15

S68-151
1.47
5.47, 5.47.1 – 5.47.2, 9.1.1.1 – 9.1.1.7, 9.1.2.1 – 9.1.2.7, 9.1.3.1 – 9.1.3.26, 9.1.5.1 – 9.1.5.6, 9.3.1.1 – 9.3.1.15

S68-152
1.48
5.48, 5.48.1 – 5.48.4, 9.3.6.1 – 9.3.6.12

S68-152
1.49
5.49, 5.49.1 – 5.49.3, 9.3.1.1 – 9.3.1.15

S68-153
1.50
5.50, 5.50.1 – 5.50.2

S68-154
1.51
5.51, 5.51.1 – 5.51.3, 9.2.1.1 – 9.2.1.10, 9.3.1.1 – 9.3.1.15

S68-156
1.52
5.52, 5.52.1 – 5.52.2, 9.3.2.1 – 9.3.2.7

S68-159
1.53
5.53, 5.53.1 – 5.53.3, 9.3.2.1 – 9.3.2.7

S68-161
1.54
5.54, 5.54.1, 9.3.4.1 – 9.3.4.4

S68-161
1.55
5.55, 5.55.1 – 5.55.2, 9.3.4.1 – 9.3.4.4 

S68-169
1.56
5.56, 5.56.1 – 5.56.2, 9.3.3.1 – 9.3.3.7

S68-1541
1.57
5.57, 5.57.1 – 5.57.3, 9.3.3.1 – 9.3.3.7
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