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26 MAY 1999

SOI 99SPF-001 - SPF WEB AND SYSTEM MANAGEMENT (WSM)


FRD I
FRD II

Statement of Intent:
SPF Web and system management provides a means for accessing, organizing and viewing strike-planning information using the NSWPC network to interconnect component system workstations, and other NSWPC network-resident systems to facilitate the strike planning process.

Critical Path:
None Identified

Requirement Sponsor:
PMA-281


Specification Statements:
1.1:  There shall be one instance of the SPF for each strike. 

1.2:  The SPF instance shall be maintained for the duration of the strike planning process.

1.3:  The SPF Instance shall be accessible to other strike planning elements and systems via the NSWPC network.

1.4:  SPF Instance data shall be accessible by the NSWPC component systems.

1.5:  An SPF Instance shall be divided into seven shells (sub-folders of the SPF) that are: 1) Tasking Shell, 2) Asset Availability Shell, 3) Intelligence Shell, 4) METOC Shell, 5) Targeting and Weaponeering Shell, 6) Route Planning Shell, and 7) Post-Strike Analysis Shell.  

1.6:  The SPF shall manage the simultaneous access of two or more users to a SPF Instances

1.7:  The SPF shall be responsible for the population of an SPF Instance with ATO and non-ATO tasking information.

1.8:  The SPF shall provide for multiple SPF Instances initiated from a single ATO.

1.9:  The SPF shall receive tasking information from alternative sources (e.g., TSCM, GCCS-M, TBMCS).

1.10:  The SPF shall insert strike pertinent information, per the SPF Data Fields document (version 14), into an SPF Instance.

1.11:  A SPF Instance shall be instantiated by a user with appropriate permissions by entering a set of tasking parameters.

1.12:  The data in a SPF Instance shall be refreshed at user initiated or automated intervals.

1.13:  The SPF shall be level 5 DII-COE compliant and structured as a basis for subsequent evolutions to higher levels of DII COE compliance.

1.14:  TO BE DEFINED.  SAIC ACTION FOR FURTHER INFORMATION.

1.15:  The SPF shall operate as a standalone application independent of other application software on the NSWPC component on which the SPF is hosted.

1.16:  The SPF shall not require any other NSWPC component system in order to operate.

1.17:  The SPF shall be Y2K compliant.

1.18:  The "in-work" SPF Instance shall be "Saved-As" a new SPF Instance with data from the original SPF Instance.

1.19:  Data in the SPF instance shall be storable to external media and restorable as an SPF instance.

1.20:  Data in the SPF shall be backed-up (e.g., for short-term recall) at the discretion of the system administrator.

1.21:  Data in the SPF shall be storable to external media  (e.g., for long term storage) at the discretion of the user.

1.22:  The strike planner shall be able to retrieve data from an SPF Instance at any time during the strike planning process.

1.23:  The SPF shall reside and operate at the SECRET/GENSER level.

1.24:  The SPF shall be connected to the NSWPC network. 

1.25:  The SPF shall use the NSWPC Network for interconnectivity with component system workstations, and other NSWPC network-resident systems.

1.26:  The shells of a SPF Instance shall be generated and filled, as defined by the SPF DFD (version 14), upon SPF instantiation by the User.

1.27:  The SPF shall allow users to place miscellaneous information (e.g., commonly used formats of briefing information, notes, files, etc. not defined by the schema) into each SPF Instance Shell. 

1.28:  DELETED, with the agreement by the SPF Team that 1.27 fully meets the requirements of SAR S68-2333, and the second half of S68-2333 is for informational purposes only.

1.29:  The SPF shall allow users to organize and edit data within a SPF Instance based on their level of access. 

1.30:  The SPF shall provide SPF Instance data to component systems that can then be formatted by the component system for print.

1.31:  A SPF Instance shall be instantiated for each distinct strike at the discretion of the user. 

1.32:  The SPF Instance shall be accessible from NSWPC workstation(s).

1.33:  The SPF shall allow the user to define the tasking for element and unit planners at their component workstations.

1.34:  The SPF shall allow users, with proper access, the ability to assign strike teams.

1.35:  Multiple SPF Instances shall be accessible from any SPF compatible workstation.

1.36:  The SPF Instance shall provide access to mission information for each selected mission.

1.37:  The SPF shall allow component system users to access the missions and edit their respective portions (e.g., Strike brief materials, aircrew checklists, routes, etc.) from their planning workstations.

1.38:  The SPF shall provide an alert when interoperable data has been updated. 

1.39:  The SPF shall allow the component planning systems to retrieve interoperable mission-planning data from a SPF Instance.

1.40:  The SPF shall allow the component system users to place data, in accordance with the SPF Data Fields document (version 14), into the Shells of an SPF Instance.

1.41:  The SPF shall allow the component system users to import the contents of the appropriate SPF Instance shell to their planning workstation(s).

1.42:  The SPF shall allow the SPF Instance to be backed-up by the system administrator. 

1.43:  SORs 1.18 and 1.19 together meet the requirement stated in SAR S68-1525.

1.44:  Archived media will not be altered upon the restoration of an SPF instance.

1.45:  The SPF shall allow the component systems to retrieve tasking data, as defined in the SPF Data Fields document (version 14), from the Tasking Shell of an SPF Instance.

1.46:  The SPF Instance shall make available tasking information that is defined in the SPF Data Fields (version 14).

1.47:  The SPF shall allow users at component systems to access, at a minimum, special instructions  (SPINS), ROE, and Operational Procedures, and other items as defined in the SPF Data Fields document (version 14), directly from the Tasking Shell of a SPF Instance.

1.48:  The SPF shall allow component system users to retrieve planned organic and non-organic CSAR asset availability information during the strike execution cycle from a SPF Instance.  

1.49:  The SPF shall allow component system users to retrieve an updateable CSAR operational order or SPIN-derived CSAR "page" that would include the latest CSAR information defined in SPF Data Fields (version 14).

1.50:  The SPF shall perform an automated pull of strike planning information from sources designated by the Strike Lead, or authorized personnel, at the  instantiation of a SPF Instance. 

1.51:  The SPF Instance shall receive OpOrds and ROE (text data files).

1.52:  The SPF shall allow the component systems to retrieve strike asset availability, as defined in SPF Data Fields (version 14), in the Asset Availability Shell of a SPF Instance.

1.53:  The SPF shall allow users to update (retrieve updated information, not edit) asset availability data.

1.54:  The METOC Shell shall make available the NITES/TEDS data obtained from GCCS-M, as referenced in the SPF Data Fields document (version 14). 

1.55:  The METOC shell shall provide access to environmental information, in accordance with the SPF Data Fields (version 14) for the specific aircraft involved in the strike.

1.56:  The SPF shall allow component systems to receive intelligence and threat information from the Intel Shell of a SPF Instance throughout the planning process.

1.57:  The SPF shall allow the user to request threat data pertinent to the strike from GCCS-M and place it in a SPF Instance.

1.58:  Following initialization by the user, the SPF shall retrieve available data, in accordance with the SPF Data Fields document (version 14),  for the Weaponeering and Targeting Shell of an SPF Instance.

1.59:  The SPF shall allow component systems to retrieve imagery from the JSIPS-N to be viewed in the Targeting and Weaponeering Shell of a SPF Instance. 

1.60:  The SPF shall allow users at route planning workstations to retrieve the four dimensional route planning data stored in the Route Planning Shell.

1.61:  The SPF Instance shall allow component system users to access Route Planning Shell data for display on the component systems.

1.62:  The SPF Instance shall allow users at a component workstation to retrieve current organic and non-organic tanking station information, as defined in SPF Data Fields (version 14), from the Route Planning Shell.

1.63:  The contents of the Post Strike Analysis Shell shall include, at a minimum,  debrief items, post strike imagery from organic assets, post strike imagery from national assets, cockpit video, lessons learned from the strike participants, and other items as defined in the SPF Data Fields document (version 14).

1.64:  The SPF shall provide airwing debrief forms in Microsoft Office format for debriefing on-line. 

1.65:  The SPF shall provide provisions for properly cataloging airwing debrief forms to missions for inclusion in the Post Strike Analysis Shell of an SPF Instance.

1.66:  The SPF shall allow users to retrieve copies of briefing slides made by element and unit planners from a SPF Instance.

1.67:  The SPF Instance shall enable component systems to retrieve data from its shells for display on the LSD.

1.68:  The SPF Instance shall enable component systems to retrieve data for printing on a large format printer to print a color hard copy printout. Information only. Component system formats and sends to printer.

1.69:  The SPF shall not impose additional security and privacy requirements on the components

1.70:  The SPF shall provide SIPRNET connectivity, if available, through the NSWPC network.

1.71:  The SPF shall provide an alert when an error has occurred during the update of data.

Concept of Operations:
The SPF Web and System Management SOI provides and manages an effective Web-based, user friendly means to access pertinent strike planning data aboard an aircraft carrier. The SPF “Home Page” can be viewed from any computer that has a browser capability, appropriate access permissions, and is connected to the NSWPC Network. Access is controlled by levels of permissions, allowing execution of functions performed by the System Administrator, Strike Leader and members of the planning team. A summary of functions associated with these roles is provided below.

- Administrator


- Perform backups


- Organize external media saves


- Load Master Users

- Strike Leader


- Instantiate SPF


- Select/Edit & task Strike Teams


- Communicate with Strike Team


- Update data


- Monitor SPF information


- Initiate external media "saves"


- Initiate "save as" for new strike plans

- Element Leader/Team Member


- Access SPF data via browser and component systems


- SPF data customer/consumer


- Generator of component products stored in SPF


- Strike Team communications

- Intelligence Personnel


- Generator of Intel data stored in SPF

- SPF Viewer


- View (READ ONLY) SPF data via browser

A strike team, composed of a Strike Lead and Element Leaders from each mission area, will be tasked to quickly create a concept plan from the tasking and support data. The SPF Web and System Management (WSM) provides the means for the strike planning organization aboard the aircraft carrier to rapidly access, view, organize, and use information applicable to the strike planning operation. WSM manages SPF access to component system workstations and other NSWPC network-resident workstations. WSM also provides SPF access to import pertinent non-organic strike data into the NSWPC network.

The SPF WSM manages a common strike data repository which provides the Strike planning team members an easily accessible electronic strike planning folder which contains tailored mission planning information, including applicable elements of the ETFs, imagery, intelligence, track data, weather, and assets. The strike planning process is cyclical, and there may be up to three or four separate strike planning teams working simultaneously on a sequence of strikes. The WSM assures that the SPF user is able to initiate and Instantiate one instance per strike, that the instance can be edited and maintained throughout the strike planning process, and provides simultaneous access by other component system users or strike planning elements via the NSWPC network. Each SPF Instance is divided into seven shells, which include Tasking, Asset Availability, Intelligence, METOC, Targeting and Weaponeering, Route Planning, and Post Strike Analysis.

 Strike planning is recurrent, and the strike planners require a system which is able to provide both automated and manual data insertion. The SPF WSM ensures that an SPF Instance can be populated with tasking data which may include both ATO and non-ATO related material. Since the ATO normally includes multiple strikes WSM is capable of managing multiple SPF Instances during the planning cycle. WSM also provides for receiving and updating tasking information from alternate sources, and inserting the strike pertinent data into pre-defined automated data fields, within an SPF Instance.

The strike planning process is iterative and continuous. Time-sensitive and classified data are acquired from a multitude of sources which require updates throughout the planning process. WSM provides for a data refresh capability of the SPF Instance, and operation at the SECRET/GENSER level. 

The majority of the present and near-future COTS configurations are 

PC/ Windows NT and UNIX/Solaris based. All must be Year Two Thousand (Y2K) compliant for system stability. The SPF WSM oversees an SPF system that is structured for subsequent transportability between the Windows NT and Solaris Operating Systems. Additionally, the SPF System is Y2K compliant. The SPF is a standalone application, independent of any NSWPC component system, and other application software which may reside on the host system.  

During the course of strike planning, Strike Planning Team members should have the ability to “Save-As”  an “in work” SPF Instance, which can  be used to expedite the initiation of another strike plan. The Strike Teams will also need to store and retrieve SPF Instance data for historical records and lessons learned. The WSM manages the  SPF capability of performing a “Save-As” to an “In-Work” SPF Instance. Data within the SPF can also be stored/retrieved from external media, and backed-up at the discretion of the System Administrator.

The strike planning team must capture as much information, as rapidly as possible, before and during the strike planning process. Likewise, the Strike Leader must have the ability to rapidly define and disseminate tasking.  The WSM manages  SPF access to the NSWPC network, in order to communicate with component system workstations and other NSWPC network resident systems, for rapid collection of data. The WSM ensures that the users are able to organize and edit data within an SPF Instance based on their level of access. Additionally, the SPF Instance is accessible from NSWPC workstations for sending/receiving tasking for element/unit planners and strike team assignment. 

Strike planners require a planning system which  can be accessed from any NSWPC compatible workstation to allow the users to view and edit mission planning data and be advised of any strike planning data  changes. The WSM provides accessibility, editing capability, and user alerts of strike planning data changes for multiple SPF Instances and missions from NSWPC compatible workstations. 

Strike planners, at component system workstations, require the ability to access and update strike planning data within the seven shells of an SPF Instance without having to leave their respective stations. The SPF WSM provides the component system users the capability to access and edit their respective portions of a mission from their workstations. Additionally,  users can insert and extract component system data within specified data fields in an SPF Instance, and retrieve tasking data and special instructions, such as SPINS and CSAR information,  from the Tasking Shell of an SPF Instance.

The strike planning process requires an automated method of gathering and organizing  strike planning information in order to expedite the planning and tasking associated with a strike plan. This strike planning information includes, but is not limited to SOPs, asset availability, weather information, intelligence briefings, targeting information, and route planning data from external sources. The WSM manages the collection and organizing of this information within the specified seven SPF shells. The WSM also provides the component systems with the capability to insert and retrieve required strike planning data from within the shells.

Following execution of a specific strike plan, a method for capturing and saving mission debriefs and lessons learned is necessary to enhance follow-on strike planning efficiency. The WSM provides, through the SPF Post Strike Analysis Shell, the capability to deposit post strike information and provides component system users the capability to extract post strike information. The WSM also manages the cataloging of debrief notes to missions for inclusion in the Post Strike Analysis Shell.

System Architecture Impacts:

Interdependencies
The SPF Web and Management SOI relies on user input data via interactive web pages, the Email/Browser SOI for Component System communication/viewing of specific SPF data, and data control access to interoperable SPF data on the SPF Repository SOI.

External Interfaces
The SPF Web and Management SOI relies on SPF software loaded with the Component System Browser that is connected by the NWSPC Network.

Performance:
ORD Performance Thresholds/Rules
Not Applicable.

TEMP Performance Thresholds/Rules
Not Applicable.

Sponsor Performance Thresholds/Rules
TBD

Other Performance Objectives
TBD

SOI 99SPF-002 - SPF REPOSITORY


FRD I
FRD II

Statement of Intent:
The SPF repository allows users to store information that is required to support the strike planning process.

Critical Path:
None Identified

Requirement Sponsor:
PMA-281


Specification Statements:
2.1:  The SPF Instance shall serve as the central repository for strike data, in accordance with the SPF Data Fields document (version 14), from the component planning systems.

2.2:  The SPF Instance shall be the entity in which strike pertinent data, in accordance with the SPF Data Fields document (version 14), will be placed.

2.3:  The SPF Instance shall serve as the single, central repository for all strike data, in accordance with the SPF Data Fields document (version 14).

2.4:  The SPF shall allow the component system users to access strike-planning information contained in SPF databases within NSWPC.

2.5:  The SPF shall store interoperable mission-planning data from an SPF Instance.

2.6:  The Tasking Shell of an SPF Instance shall store the appropriate strike requirements as allocated to the respective strike elements (e.g., VF, VFA, VAQ, etc) for detailed element and unit planning according to the SPF Data Fields (version 14).

2.7:  The SPF Instance shall store tasking information that is defined in the SPF Data Fields (version 14).

2.8:  The SPF Instance shall store OpOrds and ROE (text data files). 

2.9:  The SPF shall allow the users to store NITES/TEDS data obtained from GCCS-M, as referenced in the SPF Data Fields document (version 14).

2.10:  The SPF shall store intelligence data, as defined in SPF Data Fields (version 14), gathered for the strike in the Intel Shell of a SPF Instance.

2.11:  The SPF shall allow users to store in the Route Planning Shell of a SPF Instance four-dimensional route planning data (lat., long., altitude, and time). 

2.12:  The SPF shall not modify input source data. 

2.13:  The briefing files in an SPF instance shall be write-protected to the extent permitted by COTS/GOTS products.

Concept of Operations:
Strike planners, intelligence personnel and component planning systems users, within a strike planning organization on an aircraft carrier, require a common central data repository for strike planning information pertaining to a specific strike plan(s). The repository data must be available for viewing, editing and accepting dynamic updates from interoperable data systems within the NSWPC System.  The SPF Repository is the single central entity in which component planning systems data, other pertinent strike data, and interoperable data  can stored. Stored data may be stored as data elements within specified data fields, text data files (OpOrds, ROE), and four dimensional route planning data which can be viewed, edited, and updated by the users.  

System Architecture Impacts:

Interdependencies
The SPF Repository SOI relies on the Web and Management SOI to provide the manual input of data from the interactive web pages and interoperable data from external sources. The SPF Repository SOI provides data storage that can be accessed by the Web and Management SOI.

External Interfaces
The SPF Repository SOI relies on external data schema from external sources.

Performance:
ORD Performance Thresholds/Rules
Not Applicable.

TEMP Performance Thresholds/Rules
Not Applicable.

Sponsor Performance Thresholds/Rules
TBD

Other Performance Objectives
TBD

SOI 99SPF-003 - SPF EXTERNAL INTERFACES


FRD I
FRD II

Statement of Intent:
SPF external interfaces provide data transfer capabilities using the NSWPC Network to various data sources to access required strike planning information.

Critical Path:
None Identified

Requirement Sponsor:
PMA-281


Specification Statements:
3.1:  The SPF shall allow the component system users to access strike-planning information contained in databases external to the NSWPC.

3.2:  The SPF shall retrieve strike information from applicable on-board database types.

3.3:  The SPF shall use existing CVN 68 network protocols to communicate with the necessary databases

3.4:  The SPF Instance shall receive tasking information that is defined in the SPF Data Fields (version 14).

3.5:  The SPF shall allow the users to import operational procedures, ROE, and special instructions from the ship’s information infrastructure and from magnetic media recognized by the Host Operating System, and place them in the Tasking Shell of a SPF Instance.

3.6:  The SPF shall interface with data sources defined in the SPF Data Fields document (version 14).

3.7:  DELETED due to 3.6 rewording 4/09/99 NAWC/MIS/SAIC

3.8:  The SPF shall notify the user if requested data is not available.

Concept of Operations:
During the strike planning process, the users may have a need to access strike planning data which may reside external to the NSWPC System. These data may include such things as operational procedures, ROE, NITES/TEDS data from the GCCS-M, and other special instructions. The SPF external interfaces, through the use of existing network protocols,  provide the capability to access strike planning information contained in external databases. These data may be imported by the users from within the ship’s information infrastructure and from available magnetic media. 

System Architecture Impacts:

Interdependencies
The SPF External Interfaces SOI relies on the Web and Management SOI for data requests.

External Interfaces
The SPF External Interfaces SOI is dependent on external sources.  These sources include GCCS-M, TBMCS, TEDS, NITES, ADMACS, PTW, TEAMS and TSCM.

Performance:
ORD Performance Thresholds/Rules
Not Applicable.

TEMP Performance Thresholds/Rules
Not Applicable.

Sponsor Performance Thresholds/Rules
TBD

Other Performance Objectives
TBD

SOI 99SPF-004 - SPF E-MAIL AND BROWSER


FRD I
FRD II

Statement of Intent:
The SPF provides an e-mail system for strike team communication and a web server for access to strike planning information in the SPF.

Critical Path:
None Identified

Requirement Sponsor:
PMA-281


Specification Statements:
4.1:  The SPF shall disseminate the alert to the users.

4.2:  SPF shall provide a server to support NSWPC Component System's capability to browse, access and use the data/information that is available in a SPF Instance.

4.3:  SPF shall provide a server to support NSWPC user communications via e-mail.

Concept of Operations:
The SPF should not impact the administrative manning level and taskings of existing personnel within the existing CVIC and Airwing organizations. The SPF  Email and Browser capabilities should keep the administrative tasks such as setting up accounts, setting access, editing permissions, and browsing data as simple as possible. The SPF provides the browsing software which enables the user to browse, access, and use information which is in a browsable format. Email will provide the users the capability to communicate within the strike teams for taskings, briefs, etc. and external agencies.

System Architecture Impacts:

Interdependencies
The SPF E-mail and Browser SOI relies on the Web and Management SOI to disseminate access control to Component Systems, view/download data, and provide Strike Team communication.

External Interfaces
The SPF E-mail and Browser SOI relies on the NSWPC Network for dissemination capability.

Performance:
ORD Performance Thresholds/Rules
Not Applicable.

TEMP Performance Thresholds/Rules
Not Applicable.

Sponsor Performance Thresholds/Rules
TBD

Other Performance Objectives
TBD
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