RISK IDENTIFICATION – DETAILED FORM

	Risk ID:
	Title:
	

	Risk Description

	

	Probability:
	______
(%)
	Exposure:

(Prob. x Imp;  .01 = very low, 4.99 = very high)
	______

	Impact:

(1=low, 5=high)
	______


	
	

	Impact Time Frame:
	______ to: ______
	Days to Impact Time Frame: 
	______

	
	
	Impact Horizon:
	______

	Critical Path:
	

	Date Identified:
	

	Origin:
	

	Responsible Person:
	

	Program Area:
	

	Affected Phases:
	

	Risk Area:
	

	Control:
	

	Current Status:
	

	Contingency Plan (and Trigger):

	

	Mitigation Plan:

	

	Risk Mitigation Steps (optional)

	Step
	Description
	Person
	Due Date
	Done?

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	Historical Events:

	


RISK INFORMATION SHEET

FIELD DESCRIPTIONS

	FIELD NAME
	DESCRIPTION

	Affected Phases
	RMT development phase affected 

	Contingency Plan and Trigger
	The contingency plan, and the event or time that triggers it, if the mitigation strategy fails

	Control
	Control over the risk:  External; Internal; Internal/External

	Critical Path
	Is the risk on the critical path:  yes, or no

	Current Status
	Current status of the risk:  Execute Contingency; Mitigate; Transfer; or Watch.

	Date Identified
	Date the risk was identified

	Days to Impact Time Frame
	The number of days

	Historical Events
	A history of what is being done for the risk and changes in the risk.

	Impact
	Degree of impact.  Levels from 1 to 5, where:

1 = very low, and 5 = very high

	Impact Horizon
	Proximity to earliest date risk could occur:  Near (term), Mid (term), or Far (term)

	Impact Time Frame
	Earliest and latest dates of the time frame over which the risk could occur.

	Mitigation Plan
	The selected strategy for mitigating the risk

	Origin
	Origin of the risk (e.g., individual, meeting, event, etc.)

	Probability
	Likelihood of occurrence:  Not Likely (1-19%), Low Likelihood (20-39%), Likely (40-59%), Highly Likely (60-79%) Near Certainty (80-99%))

	Program Area
	System Test, System Definition, Software Development, Developer Support, Operational Support, GFI, Program Execution, or Security

	Responsible Person
	Person responsible for mitigating the risk

	Risk Area
	Area of risk (e.g., cost, schedule, performance, technical, etc.)

	Risk Description
	Description of the risk, including context (i.e., associated information that clarifies the risk)

	Risk ID
	Unique identifier for the risk (assigned by CM)

	Risk Mitigation Steps
	(Optional) Steps in the mitigation plan

	Title
	Short description of the risk
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