Working Group Minutes
10 July 2003

I. Participants

A. NGIT

1. Michael Chan

B. SPAWAR

1. Dave Bartkus

2. Chris Labohne

C. NAWCWD

1. Lee Wood

2. Sidney Au-Yeung

3. Bob McNally

4. Joe Orosco

II. Configurations / Hardware
A. Enterprise Server
1. Status - China Lake [SPAWAR]
a) Have majority of pieces in but not sure what is left.  Procurement person out.  Still looking at 2-3 weeks.
2. Check status on Fibre Channel dual path connection to CIPRICO Net Array during configuration – current direction is not to connect both paths.
a) SPAWAR in contact with Veritas.  Will be a few more weeks before we hear from Veritas and maybe September before new driver is released.  Use only one connection for now.  If you connect second path, windows will not work.
3. Check status of Veritas Volume Manager 3.0 – latest direction was not to install until driver problems were resolved.
a) This goes along with #2.  Do not install volume manager until we get new driver installed.  Dual multi-port driver – help do load balancing.  Without driver it is questionable whether we should be loading this.
4. Need complete, or as nearly complete as possible, install procedures for the Enterprise server that we can all work from.

a) Need to get common instructions so that we are all configuring the server the same way.  SPAWAR docs for server and NGIT instructions for JMPS.  Poss get a checklist or outline for installation.  NAWCWD has an outline started and will send to SPAWAR and NGIT.
B. Enterprise Lite Server
1. Load balancing on NIC Cards [SPAWAR]
a) MS has linked load balancing to their clustering and we have linked to Veritas for load balancing.  For now we may have to stick with one card with OT coming up.
2. Need complete, or as nearly complete as possible, install procedures for the Enterprise Lite server that we can all work from.

3. Information / instructions on installing server with one NIC card.

a) How to set up DNS with one NIC card.  Had to disable other two cards and uncheck box to register NICs in DNS table [SPAWAR]. Procedures not ready for release yet from SPAWAR, will send when they get it ready.
C. Pico Server

1. Need complete, or as nearly complete as possible, install procedures for the Pico server that we can all work from.

D. Client Workstation

1. Need complete, or as nearly complete as possible, install procedures for the client workstations that we can all work from.

a) NAWCWD has cheat sheet for loading clients that we will send to SPAWAR and NGIT.
E. Map Server (Iomega NAS Model P410)
1. NAS – How to configure the NAS server – Domain or Workgroup
a) SPAWAR has a couple of white papers on this and it is now on a domain.  This way profiles and everything gets pushed down.  It was first written up as a PFPS function.
b) If you use the Iomega NAS software you should be able to change the password.  May require rebuilding the map server.

F. Peripherals

1. Printer selection [SPAWAR - Finalize]
a) Okidata 7300 – compatible with TAMPS
(1) Nothing has changed.  Will be hopefully finalized by next week some time.
b) HP 6122 – compatible with existing HP 990cxi & PFPS
(1) Nothing has changed.  Will be hopefully finalized by next week some time
G. Assets

1. Missing one computer that was shipped to SPAWAR.  Nellie sent tracking number and FEDEX is looking for it.
III. Issues

A. JMPS Software version

1. JMPS 2529

2. JMPS 2521

a) Black screen.  COE lockdown was installed and SPAWAR did not have the problem then. 

B. Security Lockdown

1. NGIT using security lockdown.  SPAWAR indicated there was a performance issue (main controller group policy which is set for 5 minute refresh/replication)  Solution is to set policy to 24 hours.

a) Microsoft sent info to SPAWAR on other settings for the security lockdown.  This was sent to NGIT (didn’t work in their lab so they are still investigating).  This is still an issue.
2. Use both COE and JMPS lockdown segments

a) SPAWAR has installed Microsoft security lockdowns routinely but they install COE lockdowns as needed.
3. Need to configure JC1 JMPS with all Security Lockdown segments.
a) Three levels (third level on domain controller).  Do we use them or not?  Once you apply the lockdown inf files it is impossible to uninstall them.
b) Push this to a higher level (possible Tucker) to see what the decision should be for security lockdown.

c) We got procedures from NGIT for installing security lockdown during EDT3 but need updated procedures [NGIT]
4. Discuss / investigate modifying schema during install of Security Lockdown segments.
a) In NAWCWD’s procedure we modify schema before installing security lockdown procedures.
C. Collaboration

1. Does not work under AD but will work under workgroup (you lose pre-approved list) [NGIT]

a) eMail sent from NGIT to NAWCWD today
D. Software
E. SQL Server

1. We will use the SQL 2000 Enterprise edition due to clustering on the server and MSDE on the clients.
F. APM Manager

1. APM Manager is enabled but not used in JMPS

a) APM manager is running all the time whether you enable it or not.  Question is whether we want to use APM authentication and SPAWAR / NAWCWD selects “no”.  SPAWAR believes we are developing to windows authentication not APM
2. Check / verify status of APM manager configuration – current direction is not to enable APM Manager.
G. COE

1. There seems to be a difference in how COE segments install between the latest version of 4.6 COE and previous versions of 4.6 COE.

a) SPAWAR indicated there have been a few changes to the latest COE CD we have from SPAWAR. Netscape segment is 4.7.0.0
2. What is the status on the new COE version 4.7 CD
a) We have been following NGIT procedures to determine when we go to COE 4.7 or not.  Currently NGIT is using 4.6

3. Version of Pearl on SPAWAR COE CD is listed as 4.7.0.0 – required Pearl is 1.0.0.4/5.0.0.5.3  This is different from the version listed for JC1 install on NGIT e-mails (e-mails with pass code phrase).  Have been using segment from older COE CD
a) SPAWAR will check this to see if it is a typo or an updated segment
H. External Systems

1. GCCS

a) Clients will need host file modified and root certificate installed.  [NGIT Philly]
2. SPA/PTW

IV. Other

A. Old Topics / Issues that are not resolved

1. JMPS install issue on large hard drives (raid arrays with 1 terabyte of data or more) [NGIT / SPAWAR]
a) Denver has asked SPAWAR for screen shots to determine issue and they will check with Microsoft.
B. New Topics / Issues
1. Ghosting Net Array as the E-Drive

2. During install of Security template W2CKET – need to reset password for SQL server (same problem after installing COE kernel – since SQL server is not COE segment – COE modifies user account – this will prevent the SQL server from starting at reboot)  If not done, this will cause problems during JMPS install with database connection.

a) We’ve seen this problem over and over again and we may have to live with it {SPAWAR}.
3. Page File – SPAWAR instructions do not configure page file – should we configure page file on E drive (CIPRICO Net Array)
a) NGIT procedures configure page file on the e-drive.  SPAWAR indicated we may not want to do this on the server.
4. Proxy server – All alcatel switches on the ships.  SPAWAR does not believe there is a router between server and clients.

5. Racks – we have most items in the rack but need rails for the Pico, NAS and CIPRICO.  SPAWAR has two rails now (CIPRICO and NAS) and will send out.  Pico third party rails may take a couple of weeks [SPAWAR].

